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CHAPTER 3

TRANSMISSION SUBSYSTEM 18

Transmission subsystem is one of the major function
layer in SNA structure, 2 purpose of transmission
subsystem is to : ‘ ata from one end user to
another user using stem components. These
components include : s cluster controllers,
communication con 1 ponent in individual
terminals, and mos in the host access
method.

Layer of the Transmd

As noted préVibysly - ene L 08, Bhe characteristics of
SNA is the separajfiogy gf F the=app K. oriented functions
from the transmissiog anctions. \i le advantages of this

separation increasgs Sfull cigdinteoduetion of a series of
data links betwee 3 ogram and the terminal
which it wants to icate, management of +these
multiple 1links is”™ & 6 k‘ Ffurther, the need of
simultaneously shar s among a number of
application program makés—it  impOssible for one application
program to manage a limk. “ mHus : management and routing
of data from on e ; ave been isolated
from the appli um—m-—_} the transmission

subsystem. . & ‘1""

st

Communication Cerﬂm

function of
suppert:.ng W EL %L ﬁe attachments and
the channel al attachment.

Programmable ﬂemmunlcatlen centrellers are u to relieve

the CP ansmission
lines a e ;= controller

rather t an in the CPU. One subchannel w1th a sufficient
data- transfer rate is sufficient for software in the
controller to transfer data ¢to CPU. There are three
different software package found in programmable
controllers.

1. 'Emulation Program (EP) is the program to emulate
the communication controllers as the old non-programmable
controller. It is wused with Binary Synchronous Control
(BSC) . and Start-Stop protocol
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2. Network Control Program (NCP) is used in support
of System Network Architecture (SNA) . It can support
Synchronous Data Link Control (SDLC) .

3. Partitioned Emulated Program (PEP) is the
combination of EP and NCP loaded in the same controller.

Cluster Controller

A cluster controllerf ik, used to share terminal
control facalities with \1 1A variety of terminals. It
is remotely attaclhied - nunication controller.
Terminals may be colifitete -- uster controller with
local and remote attabehemey - - controller also
handle data link & Fi ” ~

(4 -

Terminal

provides an external
Terminals normally
L function such as
agquired for terminal's
locally attached to a
inals may also be:

A termina
interface to a
include control
buffering and cha
operation. Termifi:
cluster controller .t

controller,
tmmunications controller.
el.

- Remotely atfs
- Remotely atta 2
- Locally attaggg_r“u
Concentrator

O

¥ dd as the functional
equivalent of cluster roller without the option for
local attachments. A concentrator only support remote

ﬁgggmzsﬁ%@ﬁﬂﬁ%ﬁ dﬁjwﬁﬁ%lecnmnnunlcation
q W’W&Nﬂim URIINYIRY

LOGICAL VIEW OF AN SNA NETWORK

A concents=at

An SNA network can be described in two ways; the
physical facilities : the CPUs, terminals, controllers,
teleprocessing lines, etc.,or the logical functions: data
transmission, integrity checking, data mapping, etc. For a
complete ‘understanding of the network , both wviews are
important.
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Figure 3-1 presents the logical view of an SNA
network; the physical wview is discussed earlier in the
previous chapter. The network consists of two parts; the
transmission subsystem and a number of network addressable
units (NAU) surrounding it. The NAUs are logical entities,
respresenting the various ports through which end users may
access the communication facilities. Some NAUs appear in
the host computer; other NAUs are logical functions in
cluster controllers or ter ]

Figure 3 sofliminication system

The func crnal stﬂicture of NAU are
important factor n sua NAU provides both data

management info on end wuser and
protocol mﬂﬂﬁt’} M Mﬁfﬁ conversation
between end ssion subsystem
are collectivily called cogmuniﬂation system

SHARINEUANA AR o,

he
cuntrnl equest to the communication system. session is
analegous to a human conversation

The key features of sessions are;

A session is a temporary logical connection
between two, and only two NAUs

Certain NAUs may have simultaneous sessions
with several other NAUs, supporting a number of
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end-user conversations at once. The application

program may make any appropriate correlation or
mixture of data it receives in its wvarious sessions.

In addition to its user sessions, each NAU
has a session with the communication itself for
control operations such as initiating and
terminating sessig

S —

( logical path is
established _siWodigh| & Smissin:m subsystem
between 1 ’ - W ‘

Ng ] Spn UdSWen the session by
inserting G- FPEC RIRANA-ND-th .

TYPE OF NAU

System serVic OnLLOLIPe i ¢ NAU responsible for
the management offf Whe Comm cat subsystem, network
operator communicat: ontrol, network start
up, session initialigzZt ror recovery, etc.

Logical Unit

The typ@=0l NAU Seruing s tRe—Bawt for application
oriented end us&d, J""‘

Physical Lmlt ﬁ '

A Physic it exi o in the network,
The Physicaﬁ i s ﬁ , ﬁ ?t %erviee control
point is used o : e sic¢dl “resources in the

a node parti€ipates in the activation and deactivation of
the da 'Ei tta t : s attached
to the gl . ﬂﬁﬁ% ﬁqﬁq o ﬁg’ﬁ @ions for an
«c::per:a.tm:il a ' th .

Layers of the transmission subsystem

There are two layers of functions are within the
transmission subsystem, an outer layer (transmission
control) with components uniguely in support of an
individual session and an inner layer (path control and data
link control) that is wused in common by all sessions and
refered as the common network.
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ﬁ COMMON RITWERR

Figure 3-2 The T;az“ Subsystem
A number of

unigue support

is supplied by g

Each time an NAU e

multiple sessio

control element

control element sg

the two NAU to wo Jathe ;

this mechanism,. = \

ated _to transmission require
| 5esslon, or example, session
\:;\\:agn pl  element  (TCE).
‘?‘ij\\ hus if an NAU has
_f‘%h i as a transmission
3101 a third transmission
on mechanism enabling
ree principles of

1. The seconge
data as quickly as
reason, a process
temporarily held at t

y not able to process
send to it. For this
18 used in which data is
control element in the
secondary NAU can accept
i;. IE conjunctig ; is also pacing between
e ost transmissic TErolatamant, 0 50 that it is no
overrun with tR&f iInE atior until it can be
forwarded to th;h»'
‘ 1

2. The formats of control information used by
terminals and, clu contro a ifferent form those
used by hnsﬂ ﬂ%%ﬂnﬁ%ﬁﬁﬂ%@ler nodes. The
transmissio emen i communications
controller tifdnslates betwgen these different formats.

e BT BEDA R BN IR AR uee

and end Bessions.
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transmission econtrol
J 88 common network

Figure 3-3
element and its r

Figure 3- ) Ehe tails structure of the
transmission cd 2 @LaTion to the common
network and to , TE entrol sy element consists of
three parts; cond€cifioh point| mapager, session control, and
network control. 1w ne e is the connection

point manager, wiosé J i6h is| Bhe management of data
transmission to andf §ron ,9“ . Ineach session are four

data flows, two #tg prafary AU and two from the
secondary NAU. The @ s at is transmitted in the
normal flow from its * unctions originating in
the transmission subsys f of the session, as well
as some of the_ contfel iginating in the NAUs,
flow on the exp Peling detained by NAU
protocols or bJ’, | end user awaiting
> hagers for the session

transmission. Thé e H
keep the two flaWs 1n € ~+ion ‘E-arate and give the
Sirg.

expedited flow pfiority in their proces
¢ o o !

Each g/n ! normal flow is
assignea a fi UL syaris Pembail 8 FES donmection’ point
manager. Wheg) message is sent, the connection point manager
notifies its NAU of the $equence snumber assigned. When a
message™ sy : , ‘ mml‘l tion point
manage mﬁm‘imai seq a no prior

messages) were lost.

¥
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A second component of the +transmission control
element is session control, which provides the session
management functions for the NAU. These functions include
session initiation and termination and session error
recovery.

When an NAU wants a session with another NAU, it
sends a system message to the system service control point,
requesting clearance for , Efié session. Unless the system
services control point . fin jedements to the session, it
notify the primary N he session. The primary
NAU uses session build a request that
is the initial the session and to
establish the : oscontrol the session.
Once the bind sessig frnest 1s exea’ , it is passed to
the connection padfitMafiAges \end fi0mh it to the common
network for transmigs; he 's n control element at
the secondary NAF. = bn control uses the
information in stablish the control
facilities that 1S ed— Ehe 3sion. It also passes
the information "toffthe fsecondasy A0, sO0 that the required
NAU protocols can e §as \

The third cafpg é%’_ ission control element
is network contro Y % : for the internal
administrative comménigE=Eion 1@ communication system
that is not directly releted to fhie end user.

70\ T
PHYSICAL VIEW QF AN & . NETHWC

L "\.w "-. o«

The inne "Y'""' f : " common network, is

itself composed o ntrol and data link
control. The phy=ﬁ al view of a network hnwn in figure 3-4.

Physi ‘ e i number of nodes
interconnec %%ﬂgﬂmz ;Eﬁ gave been divided
into classe i i n each network,
there is ngle host, w ich oversees the etwark and in

which _ it Attached
R T R
routing | ; ‘mu P tions, and

remote communication controllers may be attached to them.
Also- attached are various cluster controllers and
terminals, both those for specific industry systems and
those for use in applications in many situations.
Physically, the collection of nodes has a tree structure.

The logical view of the network can be related to the
physical wview noting that, in general, the NAUs are
scattered around the periphery of the network in the host,
cluster controllers and terminals, the exception are the
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ommunication system

physical units which ,J;TU"Ev iode of the network.

To transmit infg
proper sequence_ o :
and the actual |t
These two funcEsom
link control, ré&fge

om one NAU to another, the
gdes. must be selected,
ieSestge must be managed.
Bth control and data

The responfibility of path cnntr@l is routing of data
received from the vamious conngetion point managers through

the network lisp i ﬂa stepwise way.
Path control” i sl ] the network. For

each messagq| received, either from a connection point
manager in the node orxffrom other node, @%ath control

SRR R e T
logica : aa _ ata i u used for
transmidggion. The message is then transfered to data link
control, whose function is to manage the movement of
messages across the individual links from this node to the
adjacent nodes. Data link control , like path control , is
present in each node of the network. It manage the protocols
required to transmit information across the data 1link. For
example , data link control for SDLC data links supplies the
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send and receive sequence counts and the frame check
sequence for outgoing information frames and wverifies this
control information for the frames it receives. The data
link control elements at the nodes attached to a data link
work cooperatively to manage the data traffic on that data
link.

Figure 3-5 shows the route a request unit travels

from the time it is creat by a logical unit until the
destination logical unit i := ¥ it. At each step along the
path, the applicable c@r A f tion is shown.

wir

T N3
qm& Bl TSR

Figure 3-5 progression of a 'request through the
network showing the information present at each point
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Assignment and use of Network address.

When a specific network installation is created, each
NAU in the network is assigned a unigue network address by
which it is known to other NAUs and the transmission
subsystem. NAUs conected via dial 1links are an exception.
Their network addresses are assigned by the system services
control point when the connection is made.

The entire : Ned into regions called
subarea. Each subages %8 ‘8ubarea address. Each
NAU is in one and o 3 imWPareas Within a subarea, the
NAU are each assigWedjian. e t"address. The network
address, shown in fiGi ' reflects this two-part
structure. The firsto-E¥eld. .he address specify the
subarea; the secw®ng 14 spée: glement address with

in subarea. Whs ?ji?ﬁiﬁlﬁ;;;m;km-#f‘" fines its network
configuration, &L v_‘"' he 16 bits in the
network address define the subarea and

how many will hewﬂserve or elements. L.

Figur - o/ tion that is shown
in figure 3 3 m% ﬂﬁime division of
the network t : oV¥s a logical units,

it

physical un » and the system service contrgl point, along
T ARTATHNINGTNY
q

-
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Each subarea, except the ones directly controlled by
host (i.e. the subarea containing host application programs
and the - subareas containing channel - attached cluster
controllers), contains a communications controller through
which all the data flows into and out of the subarea. It
disperses incoming data to the various cluster controllers
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and terminals in the subarea and gathers the data from them
to be sent elsewhere in the network.

INFORMATION UNITS AND FORMATS

The communication between NAU is of two types. First,
one of the NAU sends a request unit to the other. A request
might be a line of data to|B¢ oriented, a card image to be
punched, an ingquiry a-.h”" FdRt base, etc. Second, when
the receiver : c gfthe request, it sends a
response unit to r*- ‘ol @Le€One of the request. The
response can be i teguesting MNAU, which can

ask that no respog 2i= e tuife ok that a response be
returned only if  ap.f% ; .( iring processing. In
front of each reg . that is sent, the
connection point g '-{- \\rEquest or response

header, containigpg ation. For example,
the header indicatg# ent is a regquest or a
response and, coige C . u,£= Ew;‘~-h +he header has.

There are r ‘igs of tequests; two categories
which is called £ nEl m :nt data and data flow
control are procesge v .-,'- ,[—a the two categories

which is called SesBio 0 and network control are
processed within the prsEnd ss§ ubsystem. The category
of the unit sent is indi€ated B¥+the header.

The formofif 1se’ to b ~d \i.e. no response,
respond only ond=érr =finitely resp: , is indicated in
the request heagd . Tl Y€ dicateﬁ whether an
error occurred. : < the response will
contain four byte i‘of Sens ormatio A pacing indicator
in both the reque;t header and the response header is used

to regulate tﬂ the secondary
5% Q¥1 xceed.

NAU so that
In ad tion to the nli:.catnrs used bgne connection

EE%EE:E;"%@%?&%% R

indicators

use their
communication; they are not inspected by the transmission
subsvstem.

When the connection point manager has attached the
header to the sent it passes them to path control for
routing into the network. Path control attaches a header,
called the transmission header, to each message it receives.
The transmission header contains the information needed to
route the message through the network, including the origin
and the destination address, the sequence number assigned,

11553120¥
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and the length of the message. In some cases for
transmission efficiency or to match buffer size limitations
of the next node, path control may choose to devide the
message into segments that it transmits separately. In this
case, each segment is preceded by a transmission header.
Indicator in the header allow a path control element
receiving a message in segments to reconstruct the entire
message.

; Outgoing
tation Address

1 1
2 1
3 2
4 1
5 2
&
7 2
Table 3-1 RoUting
In the hih "~ edch ' c i ions controller, a
routing table umgibiue to6 each & +85° how path control

L receives from a
connection point —man - .1nk control, Table
3-1 shows an ex e of 2 Suting tablé, It is organized by
destination and 1indicates the next step along the path to

which this h co 1 should Of messages it receives
ﬁﬁv for a given
message s@ould

in this node sHc

fer o o RO ST i T}

for a giv
be transmitted

and at the station on the link which is to

receive that the

messag ma‘ﬁﬁ ﬁﬁ} ﬁ% address is

of inte es he subarea
th

take same path until they arrive at communication
controlling that subarea. Thus only the subarea portion of
the destination address is used as a search argument for the
routing table.

At the communications controller in the destination
subarea, the routing table has an indication (represent in
table 3-1 by an asterisk) that it is not to forward the
message to another communications controller, but it is to
look into a supplementary routing table and process the
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controller, which processes it as a described above. One
fact of this processing, the conversion of the control
information format, requires further discussion.

LOCAL ADDRESSING AND FORMAT CONVERSION

Cluster controller nodes and terminal nodes have
limited addressing capabilif They use a simplified version
: | ; so called because it is

used and is meaningfuls e o the node and does not
have a network-wide “inte -deEod®n._as does the network

T——
controller, when the dmstallatid efines the logical units
it contains. Use C & : ' allows the cluster
controllers insensitive to the
ve Mie same local address
fe NAUs. For example, if
a particular ; 3 G =PrRora K\\exits in cluster
controllers in ea gt fF§ve=ak Eich 'Q fices of a business
i 1AV E the same local address
a\isythe physical unit in
@l tha always has local
LON controller boundary
\ cation of each nau, it
= uniqueness lacked by

in each controlle
the cluster contfol
address 0, Since

function is aware
uses this informatic

the local address.

When a sess ,  estat bgtween an NAU is a
cluster controlidi oF & terminal—and—ad& in the host, the
communications rolle ;«‘assigns a local
address representin . ich will be used
throughout the session. lessages £ the host NAU, the

original and thggﬂestination network 'addresses in the
e

transmission ad wi ir _local equivalent
before bei jJs ﬁﬁ ﬂ %Q NAU. When a
transmission | i 1 controller or

terminal, thalcammunicatin s controllers uses the identity

of the _originating —1 d s in the
transm sw}kaﬂ%ﬁn ' ine %ﬁ gi \ ess to be
reinser i t h r. a sample

configuration indicating the local addresses that might be
assigned to NAUs in the cluster controller and terminal
nodes.



38

T — ——— T — — —— — . . e e T

r-‘—'-i‘-n-—————— 3 * - ~ _l ﬁ
ConuuhiC atalnsg - i : COMLIARE A
oM IRELLLE — ‘

i — s e e . e e

E‘

e e e — — — o — " . . .

Figure 3-8 Sample configuration showing assignment of
network addresses and local addresses to NAUs in terminals
and cluster controller.
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