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Chapter 1Introduction

This chapter provides an introductory of this research. The relevance issues
of this research will be explained including the research background, problem
statement, research objective, research question, scope of study, assumption and

contributions. Finally, the structure of this study will be described.
1.1 Background

Information technology (IT) has become an essential part in management
of business as it is used to support enterprises in business process improvement,
sustainability, and growth. In the highly competitive market of today, all enterprises
have to innovate or change over the time to gain a strong competitive advantage. By
facilitating business change in current dynamic environment, IT has become a
backbone of organizations at every business level and turned to be a pervasive
element in flexible business processes. Effective IT can help organizations to increase
business performance, improve productivity, generate more profit and gain competitive
advantage (Melville, Kraemer, & Gurbaxani, 2004). In today’s world, IT plays an
increasingly proactive role in developing long-term business strategy and helping to
transform business processes to gain more competitive advantage. To ensure that
business processes, corporate strategy and IT strategy are completely synchronized,

the alignment of business with IT is necessary (Henderson & Venkatraman, 1993).

The harmonize between business and IT can essentially improve overall
business performance, increase profitable growth (Sabherwal & Chan, 2001).
Furthermore, alignment of the organization’s IT operations with its business not only
can complement business strategy, but also can enable organizations to generate
business value from the IT investment (Bharadwaj, 2000). In order to achieve the
benefit of business-IT alisnment, organizations call for a specific focus on IT governance

(De Haes & Van Grembergen, 2015).

IT governance is the processes that ensure the effective and efficient use
of IT in order to enable an organization to achieve its strategies and objectives (ITGlI,

2003). IT governance is the structure of relationships and processes to develop, direct



and control IT resources (Korac-Kakabadse & Kakabadse, 2001). [T governance is
accepted as a key success factor in achieving enterprise’s goals. Besides, one of the
main goals of IT governance adoption is to enable the organizations to achieve the
aliscnment between business and IT strategies, which is crucial for achieving competitive
advantage. Since 2003, IT governance has been ranked among the top ten CIO
technology priorities by Gartner Inc. (Young, 2004). The dependency upon IT in the
current dynamic business environment needs effective management of IT and its
alisnment with business goals. That is the reason why IT governance and business-IT

alignment issues are important and should be concerned for the organization success.

To support the implementation of IT governance, a variety of international
standards, best practices, guidelines, and frameworks have been developed. Among
them, the most widely used framework is COBIT, which is Control Objectives for
Information and Related Technology (G. Ridley, Young, & Carroll, 2004). It was designed
in 1996 by Information System Audit and Control Association (ISACA) to support IT
governance in managing and understanding the risks and benefits of IT. In 2012, the
latest version of COBIT (COBIT5) was released with a set of IT governance processes to
provide a broader view of end-to-end responsibilities in IT governance (ISACA, 2012b).
Prior research explored a relationship of COBIT implementation through business
outcome and the finding demonstrated that the more the maturity level of IT process
from COBIT, the more it can enable the benefit of business-IT alignment (De Haes &
Grembergen, 2009). Considering many [T governance adoption outcomes and the
availability of IT governance processes from many frameworks, it might assume that IT
governance should be extensively implemented in most of the organizations across

the world.

Although, academic literatures indicated many benefits from IT governance
process adoption but there was still limited suggestion or guideline concerning IT
governance processes selection. For this reason, understanding the rationale behind
how to choose IT governance processes to gain the most benefit by revealing
influencing factors and how such factors affect the IT governance processes selection

is a very important topic. The original assumption of contingency theory is that there



is no single best way of making a decision because it depends on environment of each
organization (Fiedler, 1964). In MIS (Management Information System) field, Weill and
Margrethe (1989) adopted the contingency theory to define a set of contingency
variables that can explain the fit between MIS and organization performance. This study
shed light on that each organization might have different way or environment that can
impact to IT governance processes selection. Therefore, this research aims to
understand and identify what contingency factors are highly related to IT governance
processes selection with regard to achieving the ultimate outcome of business-IT
alignment. In addition, the perception concept in psychology filed that used to
describe how people make a decision to select something will be applied in this study

to discover the insight into IT governance perception.
1.2 Problem Statement

Academic literatures indicate that IT governance is appeared to be an
important issue in day to day business operations and the adoption of IT governance
processes can return many benefits to organizations (De Haes & Van Grembergen, 2015;
Gerrard, 2009; Parvizi, Oghbaei, & Khayami, 2013; Webb, Pollard, & Ridley, 2006). Recent
studies confirmed that the adoption of IT governance processes from best practice
frameworks such as COBIT can help organization to ensure its business-IT alignment
and increase business value creation (De Haes & Van Grembergen, 2015). Past
literatures also demonstrated the outcome benefits of the alignment between
business and IT such as to improve business performance (Byrd & Davidson, 2006;
Sabherwal & Chan, 2001), to increase organization profits (Yolande E. Chan, Huff,
Barclay, & Copeland, 1997; Cragg, King, & Hussin, 2002; Powell, 1992) and to enlarge
business outcome (Bergeron, Raymond, & Rivard, 2004; Y. E. Chan, Sabherwal, &
Thatcher, 2006).

Even though it has been realized that the outcome benefit from better
business and IT alignment is large as well as there are numerous IT governance
frameworks provided, only 30% of organizations across the world decided to
implement IT governance processes suggested in IT governance frameworks (ITGl,

2008). The survey of companies listed on the Stock Exchange of Thailand (SET) to



assess whether the organizations in Thailand aware and adopt IT governance
frameworks revealed that only 20% of the respondents (46 of 229 companies) adopted
IT governance framework (Samithisomboon & Chantatub, 2013). Later, the online
survey of companies in Thailand to investigate the implementation of COBIT5’s IT
governance processes revealed that only 37% of the respondents implemented IT
governance processes from all five domains in COBIT5 (Samithisomboon & Chantatub,
2014). COBIT is an IT governance framework developed by IT Governance Institute (ITGI)
and COBIT5 is the latest version.

Although literature review expresses many benefits and success cases of IT
governance processes implementation, it is debatable why it has not been widely
implemented. It is still lack of study that focuses on the initial stage, IT processes
selection, before the implementation stage. In order to gain better understanding of
this issue, this study aims to determine what and how contingency factors can explain

IT sovernance processes selection. Thus, the problem statement of this research is;

What are the contingency factors that involve and influence IT governance

processes selection?

In order to answer the above problem statement, this study needs to
identify and explain relevant factors or variables that influence an organization to
select appropriate IT governance processes. Based on the adoption of contingency
theory in MIS that identify the best fit contingency variables (namely strategy, structure,
size, environment, technology, task and culture) to the design and use of the MIS, it
revealed that this approach can influence an organization performance (Weill &
Margrethe, 1989). From previous literature reviews, researchers had investigated and
applied these contingency variables to explain IT governance context, for example, to
arrange IT governance structure, and to measure the successful of IT governance
adoption. However, there is no study on how to apply the contingency theory to IT
governance processes selection. Thus, this study focuses on the exploration of relevant
contingency factors in IT governance processes selection and it is addressed in the

following research question.



Q1: What contingency factors influence the selection of IT governance

processes?

Many best practice frameworks provide a set of IT governance processes
for supporting organizations to implement IT governance. However, current literatures
do not provide much explanation on how to select appropriate IT governance
processes to achieve the ultimate goal which is business-IT alignment. Based on the
assumption of contingency theory, an organization should select IT governance
processes to be implemented by considering its best fit contingency factors. In other
words, each organization has different requirements and environment that can be
explained by a number of contingency factors. The linkage of IT governance processes
selection, business-IT alignment, and contingency factors will open a new point of view
on how to make a decision to implement IT governance processes to achieve the final

outcome. Therefore, this issue leads to the next research question.

Q2: How can contingency factors be adopted to derive an IT governance

processes selection guideline that concerns business-IT strategy alienment?

The answer to these two research questions will help to fulfill research eap
and provide more knowledge for academia and practitioner in IT governance processes

selection.
1.3 Purpose of Study

The previous section discussed about problem statement and addressed
the research questions that aim to identify contingency factors to explain the selection
of IT governance processes. Previous literatures have limited in explaining the selection
of IT governance processes to fit organization’s environment. As a result, the ultimate
goal of this research is to provide a guideline for IT governance processes selection

which is driven by contingency theory and focuses on business-IT strategy aligcnment.

To gain insight into IT governance processes selection, the objectives of this

research are stated as follows:

— To identify and determine the effect of contingency factors

influencing the selection of IT governance processes.



— To formulate a guideline driven by contingency theory for selecting

IT governance processes.
1.4  Scope of study

To accomplish these research objectives, first, this study needs to explore
which contingency factors, such as strategy, structure, size, environment, technology,
task, and culture, strongly influence IT governance processes selection and discover
how each contingency factor affects the selection of each IT governance process.
Second, this study will suggest a guideline for selecting IT governance processes to be

implemented in order to enhance an organization’s business-IT strategy alignment.

This study is designed to adopt qualitative method using Delphi technique
as a research method. Delphi technique is a research approach conceived as a way to
aggregate the opinions from participants in order to gain unanimity through a multiple-
rounds of questionnaire surveys (Hanafin, 2004). This technique aims to draw the
opinions from respondents who have well-knowledge, deep understanding or
experience in the specific area. In this study, IT governance is considered as the specific
area. The key advantage of this technique is the anonymity in responding to individual
question by anonymous to each other since it is especially useful for avoiding direct
confrontation of the participants (Goodman, 1987). In this study, the main research
design is divided into four phases according to the three phases from Delphi technique

and one more extra phase for validating the finding.

The first phase, discovery factors, aims to explore what contingency factors
related to IT governance processes selection. To achieve this purpose, an in-depth
interview technique is employed to solicit the insights, ideas, attitudes and experiences
from participants. The contingency theory and perception concept are used as the
theoretical bases to frame the interview guide. The result from this phase is a list of
contingency factors and important IT governance processes to enhance the alighment
between business and IT. This finding uses as a basis information to develop the first

questionnaire in the second phase.



The second phase, determining the important factors, the first
questionnaire is distributed to all participants and then asks the experts to validate the

important factors that affect each IT governance process.

The third phase, ranking the factors, the finding from the second phase is
used to refine the questionnaire. This new questionnaire asks all participants to
prioritize the factors that impact to each IT governance process. Then, the feedbacks
are analyzed. If the result cannot gain the consensus, the participants will be asked to
provide more comment or information that can help to refine the next questionnaire
for conducting the next round. This process is iterative until it eains the consensus.
When the result achieves the consensus, the final result will be summarized to

formulate a guideline for IT governance processes selection.

Lastly, formulating and validating the guideline, the formulated guideline
will be verified by another group of experts called as validators. This approach will
help to increase the credibility of the suggested IT governance processes selection

guideline.

In conclusion, this study will conduct both interview and survey to collect
the data with a group of IT governance experts. It will also conduct a face-to-face
interview with a group of validators to validate the findings and the guideline in order
to increase the reliability of the results. Therefore, this study requires two groups of

IT governance experts to be the research subjects, participants and validators.
1.5 Assumption

According to contingency theory in MIS, Weill and Margrethe (1989) stated
that the better fit contingency variables, the better organizational performance. This
study assumes that there is an underlying relation between contingency variables that
influence IT governance processes selection. Moreover, if organizations select to
implement a better fit IT governance processes, they could reach the ultimate goal in

IT governance which is business-IT alignment.

From literature review, Weill and Margrethe (1989) identified seven

contingency variables including strategy, structure, size, environment, technology, task,



and culture as potential variables for explain the phenomenal of MIS research that can
influence business performance. Past literatures studied some contingency variables
on IT governance context however it did not provide sufficient explanation on how
contingency variables influence the selection of IT governance processes. As a result,
this research adopted contingency factors or variables to be the predictors to explain
the selection and to explore influence degree with IT governance processes selection

in order to achieve business-IT strategy alisnment outcome.

Apart from IT governance processes defined in academic work, many best
practice frameworks also provide IT governance processes. There are various
frameworks that related to IT governance and each framework offers its set of IT
governance processes. However, the most global widely accepted IT governance
framework is COBIT (G. Ridley et al., 2004) which in its current version, COBIT5, divides
the IT governance into 37 processes with grouped into five domains that incorporates
many important international standards and frameworks (ISACA, 2012a). This research
focuses on the outcome of business-IT alignment which highlights in strategic area and
covers only two domains in COBITS5. Therefore, this research concentrates on eighteen
IT governance processes from two domains of COBIT5 which are EDM (Evaluate, Direct

and Monitor) and APO (Align, Planning and Organize).

The underlying assumption of perception concept from psychology field
stated that people will select or make a decision to adopt something depending on
their perception (Uhl-Bien, Schermerhorn Jr, & Osborn, 2013). Perceptual process can
be divided into four stages: exposure, attention, interpretation, and response
(Solomon, Russell-Bennett, & Previte, 2012). This research assumes that understanding
of IT governance perception may help to explain the selection of IT governance
processes. For this reason, this study considers to employ this concept as the
supplementary principle to construct the interview question to draw the insight

information about IT governance from research participants.



1.6 Contribution

The purpose of this research is to understand and identify what and how
contingency variables related to [T governance processes selection in achieving
business-IT alignment. Beyond that, the ultimate purpose of this study is to formulate
an [T governance processes selection guideline to enhance business-IT alisnment that
is driven by contingency theory. To accomplish these research objectives, this research
applied contingency theory as a focal theoretical and employed perception concept
to design an interview questions. Data collection and analysis was conducted by
following Delphi technique. This technique was used to solicit the idea from a group
of experts in [T governance domain. The findings from the three main phases of Delphi
technique will reveal the influence level of each contingency factor and perception of
IT covernance processes selection. To increase the reliability of the results and
guideline formulated, one more phase was added to ask another group of experts to
validate the findings. In so doing, the final outcome of this research could contribution

to both theoretical and practical sides.

For theoretical contribution, this study would expand understanding and
explanation of IT governance processes selection that derives from contingency theory.
Furthermore, the influence level of each contingency factor related to the selection
of IT governance processes is also demonstrated. Moreover, this research finding will
produce the growing body of work on the contingency factors supplementary with
perception concept to describe IT governance process selection. In addition, this study
provides systematic and constructive approach to formulate a clustering guideline.
With this knowledge and outcome, hopefully it will be a stepping stone for further

research in this area.

For practical contribution, the influence level of each contingency factor
will help practitioner or implementer to identify the priority of IT governance process
to be implemented in which each organization could apply to its individual situations.
Furthermore, the result from this study intends to provide systematic approach to
structure a guideline for IT governance processes selection. The clustering guideline

will help organization to determine the relevant contingency factors. Also, it could
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help organizations to select appropriate set of IT governance processes that align with
their IT and business objectives. In overall, this distinct guideline also aims to simplify

IT governance adoption by serving as a practical guideline.

In conclusion, the researcher hopes that these contributions can help
researchers and practitioners to clarify and build upon an understanding of IT
governance processes selection with regard to the influence level of each contingency
factor. More or less, the relevant implication of this study will suggest a way for

selecting an appropriate IT governance processes.
1.7  Summary

This chapter presented the background of this research. First it introduced
the essential of IT that IT has become an essential part of business operations to
enable business transformation. The problem statement and two research questions
were described. This chapter also addressed the objectives, scope of this study and
assumption. This thesis is organized into five chapters and at the end of each chapter
a summary section that bring the brief conclusion of each chapter is provided. The

four remaining chapters provide a synopsis of this research as follows.

Chapter 2 is an extensive literature review that provides the exploration of
the topics related to this research domain. The literature review starts with the
definition, concept and benefits of IT governance, and IT governance processes
domains. It is then followed by the reviewing of contingency theory and perception
concept that are the important foundations for framing this research study. Finally, it

indicates a conceptual model of this research.

Chapter 3 explains a summary of research methodology including
qualitative technique and Delphi technique. This chapter describes the main research
design which contains four phases and each phase explains the core procedure to
explore the data from a group of experts. The research context, data collection step

and a way to analyze data are also explained.

Chapter 4 provides all results from all four major phases that executed in

this research. In the first three phases, a group of nineteen participants were asked to
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express their insights and opinions on IT governance processes selection related to
seven contingency factors. In the last phase, the way to formulate the guideline is
presented, followed by reporting the results from a group of three validators whether

the findings and guideline can contribute in real practical world.

Chapter 5 bring all results and findings to draw academic and practical
contributions. The relation of the findings with each research question represents in
this chapter. The conclusions of this research’s contribution are translated into
recommendation for practitioners. Finally, the limitations of the research are presented

and some recommendations for further research are also expressed.

At the end of this PhD dissertation, a full list of bibliography is included and
the example of interview guide and questionnaires used during the research are

presented in appendices.



12

Chapter 2Literature Review

To understand background of this research, the thorough literature review
was conducted and explained in this chapter. This chapter is divided into five main
sections to explain theoretical foundation supporting the development of this
research. The first section describes the definition, concept of IT governance and its
processes, as well as the benefit of IT governance processes implementation. The
second section discusses key benefits of IT governance adoption, which is better
business-IT alignment. The third section briefly presents the development of
contingency theory and the role of contingency theory in MIS and IT governance
research. The forth section discusses about perception concept which is regarded as a
supplementary concept to design interview guide. The last section proposes the

conceptual model of this research.
2.1 IT Governance

In this section, the context of IT governance especially the definitions and
types of governance are highlighted. The structure and concept of IT governance and
IT governance processes are covered including discussion about the IT governance best

practice frameworks and the benefits.
2.1.1 IT Governance Definition

The concept of IT governance has been emerged in the late 1990s with the
main support by IT Governance Research Institute (De Haes & Van Grembergen, 2005).
Since that time the demand to implement and improve [T governance has been
concerned as a key issue by senior IT management across the world (De Haes & Van
Grembergen, 2009). An understanding of the IT governance concept is important as it
helps to gain a better view on the IT governance functions and the scope and boundary
of IT governance. As IT governance literature stated a wide range of the definitions of

IT governance, some IT governance definitions have been given in Table 2-1.



Table 2-1: Some Definitions of IT governance
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Researcher

IT Governance Definition

Brown and Magill
(1994)

IT governance describes the locus of responsibility for IT

function (C. V. Brown & Sharon, 1994).

Luftman (1996)

IT governance is the degree to which the authority for
making IT decisions is defined and shared among
management, and the processes managers in both IT and
business organizations apply in setting IT priorities and the

allocation of IT resources (J. N. Luftman, 1996).

Sambamurthy and

Zmud (1999)

IT covernance refers to the pattern of authority for key IT

activities (Sambamurthy & Zmud, 1999).

Weill and Vitale
(2001)

IT governance describes a firm’s overall process for sharing
decision right about IT and monitoring the performance of

IT investment (Weill & Vitale, 2001).

T Governance
Institute (ITGI)
(2003)

IT governance is the responsibility of the board of directors
and executive management. It is an integral part of
enterprise governance and consists of the leadership and
organizational structures and processes that ensure that the
organization's IT sustains and extends the organization's

strategies and objectives. (ITGI, 2003).

Weill and Ross
(2004)

IT covernance is specifying the decision rights and
accountability standard to encourage desirable behavior in

using IT (Peter Weill & Jean W Ross, 2004).

Van Grembergen

(2004)

IT covernance is the organizational capacity by the board,
executive management and IT management to control the

formulation and implementation of IT strategy and in this
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Researcher IT Governance Definition

way ensure the fusion of business and [T (W. Van

Grembergen, 2004).

Peterson (2004) IT governance is the enterprise management system
through which an organization’s portfolio of IT systems is

directed and controlled (Peterson, 2004a).

The different definitions above show that there are various facets of IT
governance. Some definitions focus more on the decision process. Meanwhile, some
definitions highlight the relevancy of IT mechanism and propose [T governance
framework. While there is no standard definition of IT governance and the available
definitions differ considerably depending upon the researcher’s intention and
approach to the research topic. For example, Wessels and Loggerenberg (2006)
reviewed many IT governance definitions and modified it to fit with his study that IT
governance as a framework of [T-related processes, disciplined to deliver maximum IT.
However, the common definition of IT governance is the achievement of business and

IT link to gain effectiveness and efficiency and the responsibly of the board of directors.

This study focuses on IT governance processes, therefore, the definition by
IT Governance Institute (ITGI, 2003), “IT governance is the responsibility of the board
of directors and executive management. It is an integral part of enterprise governance
and consists of the leadership and organizational structures and processes that
ensure that the organization's IT sustains and extends the organization's strategies

and objectives”, was adopted as a definition of IT governance in this study.
2.1.2 IT Governance Concept

The term of “Governance” has been used in many different contexts such
as cooperate governance and [T governance. Governance is a process by which
societies or organizations make their important decisions, determine whom involved
in the process and how they take an account (Graham, Amos, & Plumptre, 2009). Good

governance will align the goals of risk management and compliance with the
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enterprise's overall business goals by fostering economic efficiency, innovation and

adaptability (Shivashankarappa, Dharmalingam, Smalov, & Anbazhagan, 2012).

IT Governance is a subdomain of corporate governance (G. Ridley et al,,
2004; Peter Weill & Jean W Ross, 2004). Corporate governance is defined as “a setting
in which others can manage their tasks effectively” (Sohal & Fitzpatrick, 2002). The
accountability of corporate governance are delegated to stakeholders and the pubilic,
defined by legislators and regulators and shared by boards, in some measure, with
managers (Webb et al.,, 2006). It is explained as the system, by which companies are
directed and managed, that influences how the objectives of the company are set and
achieved, how risk is monitored and assessed, and how performance is optimized (Van
Grembergen & DeHaes, 2007). Corporate governance is the combination of various
specialized governance frameworks such as financial governance and IT governance
that aim to create business value and building organizational transparency. IT
Governance can be viewed as an integral part of corporate governance as shown in

Figure 2-1 (Peter Weill & Jeanne W Ross, 2004).
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Figure 2-1: Corporate Governance and Key Asset Governance
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IT governance focuses on the [T-related aspects that reflect a technical
discipline by focusing on organizational alignment, integration and relationships of IT
and business activities, performance, risk and compliance. Consequently, the key
benefit of IT governance is to ensure that IT objectives aligned with organization’s
objective with enhancing organizational accountability and improve IT’s return on
investment (Patel, 2002). Implementation of IT governance is specific on the decision
rights and monitoring the use of IT to contribute and enhance profitability that enable

organization to ensure their transparency and directly support corporate governance.

IT covernance achievement was established from an effective of IT
management (De Haes & Van Grembergen, 2004). The principle of IT management is a
discipline for managing information technology resources and more concern on daily
IT operations and work routines (Cragg & Mills, 2009). The meaning of IT governance
and IT management are related but not similar. Peterson (2004b) explained these two
terms as “the domain of IT management focuses on the efficient and effective supply
of IT services and products, and the management of IT operations, IT Governance faces
the dual demand of (1) contributing to present business operations and performance,
and (2) transforming and positioning IT for meeting future business challenges”. The
scope of IT governance seems much broader than IT management as it involves on
performing and transforming IT to meet present and future demands of the business
and its stakeholders. Although, IT governance and IT management was defined distinct
from one another but in fact there are belong together (Van Grembergen & De Haes,
2005). Indeed, IT management is an integral part of IT governance process because IT
governance involves with high level of decision making to define policy and procedure
while IT management focuses on the current operational aspects to serve [T

governance’s policy (Sohal & Fitzpatrick, 2002).

IT Governance Institute (ITGI) defined five areas of IT governance principle
including: strategic alignment, value delivery, risk management, resource management
and performance measurement (ITGI, 2003). Each area has specific viewpoint and

purpose as shown in Figure 2-2.
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Figure 2-2: Five area of IT governance principle

The first area, strategic alisnment, focuses on aligning between IT and
business. This area aims to maximize opportunities for the business use of IT while
providing transparency and assurance that IT objectives are being achieved. The
second area, value delivery, concentrates on optimizing expenses and proving the
value of IT. The third area, risk management, addresses the safeguard of IT such as
legal, regulatory, compliance needs and aims to manage key operational risks such as
disaster recovery and continuity of operations. The forth area, resource management,
realizes to optimal investment and proper management of critical IT resources to
appropriately align with business needs. The last area, performance measurement,
aims to utilize real-time data to continuously improve IT delivery and performance.
These focus areas present as a main principle of IT governance and led to accomplish
two key elements in IT governance that are IT’s delivery of value to the business and

mitigation of IT risks (Van Grembergen, De Haes, & Guldentops, 2004).

Besides, the principle of IT governance was explained in ISO/IEC 38500, an
international standard for corporate governance of information technology published
by the International Organization for Standardization (ISO) and the International
Electrotechnical Commission (IEC). This standard provides a high level principles based

advisory standard for effective governance of IT. The purpose of this standard is to
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promote effective, efficient, and acceptable use of IT in all organizations. It defines

three main tasks (Evaluate, Direct and Monitor) as shown in Figure 2-3 (ISO/IEC, 2008).

Business
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Figure 2-3: Model for Corporate Governance of IT

This model is used for providing broad guidance on the role of a governing

body that encourages organizations to use appropriate standards to underpin their

governance of [T. The first task is evaluating the current and future use of IT. The

second task, direct, is preparing and implementing plans and policies to ensure the

usage of IT meets business objectives. The last task, monitor, is the conformance of

policies and performance against the plans.

Another perspective about IT governance concept was studied by Peter

Weill and Jean W Ross (2004),

they assigned five majors decision-making domain for IT

governance—which are IT principles, [T infrastructure, IT architecture, business

application needs, and IT investment and prioritization as shown in Table 2-2.

Table 2-2: IT Governance Decision-making Domains

Decision-making Domain

Description

IT principles

High level statements about how IT is used in the

business.

IT infrastructure strategies

Strategies for the base foundation of budgeted-for IT

capacity (both technical and human), shared
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Decision-making Domain Description

throughout the firms as reliable services, and centrally
coordinated (for example, network, help desk, shared

data).

IT architecture An integrated set of technical choices to guide the
organization in satisfying business needs. The
architecture is a set of policies and rules that govern
the use of IT and plot the migration path to the way

business will be done (including data, technology and

application).
Business application Business application to be acquired and build.
needs
IT investment and Decision about how much and where to invest in IT
prioritization including project approval and justification technique.

The first domain, IT principles, is high-level statements about how IT is used
in the firm. The second domain, IT infrastructure, describes the approach to building
the IT foundation. The third domain, IT architecture, provides an integrated set of
technical choices to guide the organization in satisfying business needs. The forth
domain, Business application needs, indicates the needs and requirements to meet
business practices and operations. Last domain, IT investment and prioritization, covers
the whole decision-making process of IT investment. It is obvious that these five

domains describe the specific area about decision-making in IT governance.

In overall, IT governance is an integral part of enterprise governance and
consists of the leadership and organizational structures and processes necessary to
ensure that the organization's IT sustains and extends the organization's strategies and
objectives (ITGI, 2003). After IT governance concept was emerged in the late 1990s with
main support from the [T Governance Research Institute (ITGI), the demand to

implement and to improve IT governance has become a key issue for senior IT
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executives across the world (De Haes & Van Grembergen, 2008a). The adoption of IT

governance has several benefits that will be discussed in following section.
2.1.3 T Governance Benefits

There are many studied about the outcome of IT governance adoption that
revealed the benefit of IT governance adoption, for example, ensures efficiency,
reduces costs, and increases control of IT (Van Grembergen, De Haes, & Amelinckx,
2003). Organizations adopt [T governance in order to improve organizational
accountability, which results in higher returns on IT investments (Patel, 2002). A study
by Weill and Woodham (2002) also found that organizations increased their returns on
IT investment as much as 40%, with the help of well-organized IT governance, and
companies with better IT governance earned at least 20% higher returns. Accordingly,
other studies found that IT governance is critical to achieving corporate success by
providing information through the application of technology (Korac-Kakabadse &
Kakabadse, 2001) and that it can help an organization ensure business-IT alignhment
through an appropriate level of IT control (Van Grembergen et al., 2004) Organizations
implement IT governance in order to ensure the strategic alignment between IT and

business (Ko & Fink, 2010).

Business-IT alignment is an important issue in the IT management literature.
Previous scholars found that the benefits of accomplishing business-IT alignment
include, for instance, escalating business performance (Bergeron et al., 2004; Y. E. Chan
et al,, 2006; Cragg et al., 2002) and providing competitive advantage for the organization
(Bharadwayj, 2000). The literature also suggested that IT governance adoption is a key
factor in achieving business-IT alignment and in expanding business value creation (De

Haes & Van Grembergen, 2015).

Besides, the benefit of IT governance has been explored by taken several
research approaches used both qualitative and quantitative methods (Mauricio
Marrone, Hoffmann, & Kolbe, 2010; Potgieter, Botha, & Lew, 2005). The positive benefit
ranged from increased flexibility and adaptability of IT services, clarity of expectations

of IT staff, cost justification of IT infrastructure and IT services, and improved quality of
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business operations (Gacenga, Cater-Steel, & Toleman, 2010). IT governance directly
influences the benefits generated by organization [T investment (Weill, 2004).
Moreover, good IT governance is not a “nice to have” but it is a “must have” as it can
contribute to higher return on assets when businesses increase their IT investment
(Webb et al.,, 2006). As a result, IT governance should be considered to adopt and
implement in the organizations in order to ensure right decisions making on IT
investment, to monitor organizational capacity, and to formulate the IT strategy for

aligning of IT and business.
2.1.4 |T Governance Process

The term of IT governance processes was defined as “formal processes for
ensuring that daily behaviors are consistent with IT Policies and provides input back to
decisions including the IT investment proposal and evaluation processes, architecture
exception processes, service-level agreements, chargeback, and metrics.” (Peter Weill
& Jean W Ross, 2004). In a study about IT governance implementation by Van
Grembergen et al. (2004), they explained a holistic approach of IT governance
deployment using a mixture of three essential elements which were structure, process,
and relational mechanism (Peterson, 2004b). They claimed that there was no standard
for designing IT governance for organization and it is contingent upon the integration
strategy of these three elements. Their study also provided an overview of mechanisms

that can support IT Governance as show in
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Table 2-3: Structures, Processes and Relational Mechanisms for IT Governance

Integration strategy

Structures

IT Executives &

Processes

Strategic IT decision

Relational
mechanisms

Stakeholder

Strategic dialogue

accounts -making participation

R Committees & Strategic IT Business-IT Shared learning
councils moenitoring partnerships
- roles and -Balanced (IT) -Active participation | -Shared
responsibilities scorecards by principle understanding of
- IT strategy -Strategic stakeholders business/IT
committee Information Systems | -Collaboration objectives
- IT steering Planning between principle -Active conflict
committee - COBIT and ITIL stakeholders resolution (‘non-
- IT organisation - Service Level -Partnership rewards | avoidance’)
structure Agreements and incentives -Cross-functional

Mechanisms - CIO on Board -Information -Business/IT co- business/IT training

- project steering economics location -Cross-functional
committees - Strategic business/IT job
- e-business advisory | Alignment Model rotation
board - Business/IT

- e-business task
force

alignment models
- IT Governance
maturity models
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Based on their study, structure was defined as “structural (formal) devices

and mechanisms for connecting and enabling horizontal, or liaison, contacts between
business and IT management (decision-making) functions” that include the existence
of the clear roles and responsibilities and involve with the governance process that
provides enabling mechanisms to facilitate contact between IT and the board of
directors. The second elements, processes, are defined as “formalization and
institutionalization of strategic IT decision making or IT monitoring procedures” that
refer to strategic decision making and the use of various performance monitoring tools
such as COBIT, ITIL (Information Technology Infrastructure Library), (IT) Balanced
Scorecard. The last element, relational mechanisms, refers to “the active participation
of, and collaborative relationship among, corporate executives, IT management, and
business management” that includes relationship and or collaboration among business
and IT group. IT governance can be deployed by using a mixture of these elements in
order to ensure that business and IT objectives are aligned and a relationship between

three IT governance elements is provided in Figure 2-4 (Van Grembergen et al., 2004).
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Structures Processes
Roles and responsibalitees, 1T Strategic Information Syvstems Planning,
organization structure, CIO on Board, 1T (1T} BSC, Information Economics, SLA,
steategy commines, IT steering COBIT and ITIL, IT alignment
committee(s) governance maturnty models

\/

IT governance framework

1

Relational mechanisms

Active participation and collaboration between
principle stakeholders, Partnership rewards and
incentives, Business/TT co-location, Cross-
functional business 1T training and rotation

Figure 2-4: Relationship of IT Governance Elements

According to a study by De Haes and Van Grembergen (2008b), they
explored effectiveness and ease of implementation for all these elements (structures,
processes and relational mechanisms) and the finding showed that structures and
processes were in general perceived as being equally effective but IT governance
processes are perceived as being harder to implement when compared with IT
governance structures. However, the adoption and implementation of IT governance
processes can help organization to ensure their strategic alignment between IT and
business (Ko & Fink, 2010). Furthermore, a set of IT governance processes can enable
the provision of information needed by organization in order to achieve its goals (Webb
et al,, 2006). It is necessary to carefully select appropriate IT processes because they

affect management of organizational and IT resources.

According to prior studies by Van Grembergen et al. (2004), they defined IT
governance processes as a necessary element involves with strategic decision making
and the use of various performance monitoring frameworks and tools such as Strategic
Information Systems Planning, COBIT, ITIL, Balanced Scorecard, Information Economics
and others. The other study by Romero (2011) also listed ten IT governance processes,

namely Integrated business and IT planning; Architecture management; IT investment
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assessment; IT financial and resource allocation; Project execution and decision-
making; Emerging technology evaluation and adoption; Client relationship
management; building and maintaining applications/infrastructure; provisioning of IT
Services; and Strategic Sourcing Services, that are an enable of IT governance decision.
These ten processes are technical in nature and are considered in IT governance

frameworks such as COBIT and ITIL.

With regard to IT governance, there are a variety of international standards,
frameworks, reference models, and proprietary methods, which are often referred to
as “best practices framework.” During the last two decades, a number of best practice
frameworks have been developed to encourage effective IT governance and to help
organizations improve their accountability and manage their IT operations (Larsen,
Pedersen, & Viborg Andersen, 2006). Currently, there are many best practice
frameworks that provide processes and controls to encourage effective IT governance,
for example, ITIL, TOGAF, ISO/IEC38500, and COBIT. Many companies have used one

or more of these frameworks to improve their management and governance of IT.

The key benefits that organizations expect from these IT governance best
practice frameworks implementation are the alignment of IT services with current and
probable future business needs, improved quality of IT services, and reduced long
term costs of service provision (Peak, Guynes, & Kroon, 2005). There are many best
practice frameworks related to IT governance as shown in Figure 2-5 (Cater-Steel &

Tan, 2005).
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Figure 2-5: Frameworks related to IT Governance (Adapt from Radcliffe, 2004)

Numerous IT governance best practice frameworks have been developed
to provide guidelines and best practices to IT industry. The growing adoption of T
governance best practice frameworks is increasing due to the requirements to better
manage the quality and reliability of the IT utilizations in organizations as well as to
response to a growing number of regulatory and contractual requirements. The existing
IT governance best practice frameworks vary depending on the focus areas. The high
level classification of IT governance frameworks shows in Figure 2-6 (Looso, Goeken, &
Johannsen, 2010). It shows that some best practice frameworks are broader than other
while some only cover specific aspects of IT, such as security, management of risk, or
procurement and there are overlapping among best practice frameworks. It is also true
that there is no one IT government best practice framework that can cover all areas

and fits for all organization’s requirements.



27

external
focus

internal

focus

efficiency effectiveness strategic
contribution

Figure 2-6: High Level Classification of IT Governance Frameworks

Many companies have implemented [T governance best practice
frameworks to improve their management and governance of IT. Adoption of IT best
practice frameworks can be an alternative for organizations to find the right balance
between the appropriate [T governance processes that are proposed by the
frameworks and their business processes. There are some widely adopted [T
governance best practice frameworks and standards which have received significant
attention from several organizations worldwide. The widely used best practice IT
governance frameworks in is COBIT (G. Ridley et al.,, 2004). The other broadly
acceptable best practice with particularly focuses in IT service is ITIL (Nastase, Nastase,

& lonescu, 2009; Nick, 2005; Young, 2004).

ITIL is defined as the best practice for an organization’s IT processes and it
was established in 1989 by the United Kingdom’s former Central Computer and
Telecommunications Agency (CCTA) to improve its IT organization. Currently, ITIL is
managed by the UK’s Office of Government Commerce (OGC) and is supported by the
IT Service Management Forum (itSMF). It provides a set of good practices in IT service

management, process definitions and descriptions for the entire IT function and service
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delivery that intend to enable organizations to deliver appropriate services and

continually ensure that their delivering benefits meet with their business goals.

The current version is ITILv3 and its subsequent refinement from ITIL2011.
It aims to improve better use of IT resources and services by based on a lifecycle
model which covers five core stages of IT services which are service strategy, service
design, service transition, service operation and continual service improvement as

presented in Figure 2-7 (Cartlidge et al., 2007).

Continual Service
Improvement

Setvice
Design

Anwc o

Transifion

Figure 2-7: ITIL Service Life Cycle

According to ITIL publication, each stage of ITIL is published as a separate
ITIL book, provides guidance to organizations on how to define, evaluate and improve
IT service quality. The five core stages of ITIL service life cycle beginning with
identification and developing driver of IT requirement (Service Strategy), through to the
design (Service design) and transfer a new and changed services (Service Transition)
into operation  (Service Operation) and, finally, on to the monitoring and
improvement phase of the service (Continual Service Improvement) (Taylor, Igbal, &
Nieves, 2007). The guidance in ITIL provides the principles underpinning the practice

of service management that are useful for developing service management policies,
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guidelines and processes across the ITIL service life cycle and can be adapted for use
in various business environments and organizational strategies. ITIL provides 26 key IT

processes defined by each lifecycle stage as depicted in Figure 2-8.

Continual Service Improvement (CSI)
7-5tep Improvement Process

Service Measurement

Service Reporting

Service Strategy (55)
Strategy Generation

Financial Management
Service Portfolio Management

Demand Management

Service Design (SD)

Service Catalogue Management
Service Level Management
Capacity Management
Availability Management

IT Service Continuity Management
Information Security Management
Supplier Management

Service Transition (5T)
Transition Planning and Support
Change Management

Service Asset & Configuration Mgmt
Release and Deployment Mgmt
Service Vzlidation and Testing
Evaluation

Knowledge Management

Figure 2-8: ITIL v3 Service Management Processes

As a guideline for IT service management and service delivery processes,
ITIL provides many processes but it is not necessary to implement all processes, not
even have to implement in repetitive order. Many large international organizations
have implemented ITIL and have reported great success. For example, there is an
empirical evidence found that companies that were highly mature in the ITIL
implementation were also highly aligned business and IT of organizations (M Marrone

& Kolbe, 2010).

The other widely acceptable best practice framework for [T governance is
COBITHG. Ridley et al., 2004). In 1996, COBIT was originally designed by the Information
System Audit and Control Association (ISACA) to support IT governance in managing
and understanding the risks and benefits associated with information and related
technology. At present, COBIT is in its 5th edition, which was released in 2012. COBIT5

is based on five key principles as shown Figure 2-9 (ISACA, 2012a).
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Figure 2-9: COBITS Principles

Five key principles of COBIT 5 framework are meeting stakeholder needs,
covering the enterprise end-to-to, applying single integrated framework, enabling a
holistic approach and separating governance from management. The primary focus of
COBIT is on aligning IT and business in order to maximize benefits from the use of IT.
COBIT is focused on the management and monitoring IT processes which is including
of five domains that break to 37 processes. COBIT5 process reference model is

presented in Figure 2-10 (ISACA, 2012b).
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Figure 2-10: COBIT5 Process Reference Model
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COBIT5 divides IT governance into five domains (Evaluate, Direct and
Monitor (EDM); Align, Plan and Organize (APO); Build, Acquire and Implement (BAI);
Deliver, Service and Support (DSS); Monitor, Evaluate and Assess (MEA)) which are fell
into 37 IT processes. These processes guide how to optimal use IT resources
responsibly and how to ensure that IT risks are managed and mitigated to achieve

enterprise goals.

The first domain, EDM, contains with five processes, emphasizes to help an
enterprise to ensure that its objectives are achieved by evaluating stakeholder needs
and conditions, setting direction through prioritization and decision making, and
monitoring performance and compliance with direction and objectives. The second
domain, APO, contains with thirteen processes, focuses how to plan and generate the
most benefits from the use of IT in a company to achieve the enterprise’s goals and
objectives. The third domain, BAI, contains with ten processes, covers how to identify
IT requirements, acquire the technology, and implement it to support business
processes. The forth domain, DSS contains with six processes, covers on the delivery
phase of IT to make sure that IT systems are at their most effective and efficient
performance. The last domain, MEA, contains with three processes, highlights the area
of IT control and IT compliance with regulatory requirements including monitor and
assess the effectiveness of IT system to meet business objectives and the company’s

control processes by internal and external auditors.

In addition, five domains of COBIT5 align with other relevant international
standards and frameworks at a high level, and thus can serve as the overarching
framework for governance and management of enterprise IT (ISACA, 2012a). Figure 2-11
depicts the relative coverage between COBIT5 and the other standards and

frameworks.
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Figure 2-11: COBIT5 coverage of other standards and frameworks

COBIT 5 covers all processes and functions that are required to govern and
manage enterprise. It is an IT governance framework with a globally accepted set of
tools that executives and IT professionals can use to ensure that IT operations are
aligned with business goals and objectives (Colbert & Bowen, 1996). For this reason,
COBIT is accepted as a highly successful tool for the auditors since many large audit
firms adopted audit checklists and internal control objectives of COBIT to correspond
with the international standard (Payne, 2003). It seems to be becoming an influential
framework for the control and governance as it has been utilized and implemented in
many diversity of the organization countries across the world (Guldentops, Van

Grembergen, & De Haes, 2002; John, 2001).

In reviewing the literature, there are studies of the relationship between
COBIT and business-IT alignment. De Haes and Grembergen (2009) explored the impact
on business-IT alignment through the maturity level of COBIT’s IT governance
processes and found a positive relationship between IT governance maturity levels
and business-IT alignment. Another study showed that the implementation of COBIT

would increase the business-IT alisnment and realized perception of the benefits
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(Mauricio Marrone et al., 2010). These findings imply that adoption of IT governance
processes from best practice frameworks like COBIT might have a greater impact on
business-IT alignment. In 2008 a global survey on IT governance conducted by IT
Governance Institute, the findings result revealed that more than 50% of various CEOs
and ClOs in 23 countries are aware of the benefits offered by IT governance frameworks
such as COBIT, but only 30% of them had any intention of implementing such a
framework (ITGI, 2008). Although COBIT provides a best framework that cover many
important internal standards and direction to IT governance, it hardly defines the
implementation details because it has a massive information covering more than 300
control objectives and 37 IT governance processes that is time consuming and resource

intensive to implement.

The importance and many benefits of IT governance process adoption had
been suggested in past literature. For instance, IT governance can produce business
profitability growth (Peter Weill & Jeanne W Ross, 2004) and increase operational
efficiency and improve business performance (Gacenga et al,, 2010). IT governance
process implementation can leverage the alignment of an organization’s IT operations
with its business strategies (Wessels & Loggerenberg, 2006). To cover all points of IT
governance, organizations should adopt all the IT governance processes from best
practice framework. However, IT governance process implementation is uneasy as it

appears to be; it requires a lot of effort and resources to implement.

In 2012, the author conducted a survey to obtain data on the adoption of
the IT governance framework from companies listed on the Stock Exchange of Thailand
(SET) and found that only 20% of respondents (46 of 229 companies) had adopted the
IT governance framework (Samithisomboon & Chantatub, 2013). The reason why many
companies had not applied an IT governance framework because of unfamiliar and
not understand of IT governance framework. The similar results were found from a
study by Winniford, Conger, and Erickson-Harris (2009) which indicated the main
obstacle to the adoption of IT governance was insufficient information about the IT
governance framework. Afterward in 2013, the author conducted another an online

survey with organizations in Thailand to investigate the maturity of implementation of
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IT governance processes from COBIT5. The results showed that only 37% of the
respondents had fully adopted the IT governance process and that 86% of them
encountered problems in selecting appropriate processes (Samithisomboon &
Chantatub, 2014). Despite IT governance process implement is important and can
return many beneficial, it has not been extensively adopted by businesses in Thailand.
Moreover, a large number of organizations still encounter obstacles and struggle to
select appropriate IT governance processes. It appears that organizations need a
guideline to help them to find the answer to what are the IT governance processes
they should select that can help them to gain maximum benefit and beyond to
achieve better alignment between IT and business. The consecutive section will
discuss more details about a key of IT governance adoption which is business-IT

alisnment.

To conclude with, previous researches indicate a distinct concept of IT
governance that can help organization to make a right decision of IT. It also helps to
achieve effective and efficient management of IT. Moreover, literature review expresses
many benefit outcomes and advantages that can return from IT governance
implementation. In order to gain these benefits, there are many best practices,
frameworks and international standards which were developed to support organization
to implement IT governance by providing many IT governance processes. However,
adoption of all IT governance processes at once is ideal because it requires a lot of
effort and resources to implement. Therefore, it is important for organization to
carefully select appropriate [T processes to fit with their environment and
requirements. In past researches mostly study [T governance during and post
implementation stage. It is limited of study that focuses on the initial stage before
implementation stage. To gain a better understanding on how to select the best fit IT
governance process, this study aims to study at the preliminary stage of IT governance

process selection.
2.2 Business-IT Alignment

A key benefit of IT governance adoption is in achieving business-IT

aligcnment and in expanding business value creation (De Haes & Van Grembergen, 2015).
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This section reviews the prominent business-IT alignment researches focused on

definition, model, assessment and benefit of business-IT alignment.
2.2.1 Business-IT Alignment Definition

Alignment of IT with business objectives is an important issue in [T
management literature. The subject has been addressed by many conceptualizations
and empirical methods (Niederman, Brancheau, & Wetherbe, 1991). Henderson and
Venkatraman (1993) defined business-IT alignment as the degree of fitness and
integration between business strategy, IT strategy, business infrastructure, and IT
infrastructure. Silvius (2007) depicted it as “the amount to which the IT applications,
infrastructure and organization, the business strategy and processes enables and
shapes, as well as the process to realize this.” Whereas Reich and Benbasat (1996)
stated that Business-IT alisnment is “the degree to which the mission, objectives, and
plans contained in the business strategy are shared and supported by the IT strategy”.
Moreover, (James D McKeen & Smith, 2003) extended this definition to identify that
strategic alignment of IT exists when an organization’s goals and activities and the
information systems that support them remain in harmony. While these definitions
have been defined differently in some aspects, among of them point to the same main
common concept that is how to manage IT to fully support business strategies and
processes for harmonizing business and IT domain with their objectives, strategies and

decision makins.

The term business-IT alignment is commonly used to refer to the IT
performance impacts of business including enable organizations to derive value from
IT investment as a basic principle that IT should be managed in a way that reflects
management of the business (Kuruzovich, Bassellier, & Sambamurthy, 2012).
Additionally, Luftman et al. (1999) depicted that the good alignment means that the
organization is applying appropriate T in given situations in a timely way, and that
these actions stay congruent with the business strategy, goals, and needs. As this
research aims to explore T governance processes selection factors that support
business-IT alisnment, this study will adhere with the definition by Henderson and

Venkatraman (1993) that business-IT alignment as the degree of fitness and integration
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among business strategy, IT strategy, business infrastructure, and IT. This definition

focuses on relationship in harmony way between IT and business.
2.2.2  Business-IT Alignment Model

The underlying idea of IT governance consists of five principles including
strategic alignment, value delivery, risk management, resource management, and
performance measurement. Strategic alignment is a concept of business-IT alignment.
According to previous findings, there have been an evidence that governance
processes play an important role in driving overall IT alignment (C. V. Brown & Bostrom,
1994; De Haes & Van Grembergen, 2009; Reich & Benbasat, 2000). As the alignment of
IT with the business objective is considered an important element of IT governance,
there are many conceptual models of business-IT alignment proposed in the academic

literature.

The first model introduced by MIT (Massachusetts Institute of Technology)
is “MIT Alignment Model”. It expresses that revolutionary change involving IT
investment can bring about substantial rewards as long as the key elements of strategy,
technology, structure, management processes and individuals and roles are kept in
aliscnment (Morton, 1991). Then, Henderson and Venkatraman (1992) were influenced
by the MIT research in their creation of the Strategic Alignment Model (SAM). In 1993
they proposed the “Strategic Alignment Model (SAM)” that emphasizes the
interrelationship between an enterprise’s business, IT strategy and IT infrastructure as

presented in Figure 2-12.
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Figure 2-12 : Strategic Alignment Model (SAM)

The Strategic Alignment Model (SAM) is based on four fundamental
domains which are business strategy, organizational infrastructure and processes, IT
strategy, and IT infrastructure and processes. Each domain composes of three
components linked together. Moreover, the model suggests two viewpoints, functional
integration and strategic fit. The vertical linkage (strategic fit) refers to the use of
strategy to determine the infrastructure of the business while the horizontal linkage

(functional integration) is related to the alignment of business and IT.

Although the SAM model clearly recognizes the need for continual
aliscnment but it does not touch on how to select IT governance processes that should
be implemented. Several scholars have built on and extended the SAM model. For
example, Avison, Jones, Powell, and Wilson (2004) extended the SAM model by
producing a framework that incorporates additional functional and strategic layers,
Yolande E Chan and Reich (2007) added to the SAM model by providing managers and

researchers with additional practical ways to attain alignment. The Strategic Alignment
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Model (SAM) of Henderson and Venkatraman (1999) is a widely used business-IT
alisnment theory; it is the most widely cited among all alignment models because it
addresses the required balance between business strategies, IT strategies, business

processes, and IT processes (Van Grembergen et al., 2004).

As business-IT alignment concept has been accepted and developed to
help organization to measure business and IT alignment, there are some significant
assessing models appear in literature. In 1989, Venkatraman developed instrument to
assess the linkage between business and IT namely STROBE (Strategic Orientation of
Business Enterprises) (Henderson & Venkatraman, 1992). Afterward, Yolande E. Chan et
al. (1997) created another instrument for assessing the alignment of business strategy
and IT strategy by extending from the STROBE which is STROIS (Strategic Orientation of
IS). Figure 2-13 presents the detailed dimensions of STROIS and STROBE (De Haes,

2007).

STROBE STROIS
Company Aggressiveness IS Support for Aggressiveness
Company analysis IS Support for analysis
Company internal defensiveness IS Support for internal defensiveness
Company external defensiveness IS Support for external defensiveness
Company futurity IS Support for futurity
Company proactiveness IS Support for proactiveness
Company risk aversion IS Support for risk aversion
Company innovativeness IS Support for innovativeness

Figure 2-13: Dimensions of STROIS and STROBE

Burn and Szeto (2000) provided empirical support for modeling IT strategic
alignment using a combination of STROBE and STROIS and the empirical results
indicate that business strategic orientation and IS strategic alignment have positive
impacts on business performance. Moreover, Luftman (2000) developed the strategic
alisnment maturity model in order to help companies to improve their strategic
aliscnment capability and align their IT capabilities with the business to ensure that IT

delivers business value. There are six criteria, which are communications,
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competency/value measurements, governance, partnership, technology scope and
skills, for assessing business-IT alignment with both business and [T executives’
evaluation. Each criteria provides evaluating alignment practices and maturity model
of the practices ranged from level 1 to 5 as a benchmarking tool. The strategic

aliscnment maturity model is presented in Figure 2-14.

|/COMHU NICATIONS \ /CDM PETENCY/VALUE

GOVERNANCE

MEASUREMENTS
Understanding of IT Metrics *  Business Strategic
Business by IT Business Metrics Flanning
Understanding of IT Balanced Metrics »  IT Strategic Planning
by Business Service Level *  Reporting/Organization
Inter/Intra- Agreements *  Structure
Organizational Benchmarking = Budgetary Control
Learning Formal = IT Investment
Protocol Rigidity Assessments/Reviews Management
Knowledge Sharing Continuous Improvement = Steering Committes(s)
Liaison(s) Prioritization Process
effectiveness

= = = = = = ]
SIX IT BUSINESS ALIGNMENT MATURITY CRITERIA

PARTNERSHIP SCOPE & —\/;K"-LS

ARCHITECTURE *  Innovation, .
Business Perception of IT Traditional, Entrepreneurship
Value Enabler/Driver, External Lacus of Power
Rale of IT in Strategic Standards Articulation Management _St\de
Business Planning Architectural Integration: Change Readiness
Shared Goals, Risk, - Functional Organization Career crossover
Rewards/Penalties - Enterprise Edl.!d:?tlan,. Cross-
IT Program Management -Inter-enterprise Training
Relationship/Trust Style Architectural Socia!, Political,
Business Transparency Trusting
SponsorfChampion Flexibility Environment

Managing Emerging

Technology

Figure 2-14: Criteria for Assessing Business/IT Strategic Alignment Maturity

This maturity model was tested against 500 global companies from the
Fortune 1000 companies and the finding revealed that there was a significant
relationship between strategic alisnment maturity level and business performance (J.
Luftman, 2003). Afterward, this approach has been well accepted to measure the
alicnment of business and IT (Belfo & Sousa, 2012; Kuruzovich et al.,, 2012). This
approach had been applied to implement business and [T strategic alignment and it

appeared that organizations that leverage power of IT to influence business strategy
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appear to be better alignment than the organizations that use IT as a support activity

(Avison et al., 2004; Yolande E Chan, 2002).
2.2.3  Business-IT Alignment Benefit

Business-IT alignment issue was addressed in several researches as
mentioned above that numerous instruments and tools were proposed to assess the
link between business and IT. The Society for Information Management (SIM) in a joint
effort with other research leaders conducted an annual survey of the key issues facing
IT executives globally and found that the business-IT alignment issue had been in the
top three management concerns since 2003 (J. Luftman & Derksen, 2012). This fact
demonstrates that IT executives place emphasis on the need to align IT strategies with

business in order to advance the organization.

Since Luftman (2000) proposed the strategic alignment maturity (SAM)
model, many studies on relationship between strategic alignment and business
performance were carried on and the results confirmed that the higher strategic
aliscnment levels, the greater business performance. Consequently, the outcomes from
harmonizing of business and IT have been studied in various perspectives, for example,
some study emphasized on the linking between business plan and the IT plan (G. S.
Kearns & Lederer, 2000), and some studies focus on the ensuring congruence between
the business strategy and the IT strategy (Henderson & Sifonis, 1988). The another
perspective is to concentrate on business performance and IT performance (Grover S

Kearns & Lederer, 2003).

Previous research found that the benefits of accomplishing business-IT
alignment include, for instance, escalating business performance (Bergeron et al., 2004,
Cragg et al., 2002) and providing competitive advantage for the organization (G. S.
Kearns & Lederer, 2000). Besides, business-IT alignment benefit does not only ensure
successful in business performance but also improve business outcomes such as
increasing sales growth (Nash, 2006). The result of business-IT alignment is significantly
correlated with perceived business performance (Byrd & Davidson, 2006; Sabherwal &

Chan, 2001) and leads to increased profits for an organization (Yolande E. Chan et al,,
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1997). In addition, effective alignment of the IT plan with the business plan can provide
competitive advantage for organization (G. S. Kearns & Lederer, 2000). Furthermore,
another benefit of business-IT alignment is maximizing the return on IT investment
(Bharadwaj, 2000). It can indicate that business and IT performance are strongly
coupled, and organizations cannot be competitive and sustainable if their business

and IT strategies are not aligned.

As nowadays business environment is changing dynamically, IT has to
conform with change so quickly to support business transformation (J. Luftman & Brier,
1999). Additionally, the appropriate alisnment between the use of IT and the business
goals that are is viewed as enhancing efficient and effective IT governance of
organization (Gail Ridley, Young, & Carroll, 2008). The literature also suggests that
effective way to achieve and sustain business-IT alignment is setting up IT governance
for harmonious relationship between these two sides and a more streamlined business
plan (De Haes & Van Grembergen, 2015). However, previous researches still lack of
study that focuses on how to select the appropriate IT governance processes to

achieve the business-IT alisnment.
2.3 The Contingency Theory

To motivate the selection of IT governance processes from contingency
perspective, this section begins by summarizing evolution of contingency theory. Then,
it explains the concept of contingency theory in MIS and presents a brief review of

contingency variable research in IT governance domain.
2.3.1 Evolution of Contingency Theory

In 1950s, contingency theory was first introduced as a management theory
to analyze the optimal structure of an organization (Weill & Margrethe, 1989). It was
initial developed base on the idea that there is no single best way of organizing a
corporation, leading a company or making a decision because it depends on
environment (Fiedler, 1964). That means an organizational or leadership style is
effective in some situations may not be successful in others because each organization

has different setting. Szilagyi and Wallace (1980) summarized a simple model of
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contingency approach that is formed to understand the interrelationship among
organizational subsystems as well as between the organizational performance as an

entity and its environment as depicted in Figure 2-15.

Organizational

Subunit
T
Environment ) OgganlzatIonal
erformance
g.
Organizational
Subunit

Figure 2-15: A Simplified Model of Contingency Theory in Organizational Research
(Szilagyi & Wallace, 1980)

This model explicates the effect of environmental variables on subunit of
organizational structure can effect to organizational performance. The main
assumption of contingency theory assumes that “the better fit among variables can
generate the better performance of organization” (Weill & Margrethe, 1989). This
proposition was argued that only environment variable is inadequate to explain the fit
and organizational performance there by this vital assumption was modified in many
diversity forms, for instance, organization behavior, design performance, planning and
management strategy scholar. Ayman et al. (1995) studied many different styles of
leaders who worked in different context and proposed contingency theory of
leadership to match leaders to appropriate organizational situation. Vroom and Jago
(1988) investigated the effectiveness of decision procedure depended upon a number
of aspects of the situation and proposed contingency theory of decision making.
Donaldson (2001) suspected that most effective organizational structural design is
where the structure fits the contingencies so he proposed contingency theory of
organization structure (Donaldson, 2001). Whereas contingency theory dominated vary

subjects, the main concept still focused on the mutually proposition that the concept



a3

of fit between contingency variables in order to create an organization outcome. The
important characteristics underlying contingency theory are fit, and performance,

rationality, situation determinism and use of deterministic model (Korlaar, 2007).

The contingency theory assumes that the optimal structure of organization
depends upon different internal and external constrain called contingency variables
such as size, strategy, technology, and task uncertainly (Clegg, Hardy, & Nord, 1996).
The development of contingency theory in organizational research is an interesting
that it sheds light on the widely applied of contingency perspective in both
organization and IS research (Thompson & King, 1997). The following section will briefly

discuss on contingency in MIS field.
2.3.2 Contingency theory in MIS Research

In the field of management information system (MIS), Weill and Margrethe
(1989) developed the contingency theory based on organizational research by
underlying assumption of fit between MIS and organization performance. They
identified a number of contingency variables that influence te the performance of MIS
and oreganizational. MIS was defined as an integrated functions of the information
systems in the organization such as support operation, management, analysis and
decision making (Davis & Olson, 1985). As mentioned in the prior section, the main
assumption of “the better fit among contingency variables, the better organizational
performance” is rooted in contingency theory from organizational research as it

assumes that the better fit among contingency variables, the higher firm performance.

According to Weill and Olson (1989) the contingency theory is applied to
understand the interrelationship of fit between MIS characteristics and MIS
performance as well as fit between and MIS performance and organization
performance (Weill & Margrethe, 1989). They reviewed 177 articles and meta-analysis
contingency research in MIS area then proposed the contingency theory of MIS as

presented in Figure 2-16
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Figure 2-16: Representation of Contingency Theory in MIS Research
(Weill & Margrethe, 1989)

This model shows the relationship between a set of contingency variables
to MIS variables, MIS performance and organizational performance. Weill and Olson
(1989) identified seven useful contingency variables in MIS research including strategy,
structure, size, environment, technology, tasks, and individual/culture based on
assumption that these variables influence on MIS variable (management, implement,
structure and development) effect to MIS performance (satisfaction, success,
effectiveness, innovativeness) and result to organizational performance (financial,
volume). In the field of MIS, there are typical operationalized measurements for MIS
performance such as user satisfaction, system success, system effectiveness, system
quality or innovativeness. Organizational performance can be measured by financial
measures, for instance, total general expense per total premium expense, return on
net worth or measure of volume such as sale, sale growth. Table 2-4 illustrated the

meaning of seven contingency variables in MIS area.

Table 2-4: Description of Contingency Variables in MIS (Weill & Margrethe, 1989)

Contingency Variable Description

Strategy Organizational strategy which defines a direction and

strategic planning process for organization.
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Contingency Variable Description

Structure Organizational structure for example centralization,
decentralization.

Size Firm size that measured by total number of
employees.

Environment External volatility of the business for example,

regulation, industry sector of economy such as banking,

technology.
Technology Type of MIS or its sophistication.
Task Organizational activities which is supported by

information system.

Culture Individual characteristics of organization.

This contingency theory model is broadly used in field of MIS, for example,
determining the success factors of MIS (James D. McKeen, Guimaraes, & Wetherbe,
1994), examining the interrelationships between [T, organizational factors and
organizational performance (Henderson & Venkatraman, 1993). Next section will

discuss how to apply contingency theory with IT governance area.
2.3.3 Contingency Variables in IT governance

The concept of ‘fit’ refers to a situation where factors or variables are
positioned in such a way that the ideal situation or outcome arises thereby the
proposition of contingency theory in MIS assumed “fit” as “the best fit between
contingency variables and the design and use of MIS, the better MIS performance and
operational performance” (Weill & Margrethe, 1989). As a consequence, past literatures
in IT and MIS fields were dominant with contingency theory in MIS in determining the

MIS performance and organization performance.

From a literature review, contingency variables in MIS were also adopted in

the IT governance research to identify the alisnment of IT with the overall
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organizational context. There were some studies that apply contingency variables in
MIS to examine the connection with IT governance. For instance, Earl (1989) employed
one contingency variable namely strategy and applied it which IT governance process
implementation to suspect the influence with organizational performance and he
found that the alignment with business needs and IT governance strategy can bring
strategic benefits to organization (Earl, 1989). Besides, Tavakolian (1989) also
investigated strategy variable and found that it had an influence on the technology
deployment (Tavakolian, 1989). In addition, Weill (2004) examined structure of IT
governance which was classified into six archetypes including business monarchy, IT
monarchy, feudal, federal, IT duopoly, and anarchy and he found that each type has
important impact on IT governance implementation (Peter Weill & Jean W Ross, 2004).
Another contingency variable which is size of a corporation such as number of
employees or revenue is also associated with the degree of IT governance structure

(Ein-Dor & Segev, 1982; Sambamurthy & Zmud, 1999).

There are contingency variables that indicate the existence of a link with IT
governance context. Sambamurthy and Zmud (1999) applied strategy variable such as
centralized, decentralized, and the federal, and another variable which is environment
such as corporate governance, economies of scope, and absorptive capacity, to explain
and conceptual IT activities pattern and define it as structural arrangement of IT
governance (Sambamurthy & Zmud, 1999). Apart from this, cultural or individual
characteristic refers to individual differences and the fit with various IT activities that
can reflect managing IT workers and workplaces and social support (Weill & Margrethe,
1989). This contingency variable was used to inspect a linkage with IT governance
implementation and the result indicated that organizational culture related with
business performance improvement and influenced to the success of IT governance
implementation (Fink & Ploder, 2008). Moreover, some researchers investigated the
relationship between organizations’ IT governance design and contingency variables

using contingency theory (A. E. Brown & Grant, 2005; Weber, Otto, & Sterle, 2009).

According to some examples above, it seems that some contingency

variables have an impact to IT governance and organization performance. However,
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prior researches approach accounted for only some contingency variables and only
focused on the effect of contingency variables to IT governance structure, successful
of IT governance implementation and organizational performance with no regard to IT
governance process selection viewpoint. Contingency theory states that “there is no
one best way for making a decision because it depends on a mixture of various
factors/variable” (Fiedler, 1964). In applying contingency theory to MIS research there
was a result showed that “the better fit between contingency variables and the design
of MIS influence the better performance of MIS and organization” (Weill & Margrethe,
1989). It appears that determining a right combination of contingency variables could
enhance an organizational outcome and improve better performance. Furthermore,
there is still lack of research on applying contingency theory in selecting IT governance
processes. For this reason, this study interested in find out what are importance of
contingency variables in IT governance processes selection and business-IT alignment
of an enterprise. Moreover, understating how each contingency variable influences to
IT sovernance process selection could help to explain the selection of IT governance

process.
2.4 Perception Concept

Oxford English Dictionary defines the term of perception is as the ability to
understand the true nature of something. Likewise, in philosophy, psychology, and
cognitive science, perception refers to the process of acquiring awareness or
understanding of sensory information (Gibson, 1966). The meaning of sensory usually
assigns to information resulting from stimulation of the eyes, ears, nose, mouth, or skin
receptors (Shergill, 2012). Moreover, in organizational behavior research field,
perception is described as the process by which people select, organize, interpret,
retrieve, and respond to information (Uhl-Bien et al., 2013). Concept of perception is
defined as a process that are divided into four main components including exposure,

attention, interpretation, and response, as shown in Figure 2-17 (Solomon et al., 2012).
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Figure 2-17: Components of Perceptual Process

The four components of the perceptual process are derived from the
stimulation of sensory receptors or one’s ultimate experience that happens when the
series of events required for an organism (eyes, ears, nose, mouth, and skin) to receive
a stimulus. The first component, exposure, occurs when stimuli act on sensory receptor
nerves, for instance, seeing something, hearing some noise or some information. These
sensory generate the experience involves both the recognition of environmental
stimuli and actions in response to the stimuli. The second component, attention,
occurs after a person has already experienced something and the brain considers and
recognize it into the memory and leads to a person’s understanding. The third
component, interpretation, is a way of thinking and believing based on experience and
understanding. The fourth component, response, occurs when the person has to make
a decision to select something by considering the information that he or she has prior

received.

In marketing research, perception concept has been widely applied to study
about consumer behavior. The perceptual process refers to the influence of stimuli
such as sights, sounds, smells, tastes, and textures, which produce sensations in the
consumer. Once the consumer’s attention has been caught in this way, he or she starts
interpreting these stimuli and generating responses (Hawkins & Mothersbaugh, 2009).
As a result, marketers apply the perceptual process to appeal to consumers’ senses,
prompt them to interpret the stimuli, and encourage them to respond by making a
decision to buy a product or service. Academic literature indicates that people will
select or make a decision to adopt something, depending on their perception (Uhl-

Bien et al., 2013).
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This study aims to understand the factors that related to IT governance
process selection by solicit the opinion and attitude from IT governance expert, it
would be better to draw their perceptions about importance and business-IT alignment
of IT governance process. In addition, perception concept is widely adopted for
decision and selection stage in marketing area but have not applied selection stage in
IT governance area. For this reason, this study realized to apply perceptual process as
a supplementary concept to develop an interview question guide in order to enhance
a viewpoint on how IT governance experts in Thailand would perceive the adoption

and selection of IT governance processes.
2.5 Conceptual Model

This section presents a conceptual model for selecting IT governance
processes by providing a visual representation of theoretical constructs and variables
of interest. Referring to this study’s objectives which are to identify the contingency
factors influencing the selection of IT governance processes and to determine the
effect of contingency factors on the IT governance processes selection. Based on these
objectives, designing this research conceptual model begins with conducting a
thorough review of the literature in [T governance and contingency factors.
Contingency theory is used as the theoretical base for this research. In addition, the
ultimate goal of this research is to provide a guideline for selecting IT governance
processes which is driven by contingency theory and focuses on business-IT strategy
aliscnment outcome. Literature about business-IT alisnment and IT governance
processes adoption were reviewed. The conceptual model includes the factors
recommended by contingency theory that affect the selection of IT governance

processes and the alignment between business and IT as shown in Figure 2-18.
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Technology, Task, Culture)
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Figure 2-18: Conceptual Model of IT Governance Processes Selection

This research related with three main areas which are IT governance
processes, Contingency factors, and Business-IT alignment. IT governance processes
considered in this research are eighteen processes from two domains of COBIT5 that
focus and cover on the strategic level of IT governance (ISACA, 2012). Business-IT
alignment is an ultimate outcome that can be achieved by the best fitted IT
governance processes implementation (De Hases & Grembergen, 2009). Contingency
factors are a set of seven variables including strategy, structure, size, environment,
technology, task, and culture that use to explain the fit between MIS and organization
performance (Peter Weill and Marcrethe H. Olson,1998). The assumption of this study
is that these potential variables could influence to the fitness of IT governance
processes selection that could help organizations to accomplish the ultimate goal
which is the alignment between business and [T. This research investigates what

contingency variables or contingency factors could explain this phenomenal.
2.6 Summary

This chapter provides the review of theoretical and empirical literature
related to this research topic which are IT governance, business-IT alignment and
contingency theory. Firstly, various definitions of IT governance were discussed and the
definition adopted in this research was addressed. Concept of IT governance was
provided with explanation of the different between IT governance and corporate
governance. The IT governance and IT management terms were defined. Moreover, to
deeply understand IT governance, the structure of IT governance was expressed which

can be viewed from various aspects such as principle, decision-making domain,
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mechanism, and process. IT governance processes and IT governance best frameworks
were explained. Secondly, business-IT aligcnment, which is a key benefit from [T
governance adoption was reviewed. Thirdly, contingency theory which is the focal
theoretical of this research was explained. It was originally introduced in behavior
theory. Then it was developed into organizational theory in many different domains.
The contingency theory has been applied in MIS research and also in IT governance
context. Moreover, this research recognizes the important concept that related with
how to make a decision to select a thing. Therefore, perception concept, which is
developed from psychology to explain the process of decision-making, was reviewed
as a supplementary concept for design interview questions. Finally, research
conceptual model was developed. The following chapter will elaborate the

methodology of this research.
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Chapter 3 Methodology

This chapter describes the methodology used in this research. In order to
achieve the research objectives, this study adopts an inductive approach as the main
method for managing the delivered contributions. This chapter begins with research
method with general discussion of Delphi technique. It then follows by an explanation

of the research design and data collection procedures.
3.1 Research Method

As presented in chapter one, the ultimate aim of this research is to provide
a guideline for selecting IT governance processes which is driven by contingency theory
and focuses on business-IT strategy alignment. This research was designed to employ
qualitative method using Delphi technique for data collection. The utilization of this
technique can help to solicit advices from a group of experts and facilitate the

accommodation of unanimity opinions.
3.1.1 Qualitative Method

The qualitative method represents a form of data collection and analysis
with a focus on understanding or interpreting phenomena and an emphasis on
meaning that people express without attempting to infer any type of causation
(Edmonds & Kennedy, 2012). The qualitative process is generally inductive and
considered as emerging and non-experimental approach that focuses on multipoint of
people and tries to understand and research the conscious mind, thinking, and
behavior of human being (Neuman, 2002). Research under the qualitative method is
often considered to explore the “how” and “why” of systems and human behaviors
and what governs these behaviors (Benbasat, Goldstein, & Mead, 1987). The purpose
of qualitative research is to explore in-depth details or particular cases and mostly
used to find a substantial information, characteristics, feeling, or processes. Qualitative
research usually studies things in their natural settings without trying to manipulate or

control anything (Denzin & Lincoln, 2011).
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The dissimilar between quantitative and qualitative approaches is that
quantitative research is more concerned about issue of design, measurement, and
sampling because of its deductive approach, whereas qualitative research is more
concerned about issue of the richness, texture, and feeling of raw data because of its
inductive approach (Neuman, 2002). The strength of qualitative research is its ability
to provide complex textual descriptions of how people experience a given research
issue and also its effectiveness in identifying intangible factors, such as social norms,
socioeconomic status, gender roles, ethnicity, and religion, etc. (Mack, Woodsong,

MacQueen, Guest, & Namey, 2005).

In qualitative research, there are various approaches for researchers to
collect data such as action research, case study and ethnography (Charmaz &
McMullen, 2011). Different approaches have different styles of data collection and data
analysis. For example, action research aims to contribute or improve something from
the intervention of researcher during the collection of data by giving their idea or
suggestion to the respondents (Rapoport, 1970). In turn, case study points to uncover
the manifest interaction of significant factors or characteristics of phenomenon,
individual, community, or institution (Yin, 1994). The design of case study is aimed to
provide the opportunity to ask in-depth questions to gather the rich source of data
and also to examine an individual or phenomenon within a specific context (Edmonds
& Kennedy, 2012). Case study research may feature single-case or multiple-case studies
(Yin, 2009). Single-case study is used to identify the specific “case” to study that aims
to better in-depth understanding of the phenomenon, whereas multiple-case study is
used to explore differences within and between cases that aims to replicate findings
across cases (Yin, 2009). There is another approach namely Delphi technique that
particularly appropriate for forecasting or attempting to predict the future which is

deemed suitable for developing a guideline.
3.1.2 Delphi Technique

Delphi technique is defined as a qualitative method that draws the opinions
from respondents within a domain of their expertise to develop theories and

projections for the future (Linstone & Turoff, 1975). The uniqueness of this method is
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that it is useful to aggregate opinions from a diverse set of experts when it is not
possible to convene experts in one meeting (Bourgeois, Pugmire, Stevenson, Swanson,
& Swanson, 2006). The Delphi is labeled in the literature variously as a “technique”
(Broomfield & Humphris, 2001), a “procedure” (Rogers & Lopez, 2002), a “method”
(CRISP, Pelletier, Duffield, Adams, & Nagy, 1997; Linstone & Turoff, 1975), and a
“survey” (Wang et al., 2003). In this study, Delphi will be referred as a ‘technique’
because this appears to be the most commonly used terminology in the research

literature.

Delphi technique was originally developed by RAND (Research and
Development) Corporation, Santa Monica, California, in 1950s to explore new methods
of forecasting the impact of technology on warfare for a U.S. military project (Dalkey &
Helmer, 1963). The aim of this project was to develop a technique to achieve a
convergence of specific opinion and to obtain the most reliable consensus of a group
of experts (Helmer, 1966). Since the objective of Delphi technique is to collective
opinions from experts, it has been extensively modified and become a useful

technique for forecasting and decision making (Gupta & Clarke, 1996).

Delphi technique has been widely adopted in many fields especially in
health research (Murphy et al., 1998). In addition, this technique also has been applied
to a wide variety of situations as a tool for expert problem solving, forecasting, and
making appropriate plans for the future (Al Omari, Barnes, & Pitman, 2013). In
information systems (IS) research, Delphi technique has been proven as a popular tool
for identifying and prioritizing issues for managerial decision-making, forecasting, and
issue identification (Okoli & Pawlowski, 2004). In the context of IT governance, this
technique also has been employed to study effectiveness and ease of IT governance

implementation (De Haes & Van Grembergen, 2008a).

Van de Ven and Delbecq (1974) initially developed the guideline for
conducting Delphi technique comprises of identifying the problem, selecting a panel
of experts, conducting various iterations of the questionnaire and evaluation process,
and drawing conclusions based on the experts’ consensus. This technique consists of

repetitive rounds and procedures until the general agreement reaches a consensus.
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The three major phases of the Delphi technique were provided by Schmidt as shown

in Table 3-1 (Schmidt, 1997).

Table 3-1: Major Phases of Conducting Delphi Technique

Phase Procedure

1. Discovery of — Identify problem of research topic and specification of
issues research question(s).

— Select panel by determine the number and qualifications

of expert panels.

2. Determining the | — Administer questionnaire: Researcher develops and

most important distributes a questionnaire to each panel member and

issUas encourage them to draw upon their experiences to

complete answer.

— Evaluate responses: The experts give their opinion and
return the questionnaire to researcher. Then researcher
reviews the responses and uses this information to
develop more specific questions to be used in the next

subsequent questionnaire.

3. Ranking the — Redistribute questionnaire: The subsequent questionnaire

issues consists of the results from the previous questionnaire and
the new questions formulated by the researcher. The
experts rank the result items to establish priorities, review
and revise any of their previous answers, and fill out the

questionnaire and return it to researcher.

— Interpret results: Researcher continues this process until a

consensus is reached by the group of experts.

This technique is recommended in evaluation study as it requires a group

of experts to response a survey and subsequently receive feedback in the form of a
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statistical representation of the group response. (Linstone & Turoff, 1975). It allows
respondents to alter the original assessments if they want to change their previous

opinion after which the process repeats itself.

A key advantage of this technique is anonymity in responding to individual
question by anonymous to each other which is especially useful for avoiding direct
confrontation of the participants (Goodman, 1987). Moreover, the value of this
technique is to identify the most important issues of interest by soliciting qualified
experts (Okoli & Pawlowski, 2004). Delphi technique is a flexible research technique
that has been successfully used to explore new concepts within and outside of the
information systems body of knowledge and works especially well when the goal is to
improve understanding of problems, opportunities, solutions, or to develop forecasts

(Skulmoski, Hartman, & Krahn, 2007).

However, the consideration of using Delphi technique is that this technique
is time consuming to coordinate and manage this iterative approach that involves
many steps such as sample selection, data collection, analysis and interpretation. In
addition, this technique requires more time consuming for the respondents than
traditional survey as it is a repetitive process that the participant have to be consulted
at least twice on the same question and the estimated average time under this
techniques could take at least 45 days to five months (Delbecg, Van de Ven, &
Gustafson, 1975).

Delphi technique is subjective and qualitative in nature that relies on the
judgment of individuals who are presumed to be knowledgeable and have experience
in specific area. It also aims for obtaining consensus among a group of experts. Next

section will explain how to consider Delphi technique for research design.
3.2 Research Design

In order to design procedure and activities to fulfill this research objectives,
concerning and planning action to link research methods to answer research questions

is a key. The main objective of this study is to contribute to the growing body of work
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on the contingency factors that affect IT governance processes selection. Specifically,

this research study investigates to answer these two questions as follows:

Q1: What contingency factors influence the selection of IT governance

processes?

Q2: How can contingency factors be adopted to derive an IT governance

processes selection guideline that concerns business-IT strategy alienment?

In order to find the answers to the above research questions, the researcher
also needs to understand the perceptions that underlie and influence the behaviors
of someone who has special experience and knowledge in the context of this research.
To achieve the last research question, it requires to generate ideas from the experts
to develop a guideline. Qualitative method is primarily exploratory research that used
to gain an understanding of underlying reasons and opinions. According to this method
characteristic, it is suitable to apply qualitative method to fulfil this study’s objectives.
However, there are many research approaches in qualitative method. In order to
answer all above research questions, it requires an approach that provides an
opportunity to solicit expert opinions and identify priority of variables about selection

criteria.

Since Delphi technique is conceived as a way to obtain the opinion of
experts to exploratory theory building on complex and interdisciplinary issues
(Akkermans, Bogerd, Yucesan, & Van Wassenhove, 2003), this technique provides three
main phases that can help to explore and prioritize of contingency factors that
influence the IT governance processes selection. Furthermore, Delphi technique is a
systematic approach to solicit the opinion from experts that can help to generate ideas
to formulate a guideline in IT governance processes selection practices. The outcome
from this technique appears to answer all above research questions. Therefore, the
Delphi technique is considered appropriate as the main research methodology for this

research.

This research followed the Delphi technique guideline as proposed by
Schmidt (1997) which classifies into three phases. Since the result of Delphi technique
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depends on the knowledge and cooperation of the participants, it is important to get
the recognition and acceptance of other experts as being valid. Therefore, this research
adds one more phase to formulate and validate the findings from the Delphi study.

The design of this research is illustrated in Figure 3-1.

Delphi Technique

Followed by| Phase 2 Followed by Followed by Phase 4
Phasel Phase 3
. Determining . Formulating
Discovery . Ranking the and
the important
factors |:> |:> factors |:> validating
factors

the guideline

Figure 3-1: Research Design

In the first phase, discovery factors, qualitative inductive with Delphi
technique was used to discover the factors associated to IT governance processes
selection. In this phase, this research used the semi-structured interview method
because it can provide the structure as well as the opportunity to ask participants in-
depth questions about their selection criteria and perception in [T governance
practices. These findings would emerge variables driven from contingency theory, such
as strategy, structure, size, environment, technology, tasks, and culture. The semi-
structured interview conducted with all participants. The expected result from this
exploration phase was a list of factors and a list of IT governance processes that could

lead to the formulation of a questionnaire for the second phase.

The second phase, determining the important factors, aims to determine
opinions and factors from the previous phase’s findings to develop the first
questionnaire. The first questionnaire will provide pre-exiting information to all
participants. Then, the participants will be asked to select the most important factors

which influence [T governance processes selection for enhancing business-IT
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aligcnment. The response from this phase were used to guide the development of the

second and third questionnaires in the next phases.

The objective of the third phase, ranking the factors, is to rank or rate the
consolidated list of factors based on the findings from the second phase. The second
questionnaire are divided into two parts. The first part offers the first-round
questionnaire outcomes. The respondents will be asked to review and refine their
previous responses. The second part asks the respondents to rank the list of factors.
As Delphi technique is a repetitive process through a series of rounds of questionnaire
surveys, usually two or three rounds are conducted until it achieves a consensus from
a group of participants (Hanafin, 2004). When the consensus was achieved, the list of
IT sovernance processes and the list of variables which affect IT governance processes

selection expressed as an outcome from this procedure.

The final phase, formulating and validating the guideline, aims to
formulating the findings into a guideline and to determine whether the proposed
guideline is appropriated in the real world from the perspective of other group of
experts. This phase will be conducted after main three phases of Delphi technique. It
is a supplement phase to increase the creditability of the research result by asking the

experts to validate the proposed guideline.
3.3 Research Procedure

This section sets out key steps relating to Delphi research method and briefs
the main activities in each phase of the research. Figure 3-2 presents procedures of all

phases in this study.
3.3.1 Phase 1: Discovery Factors

Starting with the first phase, discovery factors, there are four steps in this
phase including select participants, prepare open-ended questions, conduct a semi-
structured interview, and analyze responses. The criteria for selecting a group of
participants is explained in Section 3.4.1. The open-ended questions will be prepared

as interviewing guide for conducting a semi-structured interview with all participants.
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3.3.2 Phase 2: Determining the Important Factors

In the second phase, determining the important factors, there are three
steps including prepare questionnaire, conduct the first round survey, and analyze
responses from questionnaire. This phase requires participants to verify the relevant
lists of factors that are correlated with IT governance processes selection. The results
from the first phase, the list of IT governance processes and factors, will be used to
develop the first questionnaire. Then the first questionnaire will be distributed to all
participants to answer the questionnaire. After all participants returned their responses,
data will be analyzed by using descriptive and inferential statistic to significantly

reconcile different perspectives and group them into categories.
3.3.3 Phase 3: Ranking the Factors

In the third phase, ranking the factors, there are five steps including revise
questionnaire, conduct subsequent survey, analyze responses, assess consensus, and
summarize conclusion. The second phase’s results will be used to create the second
questionnaire by listing all consolidated factors and categories obtained from the first
questionnaire. The second questionnaire requires participants to rank the given list of
factors and [T governance processes. Based on their responses, the data will be
analyzed by calculating a mean rank for each item to identify the convergence from
all responses. The data will be assessed to find a consensus for each item by using

measurement as explained in more details in section 3.6.
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Figure 3-2: Research Procedures

3.3.4 Phase 4: Formulating and Validating the Guideline

In the last phase, formulating and validating the guideline, there are four
steps including formulate guideline, select validators, conduct interview session and

summarize conclusion. The guideline will be formulated based on all results from the
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previous phases by using statistical technique. In order to increase validity of this
research outcome, the guideline should be validated by another group of experts
which called as validators. Selecting the validators is an important step and the criteria
to select validators is by considering persons who have qualified knowledge, skill, and
experience in IT governance domain. After getting acceptance from validators,
interview session will be prepared and conducted to inquire perspective and
suggestion whether the proposed guideline can contribute in practice. Conclusion of

opinions from the validators will be summarized.

3.4 Research Context

3.4.1 The Experts

The key to apply a successful Delphi technique lies in the selection of
experts. Choosing qualified and appropriate experts is the most concern for this
technique because it is directly related to the quality of the results (Gordon, 1994).
Selection of experts has to be considered carefully. In order to obtain sufficient and
worthwhile data for this research, this study followed the five steps to solicit qualified
experts as suggested by Delbecq et al. (1975) including determine criteria, identify

expert, nominate additional expert, rank expert and invite expert.

As this research focuses on IT governance processes selection, a qualified
expert should be a person who has respectable amount of experiences in IT
governance. There are some relevant articles in the IT governance area which define
the roles and responsibilities of a person who has authority and makes a decision in IT
governance process. For example, Wim Van Grembergen (2004) noted that IT
executives and/or IT steering committees in managing IT within the organization are
persons who make decisions on [T governance adoption. Moreover, [T governance
committees should be a mixed of business unit membership, corporate membership,
and IT membership (Symons, 2005). De Haes and Van Grembergen (2009) did an
empirical research by using Delphi technique to further complete the initial list of IT
governance practices, they defined senior consultants from IT and business area who
were knowledgeable in their context as the experts. Delbecq et al. (1975) suggested

that qualified experts should have relevant disciplines, knowledge, skills, experiences
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and willing to be involved over a substantial period of time. Cuhls (2003)
recommended that eroup of expert should be a mixture of persons from

industry/business, academia, research institutions, and others.

Based on these considerations, this study identified the expert as a person
who has relevant disciplines, knowledge, skills, experiences, and occupational

positions related to IT governance.

It is necessary to identify prospective participants to qualify as the experts.
As suggested from literature that a group of experts should be a mixture from various
background or position in order to represent a wide range of opinions. The prospective
participants for this study will be selected according to the expert criteria from various

industries.

According to role and responsible in [T governance, the qualified
participants might include IT executive, IT steering committee, [T manager or [T
consultant which every one of them is acting as a key decision maker in IT for their
organization. To get extensive variety of opinions, prospective participants should
include some experts from academic, for example professor, lecture or researcher,
who have a good knowledge in IT governance. Moreover, selecting participants from
different industries is considered to provide different perspectives in IT governance and
business-IT alignment that in turn can give multi aspects to construct relevant data

that suits for this research.

In a statistical study, participants are assumed to be representatives of any
population. As explained earlier, Delphi technique is a group decision mechanism
requiring qualified experts who have deep understanding of the issues. Therefore, this
technique does not depend on a statistical sample (Goodman, 1987). Following the
characteristic of Delphi technique, non-probabilistic and purposeful sampling method
is used to choose the target participants. In addition, there are many
recommendations to define size of participants in Delphi technique. For example,
number of participants should be 10 to 18 people and classified up to four panels

(Paliwoda, 1983). The other study suggested that the number of participants should
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be 10 to 15 people as it depends upon the diversity of targeted population (Taylor-
Powell, 2002). However, Williams and Webb (1994) argued that there was no precise
mechanism for identifying the number of participants or the number of panels
(Williams & Webb, 1994). Moreover, size of the panel may vary; it can be one or more
panels according to the nature of different viewpoints and topics covered as well as

time and budget available (Van Zolingen & Klaassen, 2003).

Selecting participants in Delphi technique does not depend on the size of
participants and number of panels or number of rounds it takes to reach a consensus.
However, the most critical requirement is experienced and knowledgeable persons
who will be the participants in that research. This study needs multi-lens perspective
from qualified participants so it is necessary to identify as many experts as possible.
Therefore, this study applied snowball technique to nominate an additional expert.
Snowball technique is defined as a non-probability sampling technique that asks one
subject to nominate another person with the same trait to be a next research subject
(Vogt & Johnson, 2011). This technique is used to recruit potential subjects in studies

where subjects are difficult to access.

After identify individuals in relevant disciplines and experience who are
quailed as the experts in this study, ranking and comparing the qualifications of
possible participants had been processed to prioritize who are the candidates to be
invited in this study. Since the result quality of Delphi technique depends on expert
opinion, it is necessary to ensure that identification and invitation of the most qualified
participants has been verified. Section 3.5.1 explains the invitation activity and the

profile of each participant.
3.4.2 Interview Guide and Questionnaire

This research will classify the research procedure into four phases. The
purpose of the first phase is to discover contingency factors related to IT governance
processes selection by using a semi-structure interview with individual participant. The
interview guide will be designed based on seven contingency factors driven by

contingency theory and IT governance processes from COBIT5 framework. As this
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research aims to explore IT governance processes perception with focus on business-
IT alignment, key domains in COBIT5 was reviewed to define the appropriate IT

governance process with this research context.

COBIT5 divides the IT processes into five domains (ISACA, 2012a). The first
two domains, which are Evaluate, Direct and Monitor (EDM) and Align, Planning and
Organize (APO), focus and cover on the strategic level of IT governance The rest three
domains emphasize on operation level and most of the processes centers to
implement, execution and monitoring activities. Regarding to this research context, the
first two domains, EDM and APQ, are in line and contain most relevant processes of IT

governance. Therefore, they will be selected as the study context in this research.

In COBIT5, the first domain, EDM, contains five governance processes which
are EDM0O1 to EDMO5. The second domain, APO, contains thirteen governance
processes which are APOO1 to APO13. In total, these two key domains have eighteen
IT governance processes. For consistency and clarity of the interview guide and
questions throughout the four phases of this research, IT governance processes will be

assigned the IT governance process no. as No.1 to No.18 as shown in Table3-2.

Table 3-2: IT Governance Processes

Maintenance

COBIT | Domain in Process
No. Process Description
Code. COBIT Name
1 | EDMO1 | Evaluate, Ensure Analyze and articulate the
Direct and Governance | requirements for the governance of
Monitor Framework enterprise [T, and put in place and
(EDM) Setting and maintain effective enabling structures,

principles, processes and practices,
with clarity of responsibilities and
authority to achieve the enterprise’s

mission, goals and objectives.
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COBIT | Domain in Process
No. Process Description
Code. COBIT Name
2 | EDMO02 | Evaluate, Ensure Optimize the value contribution to
Direct and benefits the business from the business
Monitor delivery processes, IT services and IT assets
(EDM) resulting from investments made by IT
at acceptable costs.
3 | EDMO3 | Evaluate, Ensure risk Ensure that the enterprise’s risk
Direct and optimization. | appetite and tolerance are
Monitor understood, articulated and
(EDM) communicated, and that risk to
enterprise value related to the use of
IT is identified and managed.
4 | EDMO04 | Evaluate, Ensure Ensure that adequate and sufficient
Direct and resource IT-related capabilities (people,
Monitor optimization. | process and technology) are available
(EDM) to support enterprise objectives
effectively at optimal cost.
5 | EDMO5 | Evaluate, Ensure Ensure that enterprise IT performance
Direct and stakeholder | and conformance measurement and
Monitor transparency. | reporting are  transparent,  with
(EDM) stakeholders approving the goals and
metrics and the necessary remedial
actions.
6 | APOO1 | Align, Plan Manage the | Clarify and maintain the governance
and T of enterprise IT mission and vision.
Organize management | Implement and maintain mechanisms
(APO) framework. and authorities to manage information

and the use of IT in the enterprise in
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COBIT | Domain in Process
No. Process Description
Code. COBIT Name
support of governance objectives in
line with guiding principles and
policies.
7 | APOO2 | Align, Plan Manage Provide a holistic view of the current
and strategy. business and IT environment, the
Organize future direction, and the initiatives
(APO) required to migrate to the desired
future environment. Leverage
enterprise architecture building blocks
and components, including externally
provided services and related
capabilities to enable nimble, reliable
and efficient response to strategic
objectives.
8 | APOO3 | Align, Plan Manage Establish a common architecture
and enterprise consisting  of  business  process,
Organize architecture. | information, data, application and
(APO) technology architecture layers for

effectively and efficiently realizing
enterprise and IT strategies by creating
key models and practices that
describe the baseline and target
architectures. Define requirements for
taxonomy, standards, guidelines,
procedures, templates and tools, and
provide a linkage for these
components.  Improve  alignment,

increase agility, improve quality of
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No.

COBIT
Code.

Domain in

COBIT

Process

Name

Process Description

information and generate potential
cost savings through initiatives such as

re-use of building block components.

APO0O4

Align, Plan
and
Organize

(APO)

Manage

innovation

Maintain an awareness of information
technology and related service trends,
identify innovation opportunities, and
plan how to benefit from innovation
in relation to business needs. Analyze
what  opportunities for business
innovation or improvement can be
created by emerging technologies,
services or [T-enabled business
innovation, as well as through existing
established technologies and by
business and IT process innovation.
Influence  strategic planning and

enterprise architecture decisions.

10

APOO5

Align, Plan
and
Organize

(APO)

Manage

portfolio

Execute the strategic direction set for
investments in line with the enterprise
architecture vision and the desired
characteristics of the investment and
related services portfolios, and
consider the different categories of
investments and the resources and
funding constraints. Evaluate,
prioritize and balance programmes
and services, managing demand

within resource and  funding
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No.

COBIT
Code.

Domain in

COBIT

Process

Name

Process Description

constraints, based on their alignment
with strategic objectives, enterprise
worth and risk. Move selected
programmes into the active services
portfolio for execution. Monitor the
performance of the overall portfolio
of  services and  programmes,
proposing adjustments as necessary in
response to programme and service
performance or changing enterprise

priorities.

11

APO06

Align, Plan
and
Organize

(APO)

Manage
budget and

costs.

Manage the [T-related financial
activities in both the business and IT
functions, covering budget, cost and
benefit management, and
prioritization of spending through the
use of formal budgeting practices and
a fair and equitable system of
allocating costs to the enterprise.
Consult stakeholders to identify and
control the total costs and benefits
within the context of the IT strategic
and tactical plans, and initiate

corrective action where needed.

12

APOQT

Align, Plan
and
Organize

(APO)

Manage
human

resources.

Provide a structured approach to
ensure optimal structuring,
placement, decision rights and skills of

human resources. This includes
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No.

COBIT
Code.

Domain in

COBIT

Process

Name

Process Description

communicating the defined roles and
responsibilities, learning and growth
plans, and performance expectations,
supported with competent and

motivated people.

13

APO08

Align, Plan
and
Organize

(APO)

Manage

relationships.

Manage the relationship between the
business and [T in a formalized and
transparent way that ensures a focus
on achieving a common and shared
goal of  successful  enterprise
outcomes in support of strategic goals
and within the constraint of budgets
and risk  tolerance. Base the
relationship on mutual trust, using
open and understandable terms and
common language and a willingness
to take ownership and accountability

for key decisions.

14

APO09

Align, Plan
and
Organize

(APO)

Manage
service

agreements.

Align IT-enabled services and service
levels with enterprise needs and
expectations, including identification,
specification,  design,  publishing,
agreement, and monitoring of IT
services, service levels and

performance indicators.

15

APO10

Align, Plan

and

Manage

suppliers.

Manage [T-related services provided

by all types of suppliers to meet
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COBIT | Domain in Process
No. Process Description
Code. COBIT Name
Organize enterprise requirements, including the
(APO) selection of suppliers, management of
relationships, management of
contracts, and reviewing  and
monitoring of supplier performance
for effectiveness and compliance.
16 | APO11 | Align, Plan Manage Define and communicate quality
and quality. requirements in  all  processes,
Organize procedures and the related enterprise
(APO) outcomes, including controls, ongoing

monitoring, and the use of proven
practices and standards in continuous

improvement and efficiency efforts.

17 | APO12 | Align, Plan Manage risk. | Continually identify, assess and

and reduce [T-related risk within levels of
Organize tolerance set by enterprise executive
(APO) management.

18 | APO13 | Align, Plan Manage Define, operate and monitor a system
and security. for information security management.
Organize
(APO)

In addition, the ultimate goal of this study is to provide a guideline for
selecting IT governance processes to be implemented. In organizational behavior
research, making a decision to select something is regarded as the perception step
resulting in the Exposure, Attention and Interpretation of information among several
alternative possibilities (Uhl-Bien et al., 2013). Exposure refers to a personal experience.

Attention occurs when a person gathers information and analyzes it thoroughly until it
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becomes his own understanding. Interpretation is a way of thinking and believing based

on experience and understanding.

To make this research more logical in selection context, perception concept
will be considered to extend the insight of selection in IT governance aspect. Three
components from perception concept, which are Exposure, Attention and
Interpretation, will be applied within this research context. Exposure is defined as
experience in adopting IT governance processes. Attention is considered as the
importance of IT governance processes. Interpretation is regarded as business-IT
alisnment supporting. The interview guide will be developed by combining [T
governance processes with three perceptual components. The response choice of
levels ranged from low, medium, and high. The categories items choices are defined
as yes and no. The interview guide is categorized into three parts including 1) general
information of respondent, 2) IT governance perception, and 3) related variable of IT
governance process selection. The final interview guide (as in Appendix A) will be
delivered to all participants before the interview session. The main result from this
phase, which was the list of factors related to IT governance process selection, will be

used to design questionnaire for the following phase.

The second phase covers the first round of survey by using questionnaire.
The target of this phase is to determine what are the most important factors to select
each IT governance process. The questionnaire (as in Appendix B) will be developed
by linking eighteen IT governance processes with variables based on the findings from
the first phase. Additionally, the results from previous interview phase will be included
in this questionnaire in order to ask participants to review and reconsider their

judgments.

The third phase is the beginning of initial iteration round of the survey.
According to Delphi technique iterative surveys will be carried on. The classic Delphi
indicates that it needs at least four rounds to reach a consensus (Dalkey & Helmer,
1963). However, some evidences demonstrated that either two or three rounds are
preferred (Beech, 2001). The questionnaire in this phase will be generated in the same

context. It has seven factors and eighteen IT governance processes. The survey may
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be carried on many rounds until a consensus is reached. The results from the first
round survey in this phase will be used to define the ranking of related factors for IT
governance processes selection. The first questionnaire (as in Appendix C) provides a
list of factors that influence IT governance processes selection and ranking order
choices ranged from very influence to less influence. The second round in this phase
aims to explore deeper on how to define level of each related factor with each IT
governance process. The second questionnaire (as in Appendix D) will be created by
using 4-point Likert scale. The choices range from no influence, low influence level,

medium influence level, and high influence level.

It is important to consider how to design questionnaire that is convenience
and easy for respondent. The questionnaire should not only easy to response but
also should have a clear explanation and direction to avoid misunderstanding that
may occur in data collection. Delphi techniques is time consuming as it has many
stages and procedures. This research decided to use electronic questionnaire in PDF
form and online questionnaire because it is appropriate and convenient to deliver

and return feedback.
3.5 Data Collection

As mentioned earlier that this research divided into four main phases, these
four phases have different procedures and require unequal period of time. The whole

process of data collection and data analysis in all four phases spans one year and nine

@

Formulating and

months. The timeline of this research is presented in Figure 3-3.

@
»

Discovery of Determining the Ranking the

Validating the
Guideline

Factors Important Factors Factors

() (] () )
7 Months 4 Months 6 Months 4 Months
Sep 2014 - Mar 2015 April- July 2015 Aug 2015-Jan 2016 Feb-May 2016

Figure 3-3: Research Timeline
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First phase, discovery factors, used four months (September - December
2014) to select and invite the experts and another three months (January-March 2015)
to conduct an interview with an individual expert. In the second phase, determining
the important factors, the author spent one month (April 2015) to analyze the
interview result and to develop a questionnaire then used another two months (May-
June 2015) for conduct a survey. After received all feedbacks, it took one month (July
2015) to analyze the results and developed the second questionnaire. Third phase,
ranking the factors, it took 6 months (August 2015-January 2016) to conduct two rounds
of survey until gaining the consensus among the experts. The last phase, formulating
and validating the guideline, it used four months (February-May 2016) to formulate the
clustering guideline and to conduct interviews with another set of experts in order to

validate the finding.
3.5.1 Phase 1: Discovery Factors

In September 2014, the first phase was started by searching someone who
met the criteria to be the experts in this research context. The prospect experts were
selected base on the criteria the following criteria: having much experience in IT
governance and management, having a good knowledge in IT governance process,
having an experience in IT governance project, were in management level position
which have authorize to make a decision in IT and willing to contribute with this
reiterate survey process. The researcher first sought from the alumni of MSc in IT in
Business Program, Faculty of Commerce and Accountancy, Chulalongkorn University,
who were considered to have a significant knowledge, good skills, much experiences
and obtain training or education in IT governance field. Twenty persons were selected
based on those criteria. They were invited via email and phone call. The detail of
research objectives and expert criteria was explained to all possible participants. It is
likely that they might know someone who are more likely to be candidate in this
specific field. Thus, they were asked to recommend someone to be a research subject.
After obtaining the list and information of fifteen additional experts, by considering of

their qualifications ten persons were selected. In total there were thirty persons,
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twenty alumni and ten nominated research subjects, were qualified as the experts and

were invited to take part in this study.

Two month later, invitation was conducted by many channels including
email, phone call, face-to-face with all potential participants. Depending on Delphi
technique, it can be time consuming as a way to get the opinion from the experts until
gaining the unanimity through a multiple rounds of questionnaire surveys. That called
for the careful retention of participants. Therefore, the invitation not only stated
research objectives and expert criteria but also provided the detail outline of what will
be required in each phase in order to make sure that the invitees understood and
were willing to engage in all phases of this study. Moreover, they were asked to assess
themselves whether they were qualified as the experts in IT governance area. This

approach could help to increase the validity of expert identification.

In December 2014, twenty proposed participants responded to contribute
in this research study. Semi-structured interview was set up and an interview guide was
provided to all participants before the interview session. However, only nineteen
responded participants confirmed to attend the interview. Subsequently the confirmed

participants in this study will be mentioned as Participant no.1 to Participant no.19.

Participant no.1 works in a well-known hospital group in Thailand. This
hospital group is one of the largest hospitals in Southeast Asia. His current position is
deputy managing director in charge of research and innovation. He in charge in
formulating and implementing IT strategies and IT projects for hospital chain. He had
knowledge in many IT frameworks including IT governance field because his company

has to comply with many standards. He had 15 years of IT management experience.

Participant no.2 is a professor in a famous university in Thailand. He teaches
in IT management field for bachelor and master degrees. He used to work in many
large multinational IT corporations. This participant used to be an executive who had
experience in managing companies in many key industries such as manufacturing, retail,
distribution, travel & transportation across Asia. He received his doctor degree and had

more than 10 years of IT management experience.
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Participant no.3 is an assistant vice president in a well-known food company
in Thailand. He is responsible for IT of headquarter and all seven branches across the
country. He has knowledge in IT governance framework and he also applied it to
improve efficiency and productivity of IT. He graduated two bachelor degrees in
computer science and one master degree in Management Information System. His
background experience is on software development and project management in many

industries such as telecommunication and automobile.

Participant no.4 is an IT expert in a well-known university in Thailand. He
graduated master degree from England and has a good skill in networking and security.
He is a project manager of IT governance project for the university. He supported his
subordinate in training IT governance concept and many IT governance frameworks.
With his dedication, university got certified in 1SO27000 (security management) and

successful in ITIL (IT service management) implementation.

Participant no.5 is a lecturer in a university. He has very knowledge in IT
governance filed as he graduated doctoral degree which his research was specially
focused on IT governance area. He had work experience in technology company in
USA and communication company in Thailand. He has worked as IT consultant in many

companies and government units.

Participant no.6 is a head of analytics in digital business. He graduated two
bachelor degree in Engineer and Accountancy, two master degree in Management
Information System and Accountancy and one doctoral degree. He has extensive
knowledge in IT including IT governance. He has much experience in IT consulting with
many firms in various industries. He was a lecture for bachelor and master degree in

many universities. He is now a head of business analytics team.

Participant no.7 is a director of enterprise risk services in top-five worldwide
auditing firms. She had more than ten-year experience in IT audit and consulting to
many corporates in many industries. It is necessary for IT auditor to understand well in
IT governance standard that encouraged her to learn more in this field. Currently she

is studying a doctoral degree in Accounting and she also interests in governance area.
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Participant no.8 is an IT consultant. She graduated a doctoral degree, which
her thesis was related to IT investment framework. She had consulting experiences in
many [T companies both in public and private sectors. Her specialist is in [T
management and [T strategic planning that requires IT governance concept to design
IT master plan. She also shared her knowledge and experience by being a lecture and

guest speaker in many universities.

Participant no.9 is a lecturer and assistant director for planning in a well-
known university. He graduated a master degree from a famous university in USA and
a doctoral degree in Thailand. He used to be an Assistant Chief of Information
Technology in his university. During that time, he had to design IT strategy and
implement IT governance framework for the university. He also had an experience in

developing IT master plan for many organizations in public sector.

Participant no.10 is an IT director of one of the top-five audit and consulting
worldwide companies. He is responsible for IT operation, supporting and planning IT
direction for his organization. He graduated a master degree in engineering and has
been worked in IT field for more than twenty years. According to his responsibility, he
had to serve all auditors and consultants that called for adopting new technologies
and updated IT standards. Such responsibilities stimulated him to learn more in IT
standards and frameworks. He attended many training courses in IT governance and

he also implemented it in his company.

Participant no.11 is a vice president in IT in the biggest sugar and bio-energy
producer company group in Thailand. He graduated a master degree in Management
Information System. He is responsible in directing IT strategy and managing IT to ensure
the effective execution. He has a good knowledge in IT management and governance
as he was an IT executive in a leading business company, which adhered to adopt

corporate governance concept to run the business.

Participant no.12 is a head of group accounting and controlling, risk
management and process improvement in the biggest frozen seafood product

company group in Thailand. She graduated a master degree in Accounting Information
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System and she was an auditor in one of the top five audit and consulting worldwide
companies for ten years. She had much experience in IT auditing with many clients
from various industries not only companies in Thailand but also international firms in

USA and Canada.

Participant no.13 is a business transformation manager in international
insurance company. She graduated a master degree in Management Information
System. She is in charge of developing key work streams for business improvement by
using IT. Her job requires wide-ranging knowledge on how to implement IT process to
enable a business to perform to its optimum ability. The company provided her many

training courses not only in Thailand but also aboard to support her tasks.

Participant no.14 is a project principle manager. He is responsible for
directing and controlling of projects in Thailand and abroad. He graduated a master
degree in Information System from Australia. He had professional experience in
Enterprise Resource Planning (ERP) implementation with many clients in AEC (ASEAN
Economic Community). He was an IT consultant in transforming business process by

using best practice from IT application.

Participant no.15 is an IT audit director in one of the leading banks in
Thailand. He graduated a master degree and got international auditing certification. He
was an auditor in one of the top five worldwide auditing firms for many years. He had
professional experience in internal control especially in IT. He is in charge of
coordinating and driving the accomplishment of IT control. He is also a tutor for
international auditor examination and guest speaker in IT governance issue for many

associations and universities.

Participant no.16 is a vice president of IT in one of the leading banks in
Thailand. He graduated a doctoral degree. He is responsible for providing technology
vision and strategic direction. He is a committee of Thailand Information Security
Association. He had experience in IT especially in financial industry for almost twenty
years. He also advocated his knowledge and professional experience by giving lectures

for many universities.
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Participant no.17 is an assistant IT director in one of the government offices.
She had high experience in IT. She managed many IT projects and development IT
services to serve all business units across Thailand and 15 oversea brunches. She
graduated bachelor degree and she always attended IT training courses to update her
knowledge. One of those courses was a special IT governance training course for
executive which provided an opportunity to observe IT governance in practice with IT

companies in USA.

Participant no.18 is an assistant vice president of application development
standard and support in one of the famous telecommunication companies in Thailand.
She graduated a master degree and got many IT certificates. She is responsible for
selecting the appropriate technology and IT standard for new application
developments or acquisitions to fit with the organization. She has been working in

telecommunication area for more than thirty years.

Participant no.19 is a service delivery manager in a multi-national
corporation that offers solutions and consulting IT services. He graduated a master
degree and got many training courses in IT service management and IT governance. He
had experience in supporting and consulting his clients to improve [T efficiency
particularly in financial industry, which need to comply with many IT governance

frameworks to achieve international and banking standards.

According to Delphi technique, expert anonymity has to be followed. Thus,
this study can only provide brief information of each participant. All nineteen
participants who took part in this research study were qualified experts. They were
from different organizations and had various experience backgrounds. Their

demographic data and experiences are shown in Table 3-3.
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Year of Industry Experience
Experience g
Age 2
Participant| Gender Job Titel Education Level (IT governance " £ =
(Year) 1] o “n “n g
and S|eEl=|2|2|8 =
5 5 9| & @ 5 I3 c
Management) 212 |8 2151825
c
2|8 |E£|le|&|&[8 |8
No.1 Male Managing Director Master Degree 41-45 11-15 X X
No.2 Male Professor Doctoral Degree 41-45 6-10 X X
No.3 Male Assistant Vice Master Degree 36-40 6-10
X X X
President of IT
No.4 Male  [Acting for IT Director [Master Degree 41-45 11-15 X X
No.5 Male Professor Doctoral Degree 36-40 6-10 X X
No.6 Male Head of Analytics in  [Doctoral Degree 36-40 11-15
X X X X X X
Digital Business
No.7 Female |Director Enterprise Master Degree 41-45 11-15
X X X X X
Risk Services
No.8 Female |[IT-Business Doctoral Degree 36-40 11-15
X X X
Consultant
No.9 Male Professor & Assistant [Doctoral Degree 36-40 11-15
X X
Rector for Planning
No.10 Male IT Director Master Degree 46-50 16-20 X X
No.11 Male  [Vice President of IT  [Master Degree 46-50 11-15 X X X X
No.12 Femal Head of Group Master Degree 36-40 11-15
Accounting and
Controlling, Risk X X X X X X X X
Management and
Process Improvement
No.13 Female |Business Master Degree 41-45 11-15
Transformation X X X
Manager
No.14 Male Project Principle Master Degree 41-45 11-15
X X
Manager
No.15 Male IT Audit Director Master Degree 46-50 16-20 X
No.16 Male  [Vice President of IT  [Doctoral Degree 46-50 16-20 X X
No.17 Female |Assistant IT Director |Bachelor Degree 51-55 26-30 X
No.18 Femal Assistant Vice Master Degree 51-55 26-30
President of
Application X X
Development
Standard and
No.19 Male Service Delivery Master Degree 36-40 6-10
X X
Manager

All participants had experience in IT management for more than 10 years. Their

positions were in either executive or management level. Their education levels were

mostly higher than Master degree. They had variety of background industry experience
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that can produce wide-range of attitudes and opinions. They worked in different

company, which covered both public and private sectors.

From January to March 2015, the semi-structured interviews were held with
each participant. The interview guide (Appendix A) was formulated based on an
extensive review of the literature. Each interview session took approximate 90 minutes.
With the permission of the participants, the interview sessions were audio recorded,
observation noted and then content transcribed. Follow-up email and the telephone
were used to clarify the interview context. Subsequent by data analyzing and the

finding from this phase are described in section 4.1.
3.5.2 Phase 2: Determining the Important Factors

This phase aims to determine the most important factors that can be used
to select each IT governance process. Questionnaire (Appendix B) was designed into
two parts. The first part presented the first phase result. Participants were asked to
review and reconsider their own response. The other part provided a list of factors
based on the first phase result. Respondents were asked to evaluate which factors had

the influence in selecting each IT governance process.

In May 2015, the questionnaire and explanation was sent to all participants
via email. Follow-up phone call was conducted to ensure that they understand the
questionnaire clearly. One month later, all participants submitted their responses.
Researcher analyzed and converted the collected information into a well-structured

questionnaire for conducting a new survey in the subsequent phase.
3.5.3 Phase 3: Ranking the Factors

This phase begins the initial iteration round until the final round when it
came into a greater consensus from all participants. In August 2015, researcher
provided a questionnaire (Appendix C) that included summarized responses from the

previous phase and a list of factors that influenced IT governance processes selection.

Participants were asked to assign a rank, a numerical value, to each factor.
The response choice range was from very influence to less influence. The feedback

was collected and analyzed in October 2015. The principle of Delphi technique is
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conceived as a way to obtain the opinion of experts in order to gain unanimity through
a multiple-rounds of questionnaire surveys usually two or three rounds which depends
on the result of each round (Hanafin, 2004). In this study, one more round was
necessary because the result from the previous round had not been achieved
consensus. The next round questionnaire was designed by synthesis data from all
previous phases and focused in more detail to evaluate influence of each factor to

each [T governance process in order to acquire deeper and richer insights.

In November 2015, the questionnaire (Appendix D) was delivered to all
participants by email. Phone call was used to explain the reasons and objectives of
this survey round. They were asked to categorize factors in terms of their important
relative to the influence in selecting each IT governance process by using four-point
Likert scale range from no influence to most influence. One month later, ten
respondents returned their answers by email. Gentle reminder emails were sent to the
rest participants. In December 2015, there were five participants who still did not return
their feedbacks. Follow up email or phone call were used to remind them again.
Finally, all nineteen responses were completely collected in January 2016. Data were
analyzed by following Delphi measuring method. The result from this survey round
reached the consensus criteria; all respondents had unified opinion among group.

Summarize of final result expresses in the next chapter.
3.5.4 Phase 4: Formulating and Validating the Guideline

The final phase aims to develop a guideline for IT governance processes
selection. All data were incorporated and analyzed to formulate a guideline by using
statistical technique. Clustering analysis was used to grouping a set of IT governance
processes and classified them into scenarios. In order to ensure that the guideline is
valid and practicable, another group of expert was brought to be a validator. In this
study, a validator is a person who is widely recognized as IT governance expert in IT
industry in Thailand. High experience and contribution related to IT governance filed
were considered important in selecting the validators in this study. Three persons were

included as validators in this research.
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The first validator is a director in one of the top five worldwide auditing
firms. She is the executive member in ISACA (Information Systems Audit and Control)
Thailand Chapter. ISACA is an independent, nonprofit global association that engages
in the development, adoption and use of globally accepted, industry-leading
knowledge and practices for information systems. COBIT5 in Thai version was translated
and reviewed by her team. Her contribution in IT governance is widely recognized as
she was invited as a lecturer for many organizations and universities. She also the

author of many articles on IT governance.

The second validator is a managing director of an IT company. He was a
vice chairman in itSMF (IT Service Management Forum) Thailand chapter. The itSMF is
a non-profit organization established to develop and promote IT Service Management.
He has high experience in IT governance and IT service area as implementer, consultant
and trainer. He also gave lecture about IT governance and IT service management for

many universities and companies.

The third validator is a senior head of technology partner management
department of one of the leading banks in Thailand. He has a high experience in IT
governance framework especially in service area. He established IT service desk
department and adopted IT governance framework to determine and drive IT process.
He used to work as an executive management in construction business which has a
famous in running business using governance concept. He also educated many
organizations and universities about IT governance principle and sharing his experience

in IT governance project.

In March 2016, the invitation was sent to all validators by formal email,
which explained research objective and process as well as a request for making an
appointment. Between April and May 2016, a face-to-face interview was held with each
validator and it took around one hour for the interview session. The interview session
started by presenting the problem statement, research objectives, methodology and
results from each phase. Then the guideline, which is the ultimate outcome of this

research, was presented and then asked the validator for his or her comments and
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suggestions. Finally, their opinions and recommendations were summarized as

explained in the next chapter.
3.6 Data Analysis

The nature of Delphi technique expedites iteration processes until gaining
the consensual opinion from a group of experts. Consensus means the answers or
opinions are agreeable among respondents. There are many approaches to measure
consensus in Delphi technique. Generally, descriptive statistic is commonly used to
define and assess agreement in Delphi technique (Hasson, Keeney, & McKenna, 2000).
Mean, median, and mode scores are used to describe a central tendency of data set
while standard deviation (SD) and interquartile range (IR) are used to measure of

variability or dispersion.

For Likert-type scale, consensus is commonly calculated by using
interquartile range (Jones & Hunter, 1995). Interquartile range (IR) is a measure of the
middle point in a data set by finding the distance between the 25™ percentile and the
75" percentile values in opinion. Consensus criteria varies from study to study. One
criterion suggested that consensus is achieved by having interquartile range is less than
2.5 (Kittell-Limerick, 2005). Scheibe, Skutsch, and Schofer (2002) claimed that
consensus reached when interquartile range is no larger than 2. Furthermore, some
studies added that the interquartile range needs to below 1 on seven-point Likert
scale, which means more than 50% of all opinion falls within one point on scale
(Linstone & Turoff, 1975; Rayens & Hahn, 2000). The IR value ranges from 0 to 3 with 0
indicating most agreement and 3 indicating least agreement (Raskin, 1994). However,
Giannarou and Zervas (2014) recommended to use combination measurement, not
only concern interquartile range value but also regard standard deviation to represent
consensus in Delphi technique. Standard deviation is often used to assess agreement

and the criterion less than 1.5 is used to determine consensus (Christie & Barela, 2005).

For ranking scale, Kendall's coefficient of concordance (W) has been widely
recognized to assess a consensus for Delphi technique (Schmidt, 1997). Kendall’s W

coefficient is a non-parametric statistic for assessing agreement among rankers that is
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calculated on an ordinal scale or an interval scale and its value is calculated according

to the following formula (Kendall, 1948):

12R

W= et —n

where
m - the number of rater
k - the number of ranked objects

R - the ranks ascribed to the following objects (i = 1, 2, ...k), independently

for each rater. R value can be calculated by using following formula:

R= i(&- ~R)
i=1

Kendall’s W coefficient can be used to evaluate agreement between 3 or
more rankers. It value ranges from 0 to 1, with 0 indicating no consensus and 1
indicating perfect consensus between lists (Kendall, 1948). If Kendall’s W coefficient
value is less than 0.7, the ranking questionnaires have to be resent to all participants.
(Schmidt, 1997). The chi-square test, which is used to determine a significant difference
between the expected frequencies and the observed frequencies, can be used to
support for the Kendall’s coefficient of concordance if the sample size is not too small

or less than seven raters (Wallis, 1939).

In case that the result is not a consensus, the participants will be asked to
offer brief explanations and recommendations for each factor. This information will
help to refine the next questionnaire. In other words, the reiterations will continue

until reaching the consensus.
3.7 Summary

This chapter established the methodological foundations for this research.
It provides a detailed explanation of the research method including qualitative method

and Delphi technique. Research design and the details of each step in collecting and
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analyzing data were presented. To achieve the research objective, this study employed
not only three main phases of Delphi technique but also extended one more phase,
which is formulating and validating the guideline, to increase the reliability of the

results, which is the suggested guideline.

Delphi technique is a versatile research tool that is considered as the best
appropriate methodology for this research as it consists of a systematic method for
gathering the in-depth attitude and soliciting the idea from a group of experts in the
domain of IT governance. The outcome from this technique will express the credibility
and reliability as Delphi mechanism provides deeper analysis of the individual
judgment among a group of experts and gives an opportunity for all respondents to

reconsider and review their feedbacks in multistage surveys.
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Chapter 4 Result

The aim of this study is to investicate what and how contingency factors
influence IT governance processes selection. This research applied qualitative method
by using Delphi technique as the main research methodology. Delphi technique is
appropriate for evaluation study as it requires a group of experts to response a survey
and subsequently receive feedback in the form of a statistical representation of the
group response (Linstone & Turoff, 1975). This research procedure is classified into four
phases. Three phases were conducted to enquire opinions and examine agreement on
determinants of IT governance process selection. The last phase intended to obtain a

validity of the guideline formulated and research findings.

This chapter presents research finding obtained through the four phases of
research procedure. Base on Delphi technique, interview and iterative survey were
used to gather the data. First phase started with interview to explore factors and
perceptions of IT governance processes from experts. It aimed to draw the opinions
from experts who have well-knowledge, deep understanding and experience in IT
governance and IT management area. Nineteen IT executives and IT managers who
involved with IT governance implementation were selected as the experts for this
study. All participants were qualified as the expert according to this research criterion.
They were from different organizations with anonymousness. In December 2014,
researcher interviewed each participant in the first phase. Feedbacks from the first
phase were used to form a questionnaire for survey in the following phases. The
second phase started in May 2015 to determine the most important factors to be
selected for each IT governance process. The third phase aimed to rank the influenced
factors and the reiterated surveys were conducted in October 2015. Two survey rounds
were conducted until stability in the responses was attained. The last phase,
formulating and validating the guideline, was executed in January 2016. Another group
of experts was invited to take part as the research subjects to verify the result and
finding from the previous phases in order to ensure that the guideline is valid and

practicable for using in the real world businesses. Three validators were selected based



88

on their high experience in IT governance and well recognized in IT industry in Thailand.

The result and the finding from each phase presents in following section.
4.1 Phase 1: Discovery Factors

The first phase aims to discover the factors related to [T governance
processes selection. Emerging factors from this phase finding would be used to design
the questionnaire for next phase. Interview is an inductive approach that appropriate
to generate the initial idea from group of participants. Key strength of Delphi technique
is anonymity that protects participant’s identity. It allows participants to feel free in
sharing and expressing their opinions. This study promised with nineteen participants
about the level of anonymity. Only general information, for example job title, age,
gender, education level and industry experience, will provide to identify participant

qualification. Table 4-1 displays the summary of nineteen participants’ characteristics.



Table 4-1: Participant Characteristic Sumnmarization

Gender Frequency Percent
Female 6 31.6
Male 13 68.4
Total 19 100.0
Age (Year) Frequency Percent
36-40 7 36.8
41-45 6 31.6
46-50 a 21.1
51-55 2 10.5
Total 19 100.0
Experience(Year) Frequency Percent
6-10 4 21.1
11-15 10 52.6
16-20 3 15.8
26-30 i 53
>30 1 53
Total 19 100.0
Education Level Frequency Percent
Bachelor Degree 1 53
Master Degree 12 63.2
Doctoral Degree 6 31.6
Total 19 100.0

89

Nineteen participants were mostly male, 13 out of 19, with average age was

in the range of 36-40 years. Most of them graduated master degrees. They all had high
experience in IT governance and management on the average of more than ten years.

The brief profile, demographic data and experiences, was explained in section 3.5.1.
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Semi-structured interview was conducted with individual participant. As
participant were in executive and top management level so the interview time was
quite limited. To collect related factors and perception of IT governance processes, an
interview guide was designed by concerning of this research purpose. The following

research question was used to frame the interview guide.

Q1: What contingency factors influence the selection of IT ¢overnance

processes?

To address this research question, the interview question (Appendix A) was
design by separating into two parts. One focused on the perception of IT governance
processes. The other emphasized on factors related to IT governance processed
selection. There were a lot of questions and some complicated terminologies and
many definitions that need explanation during the interview session. In order to
conduct interview smoothly and achieve all expectations, the interview guide was sent

to all participants beforehand via email.

The interview started with a brief introduction of the researcher profile.
Then the researcher explained the research objectives and data collection procedure
of each phase to ensure that the participant was understand their contributions and
willing to attend in this research study because they had to take part in many survey
rounds. Next, the researcher explained meaning and giving some examples of eighteen
IT governance processes to avoid misunderstanding in this research context. Then, the
researcher asked them to evaluate the perception of each IT governance process.
Participants were invited to respond by scaling each IT governance process on degree
of implementation, importance and impact to business-IT alignment. Subsequently,
seven factors were asked with open-ended questions to obtain comments on each

factor from participants. The result of this phase presented in each part as followed.
4.1.1 Part 1: IT Governance Perception

In the first part of the interview session, researcher explained all
participants about the meaning of each IT governance process in order to avoid

ambiguous context. This research applied perception concept to understand the
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selection logic in IT governance context. Three components from perception concept

were modified in IT governance area including implementation, importance, and

business-IT alignment. All participants were asked to express their perception of each

IT sovernance process according to the three components.

The first component is implementation that aimed to inquire the

respondent’s experience in each IT governance process implementation. After

explained the details and gave them an example of each IT governance process, they

were requested to evaluate their experience in each IT governance process

implementation whether organizations interested in adoption or not. The responses

are implemented and not implemented. Table 4-2 displayed the findings, percentage

of implementation, of each IT governance processes.

Table 4-2: Percentage of Implementation
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Based on the response, there were four IT governance processes (No.11:

Manage Budget and Cost, No.12: Manage Human Resources, No.14: Manage Service
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Agreement and No.18: Manage Security) got the highest scores. These four processes
were the most implemented processes based on the experiences of seventeen
participants who involved in these processes implementation at the response of 89%.
Meanwhile, there were two IT governance processes (No.5: Ensure Stakeholder

Transparency, and No.8: Manage Enterprise Architecture) seldom implemented.

There was not any IT governance process implemented from the answer of
all participants. From the finding showed that organizations select to implement just
some IT governance processes instead of all IT governance processes at once. Some
participants explained the reason why organizations in Thailand did not implement all

IT governance processes at once as the following quotes.

“Based on my experience, selecting these IT governance processes mostly
depends on consultant’s recommendation. Big organizations in Thailand
usually hire consultants from audit firm. Consultants do the assessment of
the current state, analyze the g¢ap and prioritize which IT governance
processes will appropriate with their client organization. These IT
governance processes are important but to adopt all processes at the
same time is hardly possible. Even big organizations have to access their
as-is state, create awareness, educate their staff and make a decision
which IT governance processes should start first. ...For instance, even
though there is a big concern on “Ensure benefits delivery”, it is difficult to
implement. That is why not many organizations adopted this process.
Because on post implementation stage, nobody cares what is the benefit
or profit. They just want to make sure that the new system is usable with

zero defect, that’s it...” (Participant No.1)

“I gave an advice for many clients, it is hardly to implement all these
processes. It is hardly happened indeed even these processes are essential
for organizations. Some organization has limited budget. Some has
insufficient resource especially man power because they have to focus on
IT operation such as day to day job, support all requirements, help desk,

monitor network and system. It sounds easy to implement governance of
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IT but it quite hard to do because there are many constraints for each
organization. | suggested them to prioritize which processes are really

important ones.” (Participant No. 7)

As quotes above, the participants described that organizations did not

implement all eighteen IT governance processes at once because it required a large

effort, budget, time and resource. Instead they selected only some [T governance

processes to be implemented concerning to their limitation and criteria.

The second component is important since it emphasized the importance

level of each IT governance process. Literature suggested that IT governance is

important but it did not define important level for each IT governance process. In order

to assess importance perceptions of IT governance processes, three Likert scale (low,

medium, and high) were used to quantify the levels of importance to organization. The

researcher requested participants to evaluate the importance level of each IT

governance process and the result are shown in Table 4-3.

Table 4-3: Percentage of Importance level to organization
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According to the results, it revealed that the most important process was
“No. 1: Ensure governance framework setting and maintenance”, which seventeen
participants, 89%, ranked it in high important level. The less important process was
“No.10: Manage portfolio”, which 16% of the respondents ranked it in low important
level. In fact, this process, “No. 10: Manage portfolio”, had diverse results. Eight
participants, 42%, evaluated it in high important level, also eight participants, 429%,
valued it in medium level, and two participants weighted it in low important level.
Although each participant evaluated each process in different level but most of IT

governance processes importance are in high and medium important levels.

The third component is business-IT alignment that focused to the impact
level that each IT governance process could support organizations to achieve business-
IT alignment. To quantify the levels of important, three Likert scale was used to
determine the magnitude level. The choices are “low support level”, “medium
support level” and “high support level”. The respondents assessed the supporting
level of each IT governance process in achieving business-IT alignment and the results

are shown in Table 4-4.

Table 4-4: Percentage of Business-IT Alignment level

No IT Governance Processes High Lewvel Medium Level Low Level
1 |Ensure Governance Framework Setting and Maintenance 68% 21% 11%
2 |Ensure Benefits Delivery [9% 5% 16%
3 |Ensure Risk Optimisation 42% 37% 21%
4 |Ensure Resource Optimisation 47% 37% 16%
5 |Ensure Stakeholder Transparency 37% 53% 11%
6 |Manage the IT Management Framework 9% 169% 5%
7 |Manage Strategy (4% 26% 0%
8 |Manage Enterprise Architecture 63% 26% 11%
9 |Manage Innovation 21% 42% 37%
10 |Manage Portfolio 47% 26% 26%
11 |Manage Budget and Costs 53% 32% 16%
12 |Manage Hurman Resources 53% 32% 16%
13 |Manage Relationships 58% 32% 11%
14 |Manage Senice Agreements 58% 37% 5%
15 |Manage Suppliers 26% 47% 26%
16 [Manage Quality 32% 47% 21%
17 |Manage Risk 37% 37% 26%
18 [Manage Security 42% 37% 21%
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According to the results, it revealed that each IT governance process
fostering business-IT alignment are dispersed among the three different levels. Two
processes which most participants agreed to have high impact on business-IT alignment
are “No 2.: Ensure Benefit Delivery” and “No. 6 Management the IT management
framework”. There was one process that no one evaluated it in low level which is “No.
7: Manage Strategy”. They mentioned that corporate’s strategy is a key to define
direction of business and IT. Participant No. 14 stated that if IT did not work well,
business activity would in jeopardy. In order to align business and IT, organizations
should manage strategy by concerning objective and direction of both business and

IT.

To understand the overall perception of IT governance process, the
researcher analyzed interrelation of all three components by focusing on the processes
which were accepted to implement, high important level for organization, and high
level of fostering business-IT alignment. As shown in Table 4-5, nineteen participants
expressed similar view that mostly processes implemented were in high important

level and high business-IT alignment supporting.
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According to the results, there were some processes that the results are

varied, for example, process No.18 (Manage security) was weighted as frequently

implemented by 89% of the respondents and high important level for organization by

79%, but low percentage in business-IT alignment by 42%. There was a participant who

gave an explanation as the quote below.

“For bank industry, customer and account information including all

transaction are extremely important and need the highest security and

confidentiality to keep and maintain it. Security is the first process that

need to implement in bank industry. We have to comply with many

security standards in order to ensure our value information are protected.

Sometime business side and user do not understand why they have

change password every three months or cannot use thumb drive to save

their file. We do not allow them to use external internet as well. Some

transaction, our application need at least two bankers for authorization.

We have to accepted in all complains about security protection. That why
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people always say high in security usually comes with low flexibility.”

(Participant No. 18)

One more interesting process was No.8 (Manage enterprise architecture). It
was valued as high important level for organization by58% and could support to
business-IT alignment by 63%, but seldom implemented by 42%. There was a

participant gave an explanation as the quote below.

“From my viewpoint, organizations implemented many processes but not
all. To adopt these processes, oreanizations have to put more effort to do
it, for example, processes number 8 which is “Manage Enterprise
Architecture”. Many oreganizations did not aware and see it as the
important process, so not many organizations put its implementation on
top priority. In order to implement Enterprise Architecture (EA),
organizations have to know their as-is architecture in order to plan their
future architecture and continue to monitor and update the data...EA tool

is too expensive.” (Participant No. 2)

These finding reflected the perception of each IT governance process from
nineteen respondents’ attitudes. They provided a similar view that IT governance
adoption is important for organization and can help to ensure business-IT alignment.
However, each IT governance process had a dissimilar important and benefit level.
Multiple views from them demonstrated varied and convergent finding. Some
processes were highly accepted to implement but not have high important level for
organization or could not have strong support to achieve business-IT alignment. On
the other hand, some processes were seldom implemented but they were important
to organization. In order to make a decision which is an appropriate process, it might
be some related variables to the selection. The other part of the interview session was

designed to explore those variables.
4.1.2 Part 2: Related Factors

The last question in the interviewing session aimed to discover contingency

factors that related to a selection of IT governance processes to be implemented. The
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researcher explained the meaning of all seven contingency factors and asked the
individual participant to respond which variables were related to the selection of IT
governance processes. The response was either yes (related) or no (not related). The
results shown in Table 4-6. Moreover, the participants were asked to describe their
opinions on IT governance processes selection issues to support their answers. In
additional, they were inquired to name additional factors that might relate to the

selection of IT governance processes.

Table 4-6: Response to Contingency Factors

Participant Strategy Structure Size Environment Technology Task Culture
it Yes Yes Yes Yes Yes Yes Yes
2 Yes Yes Yes Yes Yes Yes Yes
3 Yes Yes Yes Yes Yes Yes Yes
a Yes No No Yes No Yes Yes
5 Yes Yes Yes Yes Yes Yes Yes
6 Yes Yes Yes Yes Yes Yes Yes
7 Yes Yes Yes Yes Yes Yes Yes
8 Yes Yes Yes Yes Yes Yes Yes
9 Yes Yes Yes Yes Yes Yes Yes

10 Yes Yes Yes Yes Yes Yes Yes
11 Yes Yes Yes Yes Yes Yes Yes
12 Yes Yes Yes Yes Yes Yes Yes
13 Yes Yes Yes Yes Yes Yes Yes
14 Yes Yes Yes Yes Yes Yes Yes
15 Yes Yes Yes Yes Yes Yes Yes
16 Yes Yes Yes Yes Yes Yes Yes
17 Yes Yes Yes Yes Yes Yes Yes
18 Yes Yes Ye! Yes Yes Yes Yes
19 Yes Yes Ye! Yes Yes Yes Yes
Total 100% 95% 95% 100% 95% 100% 100%

The results were summarized based on the interview transcripts and field
notes to identify the related variables response. From the finding, almost all
participants agreed that all seven contingency factors influenced the selection of IT

governance processes. Some quotes below illustrated to support this finding.

“I think strategy is the most related one. It determined the direction to all
business unit including IT. Which IT governance processes will be

implemented are based on organization strategies. Strategy is a driver that
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can control or define direction and objectives to all unit” (Participant

No.10)

“Sometimes it depends on organizational structure. If the company is
managed as a family business, the driving force comes from what the
company owners see it as a fit process. Then we have to implement it.”

(Participant No.3)

“Yes, | think firm size is a determinant of IT governance process selection.
Generally, big firms have to implement various IT governance processes
more than small firms. Because large firms need more internal processes
to control and manage their effectively and efficiently of IT” (Participant
No.14)

“Banking and financial companies have many rules and regulations to
comply. External environment forces them to use these IT governance

processes.” (Participant No.12)

“Sure, technology is influence to select IT governance process. Normally,
technology always changes and updates. IT people has to improve their

process to control all vulnerable points.” (Participant No.11)

“If main company task depends on heavily IT, such as telecommunication
and banking industries, IT has to be managed effectively with well
governance that requires to implement these processes.” (Participant

No.19)

“Culture is also an important variable. Some conservative organizations
do not want to change or improve any new process. They want to work
as day to day operation. People always resist to any change. Implement
such a IT governance process need a lot of afford. If organizational culture
is unchangeable, IT governance project is highly risk to failure.” (Participant

No.13)

However, there was one participant discussed that not all seven factors

were significant. Participant No. 4 claimed that three variables, which were structure,
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size and technology, did not much relate to IT governance processes selection. Most
participants were agreed that all seven contingency factors were related to IT
governance process selection. The researcher used this finding to frame the questions

for following phase.
4.2 Phase 2: Determining the Important Factors

The purpose of this phase is to determine the important level of each
factor. The finding from the previous phase revealed that all seven contingency factors
were significantly influence to IT governance processes selection. This finding was used
to design the questionnaire to address this phase’s objective. The question was framed
by combining eighteen IT governance processes with seven factors to gather idea of
each influenced factor. A structured electronic questionnaire was designed to offer a
convenience way for participants to return the response through email. The
questionnaire (Appendix B) was divided into two parts. The first part presented the
results from the previous interview phase. The researcher requested participants to
review and confirm their feedback from the previous interview session. The other part
provided eighteen IT governance processes and asked each participant to choose

which factors were related to the selection of that process.

An electronic questionnaire with instruction was sent to all participants via
email. They were requested to respond the questionnaire according to their experience
and opinion. Follow up by email and phone call were used because of the delay in
receiving the feedback. Around one month, all nineteen participants submitted their
responses back via email. The researcher analyzed and converted the collected data
into a well-structured numeric codes. The results regarding factors related to IT

governance processes selection are shown in Table 4-7.



Table 4-7: Frequency of IT governance processes of Each Contingency Factor

101

Participant Strategy Structure Size Environment | Technology Task Culture
No.1 18 18 18 18 18 18 17
No.2 9 10 17 7 10 9 15
No.3 18 15 12 14 11 9 15
No.d 16 0 0 5 0 2 3
No.5 8 8 7 12 6 i 14
No.6 8 5 9 a a 7 11
No.7 7 3 q 8 5 6 7
No.8 17 6 2 14 8 8 7
No.9 18 10 i 5 8 7 11
No.10 17 4 2 3 a 6 1
No.11 18 12 3 13 11 9 11
No.12 13 12 11 9 a 6 17
No.13 16 i 9 9 12 10 2
No.14 10 5 1 2 6 6 6
No.15 18 18 18 15 18 18 17
No.16 18 18 18 18 18 18 18
No.17 15 11 7 10 14 12 12
No.18 18 18 18 18 18 18 18
No.19 18 18 18 18 18 18 16
Mean 15 10 9 11 10 10 11
Median 17 10 9 10 10 9 12
Mode 18 18 18 18 18 18 17
Max. 18 18 18 18 18 18 18
Min. 7 0 0 2 0 2 1
SD. 4.1 6.0 6.7 54 5.8 5.3 5.6

According to the results, strategy was the most significant factor since it had
the highest mean, 15 out of 18 processes. This highest score expressed that
organizational strategy is a key to IT governance processes selection. Oppositely, size
was the least significant factor since it had the lowest mean, 9 out of 18 processes.
This less score declared that company size is not so important to IT governance
processes selection. The rest factors also effected to IT governance processes selection
in the same range. In order to get a better view of how each variable influences the IT
governance processes selection, the spider graph of number of IT governance

processes influenced by seven contingency factors is shown in Figure 4-1.
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Figure 4-1: Contingency Variables Influence

This phase revealed the effect of contingency factors on the IT governance
processes selection. However, participants identified dissimilar views that expressed by
the high standard deviation values and wide range number of maximum and minimum.
This finding could not consider for answering the first research question (Q1). Therefore,
in order to address this research question, the next phase was designed to prioritize
these factors and the iterative rounds of survey were conducted until the consensus
result among the group of experts was obtained. The product of this phase was then

used to structure the questionnaire for following phase.
4.3 Phase 3: Ranking the Factors

This phase began iterative rounds of survey to determine the priority of the
contingency factors from the previous phase’s findings. The questionnaire was created
to identify influential level of contingency factors in order to answer the first research
question (Q1). The survey with electronic questionnaire was executed in many rounds

until the consensus result was gained from all participants.
43.1 Round 1 of Phase 3

Prior phase found that all contingency factors were related to IT governance
processes selection. Thus, the question was developed by listing seven contingency

factors and participants were asked to rank the given list of the factors. The ranking
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scores were from 1 to 7 with 1 indicating the most influence and 7 indicating the least
influence. The electronic questionnaire (Appendix C) and instruction were sent to all
participants via email. Responses were collected and analyzed using descriptive

statistic as shown in Table 4-8.

Table 4-8: Ranking of Contingency Factors

Participant Strategy Structure Size Environment Technology Task Culture
No.1 1 6 2 4 3 7 5
No.2 1 4 5 2 7 6 3
No.3 1 5 7 6 4 3 2
No.4 1 3 5 2 7 6 a
No.5 4 2 6 3 7 5 1
No.6 1 4 2 3 6 7 5
No.7 1 3 7 6 4 5 2
No.8 1 2 5 4 6 3 7
No.9 1 3 7 6 5 4 2
No.10 1 2 7 4 5 6 3
No.11 1 5 A& 4 2 3 6
No.12 1 5 4 3 6 7 2
No.13 1 5 2 3 4 6 7
No.14 1 4 6 & 2 3 5
No.15 3 4 6 7 1 2 5
No.16 3 2 5, 4 7 6 1
No.17 1 4 6 A 3 5 2
No.18 1 6 7 3 2 5 a
No.19 1 2 3 5 4 6 7
R; 26 4! 99 83 85 95 73
Mean 1.37 3.74 5.21 4.37 4.47 5.00 3.84
Median 1.00 4.00 6.00 4.00 4.00 5.00 4.00
Maximum 4 6 7 7 7 7 7
Minimum 1 2 2 2 1 2 1
SD. 0.90 137 1.81 1.67 1.95 1.56 2.03

The rows in Table 4-8 represent participants and columns represent
contingency factors. Each cell contains the level of how each contingency factor
influence such IT governance process. This round had to calculate the concordance
between nineteen participants in ranking the influence of seven contingency factors.
In Delphi technique, Kendall's coefficient of concordance (W) is used to assess a
consensus for ranking type survey (Schmidt, 1997). Kendall's W was calculated for
examine the level of agreement among nineteen respondents by using the following

formula (Kendall, 1948).



104

12R

W= e —n

where
m - the number of rater, which were number of participant = 19
k - the number of ranked objects, which were number of variable = 7

R - the ranks ascribed to the following objects (i = 1, 2, ...7), independently

for each rater which can be calculated by using following formula:

K
—2
R= ) (R,—R)

Each R, values was calculated as shown in Table 4-8. Then the R value was
summarized and the result was 3554. Kendall’s W value was computed and the result
was 0.35. Normally, Kendall’s W value ranges from 0 to 1, where 0 means no
agreements at all, and 1 represents perfect strong agreement (Kendall, 1948).
Consensus is reached when Kendall’s W coefficient value is less than 0.7 (Schmidt,
1997). The result of this survey round had Kendall’s W value at 0.35 that indicated a

weak degree of agreement.

According to Giannarou and Zervas (2014), using combination measurement
can help to draw a valid conclusion of consensus. Standard deviation is often used to
determine consensus if value is less than 1.5 (Christie & Barela, 2005). Concerning of
this round’s result in Table 4-8, only two variables had standard deviation (SD) below

1.5. It reflected that this survey round did not reach a consensus.

Based on the principal and characteristic of Delphi technique, the survey
process is usually reiterated until consensual in the responses is attained. Thus, the
researcher need to revise questionnaire and conduct more survey in subsequent
round. The outcome of this round was used to frame the questionnaire for successive

round.
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4.3.2 Round 2 of Phase 3

Before conduct one more survey round, the researcher reviewed feedback
from previous round and found the divergent in ranking result. It encouraged
researcher to explore and ask for more comments from participants about their
judgment. Phone call was used to inquire insight opinion from respondents. They
complained that it was hard to rank seven variables to all IT governance process

because each process had different characteristic.

The researcher revised and redesign the question by concerning with each
individual IT governance process instead of the overall of process. This round
questionnaire (Appendix D) included eighteen IT governance processes, comprising of
seven contingency variables and choice of four Likert scale range from no influence to
high influence level. The electronic questionnaire was delivered to all participants by
email. Follow by phone call to explain the reasons and objectives of this survey round.
In this round, a follow up email and phone call were used to expedited the respondent
in the delay of feedback. It took almost three months to collected completely all
nineteen responses. They rated their agreement on each variable influence level
categorized by each IT governance process. The researcher analyzed it by summaries
number of IT governance process classified by influence level of each variable. The
result shown in Table 4-9 where rows represented participant (No.1 to No.19) and
columns represented seven contingency variables underlay with four Likert scale
choice of influence to selection process. Each cell contained the number of process

(from the total of eighteen process per variable).

Most importantly, the feedback from this round had to examine whether it
was moving towards consensus. If consensus is attained, the summarize of the finding
will conduct afterward. Response obtained from all participant was scaled a number
of influence level from 1 (not influence) to 4 (High influence level). The mean score
was calculated to assess the average influence level of each variable. Delphi studies
generally use interquartile range (IR) to summarize the consensus (Jones & Hunter,
1995). The interquartile range value is calculated by subtraction of the 1% quartile

(percentile25) from the 3™ quartile (percentile75). The researcher used IBM SPSS
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Statistics version 23 to calculate the percentile value and Microsoft Excel used to
compute interquartile range (IR) value. Table 4-10 presented the interquartile range

and descriptive statistic of the finding.

Table 4-9: Frequency of each contingency variable influence to number of IT

governance process classified by participant.
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Table 4-10: Summarization of influence level of each variable.
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Participant Strategy Structure Size Environment | Technology Task Culture
No.1 3.1 29 27 3.1 3.3 24 23
No 2 22 20 29 1.6 20 19 26
No.3 34 27 1.9 26 23 21 27
No.4 3.6 1.0 1.0 17 1.0 1.2 14
No.5 1.9 1.9 18 23 1.7 13 29
No.6 23 1.6 22 1.7 15 19 27
No.7 22 1.3 15 1.9 1.7 1.9 1.8
No.8 35 1.6 1.2 32 1.8 22 1.7
No.9 4.0 24 14 1.6 19 21 28
No.10 33 15 13 14 1.6 1.9 1.1
No.11 32 21 1.2 26 20 23 19
No.12 238 24 24 2.0 14 1.6 3.3
No.13 34 1.6 24 1.9 22 2.5 1.2
No.14 27 1.7 1.1 1.2 1.9 2.0 1.7
No.15 34 33 3.0 26 38 38 29
No.16 34 35 28 3.1 27 28 3.7
No.17 3.1 24 19 23 26 27 25
No.18 3.6 32 3.1 34 36 33 3.3
No.19 34 3.4 35 sl 3.3 3.1 26
Mean 31 22 2=t 23 22 23 24
Median 33 21 1, 23 20 21 26
SD 0.6 0.8 0.8 0.7 0.8 0.7 0.7
Percentiles 25 2.70 1.60 1.30 1.70 1.70 1.90 1.70
Percentiles 50 3.30 2.10 1.90 2.30 2.00 2.10 2.60
Percentiles 75 3.40 2.90 2.80 3.10 270 2.70 2.90
IR. (Percentiles 75-25) 0.70 1.30 1.50 1.40 1.00 0.80 1.20

In literature review, there is no common criteria of consensus for
interquartile range value. Some study defined consensus when interquartile range
value was below 2.5 (Kittell-Limerick, 2005). Some study claimed that consensus is
reached when interquartile range value was below 2 (Scheibe et al., 2002). However,
Linstone and Turoff (1975) suggested that a smaller interquartile range value
demonstrate the larger consensus. In order to increase validity of consensus
determination, Giannarou and Zervas (2014) suggested to use combination
measurement to judge for unanimity and in his study also investigated IR. and SD.
value to examine the consensus. These two combination measurement could identify

an appropriate statistical measure for reporting a consensus value. Respectively, this
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study accepted these two measurements combinatory to access consensus as shown

below:

1) The interquartile range (IR) is below 2 (Scheibe et al., 2002) and

2) The standard deviation (SD.) is below 1.5 (Christie & Barela, 2005)

Table 4-10 presented the IR and SD. value of each variable. It indicated that
all interquartile range values were below 2 and standard deviation of all cases were
below 1.5. It was apparent that this round’s result reached the consensus among the
participants. In Delphi study, the iterative survey procedure can stop to summarize the

result when a certain projection of consensus is achieved (Linstone & Turoff, 1975).

Previously, the finding of influence level of each contingency variable to IT
governance process selection was expressed in term of frequency by participant as
shown in Table 4-9. In order to summarize for ease of understanding, the result was
rearranged to categorized by process and calculated percentage by Microsoft Excel as
shown in Table 4-11. It presented agreement percentage of all participant for each
variable by each IT governance process. Moreover, to enhance reporting, a stacked bar
chart in Figure 4-2 was provided to facilitate clarity of the finding. The chart presented

the segment of each level compared by each variable.
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Figure 4-2: Chart of summarize influence level of each contingency variable

Based on the finding, most contingency variables effected to IT governance
process selection in similar level. Interestingly, there was one outstanding variable that
is Strategy. Organizational strategy was treated as critical variable that explicit highly
percentage (50%) in high influence level to IT governance process selection. The
second-high influence level (24%) was Culture variable. On the contrary, the lowest-
high influence level (15%) was Size variable including the highest in not influence level
(48%). It implied that company size had not much related to IT governance process
selection. However, this finding would be verified by another group of expert in

successive phase in order to increase validity of this result.
4.4 Phase 4: Formulating and Validating the Guideline

This last phase aimed to develop a guideline from collectively result in
first-three phases that obtained and gathered insight, idea, opinion from nineteen
participants about IT governance implementation, importance and business-IT

alignment including their judeement about contingency variable influence to IT
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governance process selection. All data was collected to achieve this phase’s objective

that targeted to answer the second research question which is:

Q2: How can contingency factors be adopted to derive an IT governance

processes selection guideline that concerns business-IT strategy alienment?

Not only developing a guideline but this phase also requested the other
group of expert to validate the guideline. Therefore, main procedure in this phase was

divided in two parts which were formulating and validatins.
4.4.1 Formulating Guideline

This step started by synthesis data from all previous phases to formulate a
guideline for IT governance process selection. Some studies in Delphi technique used
theme analysis (Udo-Akang, 2013) or cluster analysis (Tapio, 2003) to forecast and
conclude of the finding. Theme analysis uses to find a patterns across data sets to
explain of a phenomenon. Cluster analysis or Clustering is one of statistical technique
that uses to identify groups of object with similar characteristic into the same group
and different from set to other group. These two approaches were considered to

conduct a guideline for this study.

The researcher assembled the consensus data from the last survey round
which represented the influence level of contingency variables to each IT governance
process. Moreover, result from interview session about perception of IT governance
process that indicated important level and supporting level of business-IT alignment
was useful for building a guideline. The use of IBM SPSS Statistics version 23 was a best
appropriate for cluster analysis. It enabled to capture a consolidate group of IT
governance process through perception and contingency variable influence level. This
data was in the same type variable with the same level of measurement including
high, medium and low. Thus, all data was imported to SPSS program and it was
analyzed to construct the cluster. The number of case become eighteen based on

number of [T governance process.

Hierarchical clustering is a common method that uses to quantify distance

between cases and generates a series of models with number of cluster from 1 (all
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cases in one cluster) to n (all cases are an individual cluster). This study employed this
method to structure similar group of IT governance processes. The researcher
determined to separate the group from 2 to 9 clusters based on half of total number
of IT governance process. The clusters were categorized into three scenarios based on
level of measurement including high, medium and low. High level of seven
contingency influence level, high level of important for organization and high level of
support to achieve business-IT alignment was computed into eight cluster (2-9 clusters)
represented in Table 4-12. The other two scenarios which are medium and low level

presented in Table 4-13 and Table 4-14.

Table 4-12: Scenario 1-High level of seven contingency variables Influencing &

Importance & Business-IT Alignment

Number of Cluster

No IT Governance Processes

1 |Ensure Governance Framework Setting and Maintenance

2 |Ensure Benefits Delivery

3 |Ensure Risk Optimisation

4 |Ensure Resource Optimisation 2 2 2 2 2 3 3 3

5 |Ensure Stakeholder Transparency

6 [Manage the IT Management Framework

7 |Manage Strategy

8 |Manage Enterprise Architecture

9 |Manage Innovation 2 2 2 3 4 5 5 6

10 |Manage Portfolio 2 2 2 2 2 2 2 2

11 [Manage Budget and Costs

12 [Manage Human Resources

13 |Manage Relationships

14 |Manage Service Agreements

15 |Manage Suppliers

16 |Manage Quality 2 2 2 2 2 2 2 2

17 |Manage Risk 2 2 2 2 2 2 2 2

18 |Manage Security 2 2 4 5 6 7 -




Table 4-13: Scenario 2-Medium level of seven contingency variables Influencing &

Importance & Business-IT Alignment
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Number of Cluster

No IT Governance Processes
1 |Ensure Governance Framework Setting and Maintenance
2 |Ensure Benefits Delivery
3 [Ensure Risk Optimisation
4 [Ensure Resource Optimisation
5 |Ensure Stakeholder Transparency
6 [Manage the IT Management Framework
7 |Manage Strategy
8 |Manage Enterprise Architecture
9 [Manage Innovation
10 |Manage Portfolio
11 [Manage Budget and Costs
12 |Manage Human Resources
13 |Manage Relationships
14 [Manage Service Agreements
15 |Manage Suppliers
16 |Manage Quality
17 |Manage Risk
18 [Manage Security




Table 4-14: Scenario 3-Low level of seven contingency variables Influencing &

Importance & Business-IT Alignment
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No

IT Governance Processes

Number of Cluster

Ensure Governance Framework Setting and Maintenance

Ensure Benefits Delivery

Ensure Risk Optimisation

Ensure Resource Optimisation

Ensure Stakeholder Transparency

Manage the IT Management Framework

Manage Strategy

Manage Enterprise Architecture

Manage Innovation

10

Manage Portfolio

11

Manage Budget and Costs

12

Manage Human Resources

13

Manage Relationships

14

Manage Service Agreements

15

Manage Suppliers

16

Manage Quality

17

Manage Risk

18

Manage Security

5 6

2 2
3

3 i

q 5

5

q 5

Three scenarios table showed the cases (IT governance process) in each

cluster for any number of clusters. In each cluster was characterized by group numbers

that were highlighted in its column. The way to interpret the clustering table is:

Step 1: Select scenario

Step 2: Select number of cluster

For example, select to interpret scenario 1 (Table 4-12) and focus on

number two of cluster. Scenario 1 was high level of all variable and column underlay

number of cluster was number 2. The finding was separated into two groups which

classified by different color as displayed in Figure 4-3.
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No

IT Governance Processes

Number of Cluster

Ensure Governance Framework Setting and Maintenance

Ensure Benefits Delivery

Ensure Risk Optimisation

Ensure Resource Optimisation

Ensure Stakeholder Transparency

Manage the IT Management Framework

Manage Strategy

Manage Enterprise Architecture

Manage Innovation

10

Manage Portfolio

58]

11

Manage Budget and Costs

12

Manage Human Resources

13

Manage Relationships

14

Manage Senice Agreements

15

Manage Suppliers

16

Manage Quality

17

Manage Risk

18

Manage Security

Figure 4-3: Example of clustering table interpretation

Two groups identified the different set of process as:

Group 1: Process No.1,2,6,7,12,13,14

Group 2: Process No.3,4,5,8,9,10,11,15,16,17,18

Number 1 and 2 in the column represented only the number of group and

it did not refer to any priority or important of data. The cases were collected in the

same number of group because of their homogeneous characteristic. In Group 1, seven

IT governance processes (No.1,2,6,7,12,13,14) were joined in this same group that

indicated the similarity of these seven processes with regard to high level of

contingency variable influence, high level of important for organization and high level

to support business-IT alisnment. Group 2 contained of eleven processes that mean

these all processes had a similar characteristic. Additional, number of group such as

Group 1 and Group 2 also reflected that these two group had different characteristic

between group. As mention earlier that implement all IT governance processes at once

is difficult. This interpretation could suggest the way to recognize the group of IT
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governance process. For example, the practitioner who would to like to select IT
governance processes by concerning of these conditions (high level and 2 clusters),
they could select to implement such a group of process from group 1 (seven

processes) or group 2 (eleven processes) as suggest in clustering guideline.

The segmentation of IT governance process from clustering guideline could
help the practitioners to consider the relevance of the chosen set of IT governance
process. However, clustering guideline in scenario 3 with regard to low level of
contingency variable influence, low level of important for organization and low level
to support business-IT alisnment indicated that nine IT governance process did not
change and it adhered in the same group (group 1) through all number of cluster (2-
9). It revealed that in the condition of low level in all variable, the characteristic

between group was difficult to calculate the differences between group.

Furthermore, the researcher would like to explore similar pattern in
clustering guideline. According to indistinctly cluster of scenario3, the researcher
decided to compare and seek for similar pattern only from two scenarios (High level

and medium level). Table 4-15 shown comparison and similar pattern finding.
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Table 4-15: Comparison of Scenario 1(High Level) and Scenario 2 (Medium Level)

No

IT Governance Processes

Scenario: High Level

Scenario: Medium Level

Number of Cluster

Number of Cluster

Ensure Governance Framework Setting and Maintenance

Ensure Benefits Delivery

Ensure Risk Optimisation

Ensure Resource Optimisation

Ensure Stakeholder Transparency

Manage the IT Management Framework

Manage Strategy

Manage Enterprise Architecture

Manage Innovation

Manage Portfolio

Manage Budget and Costs

Manage Human Resources

Manage Relationships

Manage Service Agreements

Manage Suppliers

Manage Quality

Manage Risk

Manage Security

Similar Pattern (2-6 Clusters)

High Level

Medium Level

1,2,6,14

3,458,10,11,15,16,17

3,58,10,12,13,14,15,16

3,5,8,10,15,16

12,13

4,17

In study of Tapio (2003) suggested that the appropriate number of cluster

to study scenario set is suitable at five clusters. To find the similar pattern from two

scenarios, the researcher also scoped down number of cluster from eight clusters to

five clusters to collate a relatively homogeneous groups of scenarios.



118

Table 4-15 expressed the comparing of two scenarios clustering guideline.
The code number of group and color enabled the researcher to structure same data
pattern. It appeared that two sets of IT governance process represent in both scenarios
from cluster number 2 to 6. The first set contained with three IT governance processes
(No. 1, 2, 6). The other set contained with six IT governance processes
(No.3,5,8,10,15,16). These two sets with having similar pattern from both cluster
scenarios could explicit the main group of IT governance processes. Although these
clustering guideline and similar pattern provided a suggestion in IT governance process
selection. It still required another group of expert to verify this guideline. The
researcher used information from this finding to conduct the validation procedure as

addressed in the section that follows.
4.4.2 Validating Guideline

Three validators from different organizations were invited to validate the
finding and suideline. Face-to-Face interview with individual validator was held to
gather rich and deep opinion. Brief introduction of researcher profile, research objective
and methodology was explained before presented the finding from nineteen
participants and guideline. They were requested to express their opinion and give a

suggestion about this research outcome.

The first validator is one of executive member in ISACA (Information
Systems Audit and Control) Thailand Chapter and also a director in top-five worldwide
auditing firm. She shared her experience about IT governance process adoption that
many companies start to look at the problem or pain point before select such a
process to implement. Some organizations started by implement the easiest process
with has a big impact to organization. However, it is very hard to quick win in select
what process is easiest but most effective. IT governance project need at least six
months and many companies faced with unsuccessful project. Governance project
required a ton of document and need many businesses units’ cooperation. One main
reason of failure in IT governance project is unclear direction from top management.
Consequently, she highly agreed with the finding that strategy variable was the most

influence variable for IT governance process selection. Not only strategy but also



119

regulatory environment and culture was importance as some quote from interview

session shown below:

“I'really buy in with this finding that strategy is the most powerful. Between
top down and bottom up strategy, | can say that IT governance
implementation cannot happen from bottom up. Only strong support from
Top-down can make it happened. Not only supporting but also
announcement and setting clearly policy to IT governance project is very
serious. In my view, the other variable is environment. External
environment always forces many regulations for example bank industry.
Bank has to comply with it without any exception. One more thing, culture
is also importance. Is there anyone in organization is willing to involve in
IT governance project? If no one engages in project, it would not happen
and finally it fails. Implement these IT g¢overnance processes required
many hands from many BUs, for example, risk department, HR. They have
to involve in project. In my view, governance project need a specific team
to coordinate and take accountable. Just only IT dedicated person, it is

not enough.” (Validator No.1)

Base on her experience, strategy from top management, regulatory
environment and culture had to consider before initial a governance project. She was
interested in clustering IT governance process guideline and agreed that the similar
pattern group finding, for example; process No.1 (Ensure governance framework setting
and maintenance), No.2 (Ensure benefit delivery) and No.6 (Manage the IT management
framework), were main core process. However, she recommended that IT governance
process based on COBIT is related process. Each process is coherent that one process
can be input for other process. In COBIT also provided implementation guideline but
it was different side with this research finding. It is quite complicate to study all COBIT
materials. From her idea, this research outcome can be a starter guideline because of
ease to understand. There are some quotes from interview that support her view

points.
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“In COBIT implementation guide provided a basis assessment to select IT
governance process but it is different aspect from your guideline. | have
not thought that someone will look these process from this aspect. This
one is a good starter guideline to help practitioner to consider about IT
governance process. In my view, it is easy to understand a group of COBIT
process. It quite hard to understand COBIT framework even in
implementation guide tell what to do but not tell clearly how to do or

how select it.” (Validator No.1)

Aside from concerning of how to select IT governance process, she also
suggested that implement IT governance process is endless process and iterative steps
as a life cycle. She recommended to recognize seven phases of the implementation
life cycle in COBIT. Each step provides useful information about sustain governance as

shown in Figure 4-4. (ISACA, 2012¢).

e Programme management
(outer ring)

@ Change enablement
(middle ring)

@ Continual improvement life cycle
(inner ring)

Plan programme

4 What ngecs o e 10"
Figure 4-4: The Seven Phases of the Implementation Life Cycle
In overall, she concluded that implement IT governance is beneficial for

organizations. To select an appropriate IT governance process to align business with IT

is also very importance. ISACA developed COBIT5 that offers many materials to
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encourage wide use and global adoption of IT governance. It is not easy to implement
all fully process. Even in COBIT provided implementation guideline but it is limited at
a high-level introduction for adoption and selection. This research’s finding and
clustering guideline opened another aspect that can help everyone in IT who is
interested in IT governance process to understand and apply on their selection
approach. In addition, IT governance process adoption has to retain by continual

improvement as life cycle.

The second validator is a Managing Director of IT consulting company that
focuses on IT governance and IT service area. He is a lecture and trainer about IT
governance frameworks for many organizations and universities. Not only educate but
also give an advice for many companies to implement IT governance and IT service
improvement project. Based on his experience, he agreed that strategy is the most
influence variable and culture is another main variable for IT governance project. Size
and structure are not much related to IT governance process selection. There is some

quote below from interview session to support the conclusion.

“Strategy is the most one. If top executive realizes IT as a tool for run their
business. They will not think about IT governance. In my view, size and
structure are not much related to IT governance process selection. How
big or small company is not big deal. | think small company is easier to
implement these IT processes. Implementing do not need more money,
tool but it is really, really need is policy that is defined from strategy...
“Culture variable is also highly related. | saw many conservative
companies. They do not even realize what is IT governance. They are not
interested such a framework. IT is not just a tool but IT is a part of
business. Which organization see IT as a part of their business, IT

governance will happen.” (Validator No. 2)

The second validators discussed that COBIT suggests [T process without in-
depth explanation on how to used or real implement it. The researcher presented the

clustering guideline and he gave a feedback as quote bellowed.
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“I am okay. Clustering guideline is useful. Actually, when | teach to my
client and student, | always said all processes are important. In fact, there
are all important but in different level. My worry is many people do not
understand well about relationship of these process. | agreed with the
finding of core process from these scenarios. Process No.1 and No.6, it
always come together. No.1 generated by board and committee to set
policy, structure, principle but not action yet. No.6 is real operation follow
by policy from process No.1. Actually process No.2 always adhere with
process No.1. However, many people do not know how to implement
Process No.2. How to get a benefit from IT investment? What is the benefit
from IT? To do process No.2, they must have their portfolio, strategy, and
service agreement process. My point is many people do not understand
how to implement these processes or COBIT. That is why company has to
use external consultant to suggest which process should be

implemented.” (Validator No. 2)

The second validator supported clustering guideline and the similar pattern
that disclosed the core processes, which same with his opinion and experience. He
revealed that in Thailand many executives did not pay attention much about the
important of IT governance framework. Resulting in not many companies required to
adopt IT governance framework. He also suggested that governance is not just a policy.
The key success of IT governance project is strongly supporting from executive and
changing IT image. IT is not just a technician but today IT become a business partner.
IT itself has to transform to reactive service that can change new look of IT. That was
supported his feedback that strategy and culture are the main variables that impact

to IT governance project.

The last validator is a Senior Head of leading bank of Thailand. He had a
high experience in implement and improving IT process particular for banking service.
He shared that his organization has three main steps to implement IT governance
project, which are plan, build, and operate. Plan is the first step to define and setting

policy and strategy. Build is design step to find the best fit solution. Last but not least,
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operate is deploy step to release activity for execution. It is a complex to transfer new
concept or transform process in his organization because complicated organization
structure. Moreover, banking industry has to comply with many standards and
regulations from both external and inter audit. From his opinion, strategy, structure
and environment are very influence variables for selection of IT governance process.

He also discussed about related variable illustrated as quote below.

“It sounds feasible that strategy is the most important variable. Previously,
my bank used IT outsource and our main job was just controlling all
vendor to server us the right and the best service. See! now strategy was
changed from IT outsource to IT insource. Everything become reverse. Our
main job was changed and we have to do better than our vendor did.
Before we changed policy from outsource to insource, our executive and
broad concerned much in our organization structure and regulatory
environment... In- my mind, a way to select IT governance process mostly
people think about what is their critical problem or serious pain point.
Then just pick a process that can solve that problem. | think size does not
matter. Big or small company size did not drive to implement IT
governance. If company has the problem, it rushes to implement IT
governance. You know small company size is easier than big one. Large
company has complex structure that is very hard to move or changed”

(Validator No.3)

Based on his experience, he stated that IT governance process is very
essential for all organizations. Implement of international process as COBIT not only
can help to improve better effective IT but also set a common language for
communicate with all stakeholder. He conformed with clustering guideline and also
suggest that next step should apply maturity level to access organization level to make

it more valuable. The quote below demonstrated the validator’s discussion.

“I accepted this finding and guideline is worthwhile. Select all processes
to implement is impossible and hardly to happen. Actually, it could be

but it takes time. IT investment is complicate. Sometime we bought
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something one hundred but we used only ten. Then we have to rethink
carefully to compromise IT budget. These processes are rationality
together. One process can be a reason to do another process. This
guideline showed the group of related process with different scenario. It is
easy to understand. However, each organization has different problem
scope. It would be great whether in next step or further research you can
apply maturity level to develop an assessment for organization.”

(Validator No.3)

In conclusion, all three validators agreed together with related variables
finding that strategy was the most influence variable for select IT governance process.
The other variables such as structure, environment were also related but not high
impact as strategy. All validators mentioned that top management or executive is a
key person to determine strategy and set a clearly policy to identify role and
responsibility to all participation in a governance project. They all accepted that
company size is the least influence variable. Sometimes small company might quick
and easy for making a decision to adopt IT governance process. On the contrary, small
company might not have resource limitation to do governance project. Each

organization has different criteria and constrains.

Three validator accorded that adoption of IT governance process from
COBIT are advantages of being globally accepted and it is an open standard which is
available to be used by any organization. IT governance process can help organization
to find and solve the root cause of their problem. However, it was questionable that
relatively few companies in Thailand have started to use existing IT governance
frameworks to help them. All validators recognized that to cover and fully adoption
of all comprehensive process that was too tough to occur. Organizations had to face
of a high degree of complexity and it was too risky to success. Two validators (No.1
and No.3) suggested that it can be overcome by an initially selective implementation

of some process by concerning of their main pain point and critical problem.

All validators accepted with the clustering guideline for IT governance

process selection that is applicable as a starter guideline for implementer and
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practitioner. They stated that it is useful and ease for any organizations to consider the
clustering guideline from this research’s outcome before select such a process because
it can be invaluable in helping to avoid the pitfalls and in enhancing their ability to

achieve success in the shortest time to IT governance implementation.
4.5 Summary

This chapter presented the finding from all four phases of data collection
and analysis. The objectives of each phase were illustrated with focus to serve all
research questions. The data gathering was conducted by one interviewing round and
three questionnaire survey rounds with nineteen participants. This chapter also
described a way to analyze the result in systematic approach by complying with Delphi
technique criteria. The use of IBM SPSS software and Microsoft excel to compute and

analyze data was revealed.

The result from the first phase, discovery variable, expressed the perception
of IT governance process including implementation, important level for organization
and supporting level to achieve business-IT alignment. Moreover, all seven contingency
variables were voted as significant related to IT governance process selection. To
support the finding, many quotes from interview session was shown and agreement

percentage of each perception component also presented.

The second phase aimed to determine the important variable by conduct
a survey with electronic questionnaire. This phase found that each contingency
variable influence to IT governance process selection in different level. Strategy
variable showed as a significant variable. The other variable represents as related
variable but not strong as strategy. Moreover, this phase also provided the answer from

interview session to inquire a confirmation from all participant.

The third phase was conducted with two survey rounds to gather responses
about ranking and influence level from nineteen participants. The first survey round in
this phase obtained the ranking variable but the result could not achieve consensus.
The revised of questionnaire was manipulated to improve the way to explore the

influence level of each contingency variable by each IT governance process. It was an
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iterative process that cause the delay in response. Gentle remind email and phone
call were used to expedited the respondent. All nineteen participant rated their
judgement in four Likert scale about influence level of each variable classified by
eighteen IT governance process. In second survey round, the data achieve the
consensus. This study also employed combination measurement to clarify the way of
reaching consensus among group. The summarize and conclusion of finding express
that strategy was a critical variable that had high level of IT governance process
selection. Culture is the second one and the weakest influence variable was size of

company.

The multiple opinion, experience, ideas from all participants through one
interview session and three rounds of survey by questionnaire was synthesized to
develop a guideline. Cluster analysis by SPSS program was used to structure clustering
guideline. Three scenarios clustering guideline presented a group of IT governance with
homogeneous characteristic. Pattern analysis used to find a similar set of IT governance
process. Two main set of IT governance process was presented for suggest the
practitioner to consider the relevance of the chosen set of IT governance process. The
last phase ended with validation finding from three experts. All validators agreed with
the finding and overwhelmed with clustering guideline. They accepted that it is

valuable and practicable for real business world.
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Chapter 5 Discussion

This dissertation is organized into five chapters. Firstly, introductory chapter
presents background, problem statement, research objective, scope and assumption
of study. Secondly, extensive literatures were review on related domains with this
research including IT governance, IT governance process, Contingency theory and
perception theory is described. Thirdly, Delphi technique and procedure to conduct
research including data collection and analysis is demonstrated. Fourthly, the finding
of each data collection phase was illustrated including synthesize a clustering
guideline. In this last chapter, it starts with the summary of this research, discussion of
findings, the relations of findings with each research question are presented. The
academic and practical contribution are described. Finally, limitations of this research

and some opportunities for future research is identified.
5.1 Research Summary

Past literatures in IT governance reveal an important, a numerous beneficial,
many outcomes and success case studies of [T governance processes implementation.
Moreover, there are many international standards, best practices, and frameworks
available to support implementation. For this reason, more and more organizations
interest to adopt T governance processes. However, from literature review also
disclosed that not many organizations across the world adopted IT governance
processes including in Thailand. One reason that many organizations in Thailand had
not widely adopted IT governance processes is it is still difficult to select appropriate
IT governance processes because each IT governance framework provides plentifully
of processes and it is quite impossible to implement all of them. In MIS field, the
contingency theory suggested the fit concept between contingency factors and design
can influence organizational performance (Weill & Margrethe, 1989). Previous
researches in IT governance domain also applied this concept. However, there is still
no study that applies these factors in the selection of IT governance processes. This

problem motivated the author to study, explore and identify the contingency factors
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that are related to IT governance processes selection. This motivation translates into

the research objectives and two research questions.

In order to fulfill this research gap and accomplish the research objectives,
this study considered the most appropriate method and decided to apply Delphi
technique as the main research method. The main characteristic of this technique is a
systematic method for gathering the in-depth attitudes and soliciting consensus ideas

from a group of experts in specific domain with anonymity (Dalkey & Helmer, 1963).

To answer all research questions, this study employed three main phases
from Delphi technique including discovery factors, determining the important factors,
and ranking the factors. Furthermore, to ensure the reliability of the results, this study
decided to add one more phase which is formulating and validating the guideline
phase. All four phases of research procedure were designed by considering all
purposes of this study. In the first three phases, researcher conducted interviews and
surveys with nineteen participants to find out the insights and opinions and examine
agreement on determinants of IT governance processes selection by using contingency
theory and perception concept as theoretical foundations. The last phase developed
a clustering guideline from the collectively results from prior phases and invited

another group of experts to validate the findings and results.

Two groups of experts participated in this research, which are a group of
nineteen participants and a group of three validators. All of them were qualified as the
experts and willing to join and contribute in this research. The brief of all expert profiles
and criteria were identified in Chapter 3. The details of this research findings were
presented in Chapter 4. The next section will discuss the interesting relevant data from

the findings.

Furthermore, this study also provides a clustering guideline to consolidate
group of IT governance processes through perception and contingency factor influence
level. Three scenarios guideline presents a group of IT governance processes with
regard to the level of relationship between seven contingency factors, importance and

business-IT alignment including high, medium and low levels. Additionally, the similar
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pattern set of IT governance processes was analyzed to explore the core group of IT
processes. The finding revealed two sets of IT governance processes that have similar

pattern from both cluster scenarios.

5.2 Discussion

5.2.1 Discussion on result and additional finding

This study aims to squeeze the opinions from all participants about
influence level of each contingency factor to IT governance processes selection. After
the first round of interviewing and four survey rounds with nineteen participants, the
consensus of findings was attained. The result reveals the perception of IT governance
by classifying into three perspectives namely implementation, important and business-

IT alignment.

All nineteen participants agreed that IT governance implementation is
important to organization and it can help to achieve business-IT alignment. In more
detail, each eighteen IT governance processes had a various important and benefit
level. Some processes were highly accepted to implement and had high important
level for organization but could not get a strong support to achieve business-IT
alignment such as “Manage security”. Alternatively, some processes were seldom
implemented but they were important to organization and got a strong support to
achieve business-IT alignment such as “Manage Enterprise Architecture”. Based on all
participants’ experiences, organizations select to implement just some IT governance
processes instead of implement all IT governance processes at once because it need
much effort, budget, time and resource to implement all processes. They all agreed
that it was difficult for organizations to study all IT processes and frameworks and
made a decision to select ones. This finding is in the line with the previous study by
Winniford et al. (2009), they found a barrier to the adoption of IT governance which is

insufficient information about the IT governance framework.

This study believed that contingency factors can be used to explain the
selection of IT governance processes. Therefore, all seven contingency factors

including strategy, structure, size, environment, technology, task and culture were
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addressed in the initial data collection phase. The purpose of this research would like
to identify what variables influence IT governance processes selection. It is possible
that some factors or all factors related to IT governance processes selection. The
finding expresses that all seven contingency factors related to IT governance processes
selection but each factors associates in different level. The highest correlated factor is
strategy which refers to organizational strategy that defines a direction and strategic
planning process for organization. The second highest correlated factor is culture,
which refers to individual characteristics of organization. The less correlated factor is
size, which refers to size of company. The rest factors namely structure, environment,
technology, and task also related to IT governance selection in the medium correlation
level. The other group of experts who are validators in this research also suggested
that strategy of organization is a key factor to direct the way of IT governance processes
selection. It is important to get a clarified policy and strong support from top
management executive to set up role and teamwork including allocate all resources

to support IT governance processes implementation project.

In previous study, some contingency factors were used to explain IT
governance mode namely centralized, decentralized and federal that used to define
IT processes and activities to deliver the effective of IT governance. It suggested that
only different strategy type and size of company can reinforce to different mode of IT
governance (Sambamurthy & Zmud, 1999). Literature also reviewed that effective IT
governance can be achieved by implement appropriate IT governance processes (De
Haes & Van Grembergen, 2008b) and it can help organization to ensure the extreme
outcome which is business-IT alignment (Ko & Fink, 2010). However, past researches
did not express what and how contingency factors can be used to explain the selection
of IT governance process that can help organization to achieved the ultimate goal of
IT governance implementation. The finding from this study can answer and explain
what contingency factors and how different level of each contingency variable plays

important role in selecting of each IT governance process.

This study also found the addition viewpoint from validators that apart from

these contingency factors, some organizations concern about their pain point. They
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selected IT governance processes based on their critical pain point but it is sustainable
for IT governance process implementation because they just need to implement
specific process to solve their problem. The other interested point is that organization
has to concern how to maintain and sustain their governance before select such a

process to implement.
5.2.2 Linkage the result to research questions

This section explains the relation of research finding to each research
question. This study defined two research objectives and two research questions to
fulfill research gap. The first research objective is to identify and determine the effect
of contingency factors influencing the selection of IT governance processes. This

objective can be achieved by answering the first research question which is

Q1: What contingency factors influence the selection of IT governance

processes?

To answer this research question, this study conducted one interviewing
session and four survey rounds with nineteen experts followed Delphi technique to
collect and analyze the data. From the first phase in Delphi technique which aimed to
discover related factors, the result showed that almost all nineteen participants agreed
upon that all seven contingency factors which were strategy, structure, size,
environment, technology, task and environment related to IT governance processes
selection. No new additional factor that related to IT governance emerged from this
phase. Delphi technique is an iterative approach to gather data until it gains an
unanimity. During all three phases in this study, the finding still revealed that all seven
contingency factors influence the selection of IT governance processes. This research
objective is not only to identify but also to determine the effect of contingency factors
on the IT governance processes selection. The findings concur with the results from
all nineteen participants that each contingency factor influenced IT governance
processes selection at various levels. To identify influence level, this study used four-
point Likert scale range from no influence to high influence levels. In order to get a

better understanding in more detail of influence level to each IT governance process,
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this study designed questionnaire by including all eighteen IT governance processes,
comprising of seven contingency factors and choice of four-point Likert scale. The
questionnaire can be found in Appendix D. The result indicated that each contingency
factor has different influence level to each T governance process with can be found

the summarized result in Table 4-11.

In overall, the highest influence factor to IT governance processes selection
is strategy and the less influence factor is size. The comparison chart of influence level

with each factor can be found in Figure 4-2.

The second objective of this study is to formulate a guideline for selecting
IT governance processes which is driven by contingency theory. This objective can be

achieved by answering the second research question which is:

Q2: How can contingency factors be adopted to derive an IT governance

processes selection guideline that concerns business-IT strategy alienment?

To answer this question, this study collected data from the first three
phases and combined the influence level of contingency factors with the level of
perception to synthesize and formulate a clustering guideline by classify them into
three scenarios based on a range of level of all components (high, medium, low). In
order to ensure the worthwhile of this formulated guideline, this study invited another
group of experts to verify this result to find out whether it is practicable for real world
or not. All three validators agreed with the guideline suggested from this study and it
is applicable as a starter guideline for implementer and practitioner. The detail of three

scenario guidelines can be found in Table 4-12 to Table 4-14.

5.3 Contribution

5.3.1 Academic Contribution

This research adopted contingency theory in MIS field as a main theory to
identify the factors that influence to IT governance processes selection. The findings
of this research revealed the linkages between each contingency factor and each IT
governance process. Furthermore, influence level of each contingency factor that

related to IT governance process is also presented. In addition, this study
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demonstrated a systematic and constructive approach to formulate a clustering
guideline. Therefore, this study produced the growing body of work about the
understanding and explanation of [T governance processes selection driven by
contingency factors. Consequently, the research results provide significant academic

contributions to IT governance field of study.

Additional, this research applied the perception concept from phycology
area as supplementary concept to frame the interview question in order to gather data
and knowledge about implementation, important level and business-IT alignment as
perceived by the experts. Perception concept has been widely used in marketing
research, but it has not much been adopted in IT governance research. The findings
provided the knowledge in IT governance process perception that led to an increase
awareness on the important level and implementation, and business-IT alignment
concerning. The study illustrated how to adapt the perception concept with regard to
IT governance research that could help other IT governance researchers in extending
this concept to describe other relevant topics in the field of IT governance. As this
study modified the perception concept and applied it to IT governance research area,
thereby this study gained a fresh perspective on conducting research in the area of IT

governance.

Moreover, this research was undertaken following Delphi technique
principle, which consists of three main phases to collect primary data from experts. In
order to increase external validity, this study decided to extend one more phase that
is validation phase. This extended phase required another group of experts to verify
whether the findings and guideline were feasible and practicable. The findings revealed
useful comments and valuable suggestions from validators that can increase the
trustworthiness of this research’s findings. This research will contribute to the
knowledge about modified methodology and it will be a stepping stone for further

research in this area.
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5.3.2 Practical Contribution

For practical contribution, this study produces a contribution to the
knowledge of IT governance processes in both selection and perception aspects.
Firstly, knowledge of IT governance process selection, this study indicates a number of
contingency factors that related to IT governance processes selection. Not only identify
factor names but also reveal the influence level of each factor to each IT governance
process that can help practitioner or implementer to identify the priority of relevant
factor in which each organization could apply to its individual situation. Secondly,
knowledge about [T governance process perception, this study presents three
perceptions of each IT governance process which are implementation, important level
and how support to business-IT alignment from T governance expert’s viewpoint. This
can help practitioners to understand insights of each IT governance process and to

exemplify viewpoint of IT governance awareness.

Moreover, this study made a contribution for practitioners not only for
application of research finding, but also provides a practical guideline for IT governance
field. Based on the research results, this study proposes a clustering guideline to make
a contribution to knowledge for suggesting IT governance processes selection.
Clustering guideline is presented under three scenarios based on the level of relevant
factors. That offers a number of choices for practitioner to select a group of IT
governance processes that classified by a number of clusters and influence level of
relevant factors. The segment of IT governance processes from clustering guideline
could help the practitioners to consider the relevance of chosen set of IT governance
processes. Therefore, it can help practitioner to carefully consider and decide to use

which scenario and number of segment in guideline will fit with their criteria.

Furthermore, the finding also presents similar pattern from the guideline
that can help practitioners to consider a key set of IT governance processes. The
outcome from this study can be used as a supplementary information at the IT
governance processes selection stage for practitioners who are interested or concern

to make a decision for implement IT governance processes.
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In conclusion, these contributions can help researcher and practitioner to
clarify and build upon an understanding of IT governance processes selection with
regard to influence level of each contingency factor and perception level. Finally, this
research intends to provide a systematic clustering guideline to identify and determine

influence level of relevant contingency factors in IT governance processes selection.
5.4 Limitation

Limitation of research exists in every study including this study. Although
this study had reached its research objectives, there were still some unavoidable

limitations as presented in this section.

This research recognizes the limitation in generalizability of purposed
guideline. The clustering guideline was formulated from the consensus data gathering
from nineteen experts. Then, the guideline was validated by another group of experts,
called as validators. Three validators were selected because they were qualified as
experts in IT governance area. All of them had high experience and good knowledge
in IT governance field. Face-to-face interview was conducted with each validator. The
session stared by presenting the finding and guideline of this research then the
validators were asked to give comments whether the guideline was worthwhile and
practical for the real world. All three validators accepted and agreed upon that the
guideline is valuable and practical for the real world. However, the guideline was
validated by only three experts and it did not have any opportunity to test in the real
world. Moreover, the guideline did not provide detail of how to assess or evaluate the

influence level of relevant factors.

Moreover, this research applied Delphi technique to collect primary data
from experts. This technique is a widely used and accepted method for gathering the
in-depth attitude from respondents within their domain of expertise. However, there
is one of the most common complex in this techniques which is time consuming.
Delphi technique is an iterative procedure on data collection and the repeated step
can terminate when the consensus is reached. For this study, data collection technique

used is Delphi technique and it spent time over one year to gain a consensus.
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Furthermore, this technique aims to soliciting the idea from experts in specific filed.
Normally, it is hard to direct access or contact with the experts because they might be
an executive who has limited of time. As mentioned that Delphi technique is an
iterative mechanism procedure that needs respondents to be involved over a
substantial period of time. At the beginning phase, researcher invited twenty
participants to join in this research and used snowball technique to increase a number
of participants. Finally, a number of participants were thirty but only nineteen persons
confirmed to attend this research. While Delphi technique is beneficial to gather idea
from experts, it is easy to get deny and lose experts during doing research. Additionally,
the first phase of Delphi technique defines to discover the factors based on literature
finding and related documentation. Following the Delphi technique, this study
introduced all seven contingency factors as the initial factors to interview with experts
in order to discover which factor related to IT governance processes selection. During
the interview session, the researcher also asked and requested experts to suggest other
factors that might related to IT governance processes selection but there was no new
factor emerged. For this reason, this study also had limitation on the scope to explore

other factors that may influence IT governance processes selection.
5.5 Future Research

As the limitation of this research was mentioned in the previous section,
some recommendations for future study will be made and presented in this last
section. In order to produces broad generalizability of guideline and findings, future
research should expand the data collection to include more experts and increase more
validators, as well as to expand the scope of the study to test the guideline in the real
world. In addition, it could be better to develop a robust assessment tool to help
organizations to determine their level of relevant factors in IT governance processes

selection.

Conducting Delphi technique required the development and execution of
a research plan to manage timeframe since going from the start-point of Delphi
procedure to the end-point to having a consensus results is taken much actual longer

time than the plan. Besides, to utilize this technique it is essential to have enough
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number of experts or participants to participate in the study. It needs to have a well-
organized plan and documentation as well as having a commitment from participants.
Moreover, to increase an opportunity to discover new factors that can influence IT
governance processes selection. It could be better to apply data-driven analytics in
order to explore and discover the related factors by asking open-ended questions and

let the experts feel free to generate their idea.
5.6 Summary

This chapter presents the overall picture of this research by concluding
main research context in summary section. Then it summarized how this study
achieved its all objectives which are to understand and identify variables that influence
IT governance processes selection and provide the practical guideline. Moreover, the
linkage of the results to each research question was described in order to ensure that

the findings can answer all research questions.

The product of this study made a contribution of knowledge in IT
governance process filed in both academic and practical contribution. This study also
proposes a guideline for selecting IT governance processes to be implemented based
on contingency theory and  perception concept. It could help
practitioners/organizations to select an appropriate set of IT governance processes that
fit their conditions. The limitations of this research and recommendations for the future

research are included at the end of this chapter.
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4, szuzam Mindlvszaumaalumavinisouneuladaseune (T

Odmins® Oe-109 O11-159 016209
O21-251 026301 O wnrin 30 DUl

5. ngugaangsy Mhuiivszaunsellunmmudmsnumaluladasaune (T):
(@wrsndendmeuliuinndi 1 de)

O inwnsuazgramnssuemns (gsfanianees, ernsuasisdoiy)

O udrgulnedlne (unfy, veddlunadousasddnem, veddaufues el

O gsfanadu (swens, Bunuuasudoming, UsstufoussUsefufin

O dudrgmamnssu (usud, wisadns Jendefian Tlaneduasailiios, ussqius, min)
O sdmBuminduazrieatn (Tagrieain, w@nisfumnneadhs fannadsduning

O viwens (ndaeuuazansisglloe, indlowd)

O w303 (wdled, nsund, Fouazdsiiant, U3nnanizfe, nsvieniies sudiuaslalednd)

O welulad (nelulefasaunmuasnisdoans, Sudwddnnsodnd

0 B LMY e
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M!:mﬂﬂmﬂ'ﬁpﬂwmm

ey sy dusiulhin
p— rrudfigds | Business-T
Badng Alignment
fimsvssdu dnmsussdhisey deliiulaluns e O ties Ovies
frwumnsauntsdudurumsdfuguaussnis Cie Ovrunene | Clurunene
Urgainen Owan Own
(Ensure Governance Framework Setting and
Maintenance)

2 | Gnmvasdy damauosdnieny deliilslunvds | 18 O es Olies
vausaysslom Cuitg Ovrunene | Ovrunane
(Ensure Benefits Delivery) Own Oaan

3 | Gnmvady dimauesdhieen deliiledumon | 16 Oen Ottee
yeffmnrzon Cuis Ovrunene | Curunen
(Ensure Risk Optimization) Own Owan

4 | nsvasdu damsueedieny deliiulolunad | O ey mfi
winen WFUseTomigage Oune Ovwnee | Ovrunens
(Ensure Resource Optimization) O Owan

5 | drvvesdu dimsussddeey Weliiuleluey | 14 Cifes Oifes
Tuislavogiidulite Cte Owvrnene | Owrunene
(Ensure Stakeholder Transparency) Oyan Oyan

6 | dmadnruuane Smbusy ussdnssuu Funs ()1 Cifes Oies
winsismansoumaduuoumadwisondn m | Clild Chirunee | Clvunane
(Manage the |T Management Framework) Oyan Oyan

7 | Grsdnrauane dmbus ussdnssuu Funs e e Oifes
viwisinmanagnd (Manage Strategy) Ouils Ovwunane | Ovrunae

Onn Osan

8 | Grednrsuanie dmbus ussdnssuu Funs e Cifes Oifes
wiwrsiamssoinensmoedng Ol Oibunee | Ovunane
{(Manage Enterprise Architecture) Oarn Own

5 | fmednrauane dmbus ussdnssuu Funs O« Cifes Otes
uiwrsinnauiangia (Manage Innovation) Ouilé Ovrunans Carwunans

Onn Osn
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10 | @msdnrauumie fmbhusy ussdnszuu Fums O Oies Oites
Vimnsdnnguvesyrlain Ouitg Ovweee | Ovrunan
(Manage Portfolio) O Oann

11 | dmsdarauume dmbusy ussdnszue Fums O Oies Oties
vinsdiamssulsanaussiuny Cuite Ovwnene | Ovrunene
(Manage Budget and Costs) O O

12 | fmsdnrauum Imbhusy ussdnszvu Frums e Oview O e
Viwisdamamineniyaen Ould [ Owvwunew | Ovrwnene
(Manage Human Resources) Oann Own

13 | Imsdarauuame Imiuny uasdnszuu funms 0w Oliiew Oen
viwsdanaarudusiud Cute Ovnene | Ourunene
(Manage Relationships) O Cann

14 | dnsdanauuame Imbusy wasdnrzuy Funms e Oiew Oen
viwisdaniasdornaanisliuiny Cuie Ovunee | Curunene
(Manage Service Agreements) Oan Oan

15 | dmsdamauume fmbusy ussdnssuu Fums O Oiee Oes
Wwisdenadresdadlduinm Ouite Owwnme | Ovrwunen
(Manage Suppliers) Oann Oann

16 | dnmsdanuuame dmbusu wasdnszuu Frunms O Oves Oee
Vimsdamamaummn Cuis Ovweme | Ovrunen
(Manage Quality) O Onn

17 | fmsdanuumae Smbusy ussdnszvu Fums ()1 Otes Oties
vinsiamsaruiee Ouis Ovunee | Ovrunas
(Manage Risk) Oann Oawn

18 | imsdareuumie Imhusy uesdnzuu fums ()21 Ovies Oities
vimsinmanuiunsunorsis Ouas Ovrunene | Ovrunan
(Manage Security) Osnn Oan
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dnit 3 : TedviliAedaduniadanlden T Governance Process

Ao v nnder inseuiuntsssafreiurelllafmsaurel 18 nssuiuiaiu Deduleit e
Aefaalefviwasonsfaduladenldnssvrnisdne

Dude Ferder | Liferdes

Strategy: neywdvEEANT

Structure: Trs@ETwasanedng
Size: vrwwBEadng

. Emviranment: dedenieuen iy npsedey ngummmwnysy

. Technology: mawRouwameanelulod

Task: nzumumahaunngifitmeesdng

. Culture: Yaurrmvemding Wethdumolwensing
. Other: Jeduthun Tusmaey

@ o] s e e
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APPENDIX B

Questionnaire for Phase 2

wuUABUENETASY IT GOVERNANCE PROCESS SELECTION soufl 2

foawidy [T Governance Processes Selection Driven by Contingency Theory
mafennssumissanfuednumelulaBasmunafduefoulnenguidmounsd

Trquszasiun  fefuntedeiifediodunadon IT Governance Process ielARrTwRERsdadly
ey ndiwsrarelulaleseunesasnaumrussrrudasmemegsie

Funeunile  enell@inntudeyndan Delphi technigue WuBBnslunaftusuradeyesn
st vienouludsdureudiolud
aoufl 1 nsdunsednasvuseuas deduntedufifeades
soul 2 mameuuuumuoy Wedumerddguestietefiteos
soudl 3 msmevkuuseuns Wednddutivly

Awupdiluns  wumevongrdlifemafudoyn seuf 2 vaenevdae 2 duwfe
pevsuuroues sl 1 Ameurinnsfinadseud 1
il 2 gedatedofifededunsfenldoy M Govemance Process

iy A eloluly
email: sakuna s@hotrnall com Twd OA3-857-3337

prradfiving  eversd s duwty
Urzsmumdngravelulafasmunmifegsic

rrsniilvenardussnisdn® peosanscliveade

e S dmefive s fu Ry enve:
winges I in Business raswidromanduasnatyd pewsnsoduwineds
TretoyafompasgnifudnnSur s Efomaturinky
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ﬁaga'luuwawmmh!tﬂumﬂlﬁ’mnmﬁmwnhmhu'lumuﬂuiaqamuﬂ 1

vemunuuhsnvseUAreuYeaiu InevumensovihinsUluuseneun wilfemald

=AU dasduldiin
| Tt | s
Dedng Alignment
[ Brsvsedu demsusstiniany Woldiulelun [ O o
fmunnseuntaddueunsiifuguaunents Mg Owvwnan | Oumnans
Unqainw (Ensure Governance Framework M Mn
Setting and Maintenance)
Insvsedu famsussdodemn doldiuleluns | ME O ("
dawounnuslumd Cue Ovwnane | Oumnans
(Ensure Benefits Delivery) Myn Mann
fnvavsedu fmuesdodenon doliillel | M Oiiew Do
mruiluaiimzey Cune Ovwnene | Oumnme
(Ensure Risk Optimization) Man Man
fmsvszdy dsnsussdhdeeu Woldiuleluns | M Oes Oty
Tniwernslilfusslonigagn Ouag Ovweee | Oumnane
(Ensure Resource Optimization) M Man
finsvsadu damaussdidenn deliiulelu [ Oitiou =
mwluddladodildul iy Ouag Ovweme | Oumnene
(Ensure Stakeholder Transparency) Mn Mhn
fimsdamauuame Imbuny ussdnseuu fums | 19 Oiies Otee
vinsiamansaunsdudueumauiwisaudu m | Mhis M | Oumnane
(Manage the IT Management Framework) Osn Oaun
fimsdamauuame dmbuny uasdnseuu fums | Mg Oiies Ovies
vimisinmanagnd (Manage Strategy) Ouis Ovrunane | Mirunans
M Osn
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= ] duntulfiin
No. IT Governance Process i rrwdAgAe | Business-T
i oefng Alignment
8 | Inrsdnauuans dmbuay uesdnasve funs | M liine (T
viwisinnsenilnunasunadng Clite Owunae | Cuwnane
(Manage Enterprise Architecture) Ouan ¥ wn
o | Snvsdnrauuamns Smbuny uesdnssve funng | 16 Oiies (o
viwisinnasudantiy (Manage Innovation) [Pt O vrunane O vumnans
an yn
10 | @nvsdnnnasuanis dmbusy ussdnaevu Fwnns | 64 O ey L
viwisinnguuoeynlrsant Cuis Owwnane | Murnan
(Manage Portfollo) M Cyn
11 | Srvednmauuamng mbusy usednsevu Funns | B Uilow O o
viwisinnissudssannunefuyu Clilg U urwnaw O umanens
(Manage Budget and Costs) yn un
12 | Snvadnarawuans Smbue unednssvu fwnm | 9 (DT O o
viwisdnnmineinyran Cllie Crunew | Cuwnens
(Manage Human Resources) [y arn
13 | fnvsdnrsuuanae Smbusy unsdnseve funvs | 09 Ules U sion
ulwisinnsmuiuiud Cltaile Ovrunere | Murnans
(Manage Relationships) M Can
14 | dnvsdnnauamn dmbung unsdnssuu duns | B Mien Otes |
viwrsimnisdamnaanislfuingg Claite Owunae | Cluvunans
(Manage Service Agreements) Ouan ¥ uan
15 | dnrsdngrauanng dmbuey unsdnssun dums | B lins (e
vimsinnrsfrendofifuingg Cails Owrunare | Ouranane
(Manage Suppliers) Osn M wn
16 | dnrsdinrauamn dmbusy unsdnssun duns | B Ciion [ ifon
viwrsinnsRmmw Cile Ovrwrase | Cumnans
{Manage Quallty) Bl Vlyan
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anuddgeo | BusinessT
A
Defny Alignment
fmsdamauume Imhuau uasdnszuu Fums Pies Oties
winisdamsanudes Oung Ovunene | Oumnane
(Manage Risk) Oamn M 10
18 | fnsdamauuame Smhusy ussdnssuu funs | 0N Ciles Oies
vimsdnnrsmrnsiunsunenty Oy Ovwnew | Ouminens
(Manage Security) M M
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verrunquiutietirdomne ¥ lullilefdmearenadent IT Govenance Process

Treuras T Governance Process aandodentdnnn 1 dede

(Ensure Risk Optimization)

No. IT Governance Process Undfidennsionafionld T Governance Process |
1| Snsdsadu fanrsussd O 1 strategy: nagndvetoding
areiy Woliilalunsdwue | O 2Structure: Tassadsnasesdng
nepunakndusumaiiiugue | O 3.5ze suwvemsing
wnemstigeine O a.emironment: Sudumeuan wu ngsedieu njugramnssy
(Ensure Governance O s5.Technoiogy: mawdouwUneaweiulad
Framework Setting and O 6.Task: nssvaumsherumagsiiveesesdng
Malntenance) O 7.cutture: Srnutssuvotosding wletdunsluveseding
O 8. other: Hadudun TWamssy s
2 | Bnvusadiv Fansuesd O 1.5trateqy: noyniveseedng
dnen Weliihdalundaoy | O 2.5tructure: Tnsadhanasedng
unszloml O 35ize: vuwwptoedng
(Ensure Benefits Dellvery) O aenvironment: Jedumeusn wu ngsedou ngugaamnisu
O s.Technology: mawdouinaveaveiulod
O &.7ask: nesvaunshoumapfivvetoding
O 7.cutture: Inuesnmaesding wlethdunisluvesesding
O & other: Hadudug Wansey
3 | Inwusadu dantsunsd O 1strategy: neywivesasdng
amma Weiilelurrudoddl | O 2stucture: Tnssadmpsndng
waEny O 3size: vuwvesosing

O aenvironment: dadunieuan wu ngssdeu ndugrarwnssy
O sTechnology: mawfousameaveiulad

O &Task: nsstaunsdiownapfivvetoding

O 7.cutture: Jrurrmwnosdn: wlslludundlurassdng

O & other: Hadedug Wansey
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IT Governance Process Undefldunrionufionld I Governance Process
fnsusadu famauszd [ 15trategy: nagnvesesding
dnmu oldiilalumdlé O 2structure: Tnsssdrevasesding
niwensIilAusTumigegn O 35ize: wumvssesdng
(Ensure Resource [ aenvironment: Yeduneusn iy ngsudieou ndugramnssy
Optimization) [ 5.Technology: muwdsusUntupavelulad
[ 6.Task: nszvaumevinumegsivvesesdng
O 7.cutture: Smussnmesesding vletoduneluvesesdng
O &. other. thadedun Wansey
finrsvsadu danrsuandy [ 15trategy: nogniversdng
Anmu o lWilolunaw O 2structure: Tnsssdrevesesding
Tuialaviodildnlfdy O 3size: vuwwosesing
(Ensure Stakeholder [ aenvironment: Ysdumeusn iy ngaadou nfugremnssy
Transparency) [ s.Technology: mawduuuUntvpanelled

[ 6.Task: mavvsumaherumagifivvesesdng

O 7.culture: Smursnnnsdng wietlodunuluvesesdng
[0 8. other: tedeiug Winsey

............

finrrdnrauuanmia Sy
unzdnszuy Aunisuimg
damansoumadnfiuaung
uimsaudw IT (Manage the
IT Management Framework)

[ 1.5trategy: noymivesesding

O 2structure: Tasssdrevesosdng

O 3size: vumvosnading

O agnviconment: Yaduneuen iy ngsaeu ndugrmmnsm
O s.Technology: mewdsuutavpanelulad

O 6.1ask: mazvoumaharumagsfivvetsedng

O 7.cutture: Imussvesnsding vlstidunuluresesdng

[ 8. other: Hadedun Tusmsey i

fnrsinmauuama dmiusu
unzdnseuy Aunmsuing
dnmsnagnd (Manage
Strategy)

O 1.5strategy: nogndvesasdng

O 2structure: Tnssadvasesding

[ 3.size: vuwvesesring

O aenvironment: Jadunmeusn idu ngsuley ngugremnssu
O s.Technology: mudsuuuatvsavelulad

O 6Task nzwumeviheumegsiisvetesdns

O 7.cutture: Fnussrmvesesding vistiadunmelutesesdng

[ g other: thadeduq Wsnsey
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Ma. IT Gavernance Process {udefidannronnfonld IT Governance Process
& | Bnvsdnranuanie dedusu O 1stratesy: negviveading
unsdngzuu dunisuinag O 2structure: Tassadremasasdng
danrsaniiaunssuoadng O 35ize: suwensmeding
{Manage Enterprise O aenviranment: Yadameusn wu ngssdeu ngugrewnssm
Archlitecture) O sTechnology: mawdeuwasmsaneiulad
O 6.Task nssvaumaheumagsfevessdng
O 7.cutture; Sruessmesmsdng wietodonoluvosedng
O &. other: Hadtdug TWamsey.n
9 | Bnrsdnrduuana Jmius O 1strategy: negwdveseing
unsdnsruy funisudvs O 2structure; Tassdvosesdng
dnnaruiangiu (Manage O 3size: suwepsmsding
Innovation) O aenvironment: Yedumeuen wu ngsedou ngugramnssy
O s.Technology: mawdousnmeavelulod
O 6.Task: meanunsbhaumagpfiovesedng
O 7.cutture: Srurssumemsdng wletodunoluvosedng
0 & Other: Yaduug TWamsey . s
10 | Bnasdnarauuavng dmiusy 0 1strateqy: neywiuesosdng
unsdnszuy druntruivasde O zstructure: Tnsaadunsedng
nijuysayalasantg O 35ize: suwwesmsding
{Manage Portfolio) O aemvironment: Jedbnieuan vy ngsadoy ndgugramnys
O sTechnology: mawfouslnmeaveiulad
O 6.Task: nesvaumsirumapfiovetosing
O 7.cutture: Inuesnmawsding wlstiodunielurasesdng
O 8. other: fadtdug Tamsey.
11 | Bnrsdnaraunuans sy O 1strateqy: negwiuesasdng

uasdmgzuy Auntsudvg
dnnsrusnuuasFuy
{Manage Budeget and Costs)

O zstructure: Tassediwmomedng

O 3size: vumvesmsding

O aenvironment: dedunieuan wu ngssdeu ndugratwnssy
O sTechnology: mawfeuuameanelulad

O &Task nestaunsdiownagfivvetoding

O 7.culture: Frussruvnmsdng wisliodumelutamedng

O 8. other: tadedun Tansy
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12 | fnsdnuuans dmiusu [ 15strategy: nogmivesesding
unzdnszuy Kumaudms O 2structure: lassadnvesesdng
mmaminenyaan O 3size: vuwveeing
(Manage Human Resources) [ a.environment: Jedumevsn wsu ngsudou ngugramnssy
[ s.Technology: mudsuvasveanelulad
O 61ask nszrnumsinrumagsiivvesesdng
O 7.cutture: Inussvesmedng wietodunisluvoesdng
[ &. other: thadeduq Tansey
13 | fnvsdnnauuama dmiusy [ 1strategy: negndvesesding
unzdnszuy Arunsudms O 2structure: Tnsasdrveseedng
Inmannmdusiud [ 3.size: vunvensding
(Manage Relationships) [ agnvironment: Yeduneuen iy ngsedou ndugmemnysy
[ s.Technology: muduuuvnpaneluled
[ 6.Task nsaumavhaumagsfievesesdng
0O 7.cutture: rusrnmotwsding vietedunivluvomwedng
[ 8. Other: Podedug WInSEY....cooooees s
14 | fnvsdeneame Smbusn | O 1Strategy: noyvivetoeding I
unzdnszuy funmsudms O 2structure: Inseairevssosdng
Inmydonnaanislfiuinng [ 3.size: vumwnading
(Manage Service Agreements) | [J 4 Environment: Jeduneuen iy ngsuleu ndugraiunas
O s.Technotogy: muidsuuUasvsunelulad
[ 6.1ask nswumsvheumagsfivvetosdng
O 7.cuiture: Fnussnmewedn: wietedunisluvesedng
[ 8. other: fadedug Winsey
15 | finsdnrauuams dmiuay [ 15trategy: nagwivetesdng

unzdnsEuy AMumsuing
Inmsfrreniodlifuing
(Manage Suppliers)

O 2structure: Tnssadevoedng

O 3size: wwmvoweding

O aenvironment: Jsdumeusn 1su ngsaloy ngugremnssy
[ 5.Technology: Mudsustasysavelulad

0O 61ask: nsztraumsherumgsiiveesesdng

O 7.culture: Fnuersuvetmsding wlaliadunisluveedng

[ 8. other: adedug Winsey
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16 | fnsdnneuuams sy [ 1strategy: nagvdvesesdng
unzdnszuu Aunmsuing O 2structure: Tassadrevasesdng
dnnsgounm O 35ize: muwwnnsdng
(Manage Quality) O agnvironment: Yedumeusn iwu ngsudeu ngugrammnssy
O s.Technology: mudsuutasveanellad
O 6.Task: niztumaharumagsiiveesesdng
O 7.culture: Fruersuvensdng wlethdumsluveodng
[ 8. other: todedug Winsey,
17 | fnradanauuama dmitusy [ 15trategy: noyvdvotesdng
unzdnszuy Aunsudms [ 2structure: Tnssadrevasosdng
damamanuies O 35size: vuwwosesding
(Manage Risk) [ agnvironment: Yedumeuen iy ngsedou ngugmmmnssy
O s.Technology: mawduuuUnsveavelulod
[ 6.1ask nmumaherumagsiivveseadng
O 7.cutture: Srusrmesesdng wietedunuluvesedng
[ 8. Other: todedun TUIMIEY. ..o
18 | Snrsdamausams Smiausy [ 1.5trategy: noyvvososdng
unsdnsruy Aunsuims O 2structure: Inssadrevnsetdng
danrsmamiiunsunardy O 35size: vumvatweding
(Manage Security) O a.environment: Jedneusn iwu ngsudiou nfugravnssy

O s.Technology: muwdsuutasveavelulod
O 6.1ask nezvmumsherumagsfivestesdng
O 7.cutture: Fnusrsuvessdng wlstiodumeluveedng
O 8. other: Yadedug Winsey

Fidereveunuviniusinds fnqansseanuerlferuhulielummeusuumeuony

uaswinlustneBeimelfvanuindlovnvilulanesiely
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APPENDIX C

Questionnaire for Phase 3 Round 1

WULABUAINNTSE IT GOVERNANCE PROCESS SELECTION saufl 3 adeil 1

ol

IT Governance Processes Selection Driven by Contingency Theorny
nadennseuunsessnivas e ulafassunaifusfoulrenguiB e

ImgUssasdves

A

Tureun sl

Auuelunig

mEULUUTEUO T

B dnw

Wedumtiduiifedindlunsfon IT Governance Process LAeldifinarwaenadady

rrrudmrrumaluladesaumsiaen ouauor RN TITIAg Y

e lE B iutioyadae Delphi technique dviBmslunafusurdeyasn
Gfpemsdi Ussneulufeduneuiaielud

seudl 1 madunrwelmuuuuasueny Weduwlledefifadis

soufl 2: nameuuuuEsua L Wefue i Aguestetfiteides

seudl 3 mameuuuuseue iRednddutinde

u'..lunaun'm'qn‘f.ﬁtﬂam':Lﬂu-iaqn seufl 3 ofafl 1 Useneudae 2 daufe
wodl 1 mgusesnnsuioylusend 1 wos 2
udl 2 admddutieteluniadenlou T Govemance Process

ano wlelualy

emall: sakuna.sghotmailcom Twg 083-857-3337

o019t w9 duwniy
'u'wuwHﬁ’nqnimnlu'[nimwumnl.i'nmﬁn

rrewivemaniunen iy ® pemnsaliendy

enfefud Oud o nodive vl Ry enues

wiings IT in Business masewiddremanduasnald pesansalumying o
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dal 1: apuwannnnfudeyelusouit 1 uas 2

Soyaluvuvepumudndiunmhavesee il afudoyslusend 1 e 2

alumyssRug
Mo, IT Governance Process i w::mm 1#ifin Business-
Tunmsau
Badms IT Allgnment
1| fnvaussiu Ssuasdivinmy wWolsilelumesdwuanseuns 843 B9 £8%
Auflurunaiiiuguakeznrad i (Ensure Governance
Framewark Setting and Malnbenance)
3 | Aoy Semuazdidenny Woldhlolunsdmeunayss T £305 Ta0 7O,
{Ensure Beneflts Delivery)
1 | Aevesaiu Srsuazdiienny Wolsiousrwde e muneey B4% 5354 49%
{Ensure Risk Optimilzation)
4 | Aevdsaiu Srgvazldeny Woldieunldnfwumnilmk B4% 4904 AT%
UsrTuwdgenm (Ensure Resource Optimization)
5 | fAndsndu fnvuesdfems Woldhdelusrnlvidadodieut | q29 535 379
Wo (Ensure Stakeholder Transparency)
g | Anviderawemn Sadue unsdnisuu Pumrdwirisnansou T59% To% T5%
s nduswnritwiseukg T (Manage the T Managerment
Framewaork)
7| Anvrdmrnuemn Sy uesdnrzou Punrdvirdanansegnd 849 T4 T4%
{Manage Strategy)
g | Onvrdsorauuna deduen wasdreuy dremrdvaninn 4% 5804 639
AnvlnunTiueddm (Manage Enterprise Architectura)
g | Anvedmeuemne Sedbus wasdnmsuu Frenruivardentg 63% 21% 21%
uimnTsu (Manage Innovation)
10 | Srvederauemg favhiu wazdnezuy Fummdwirdenguuasge [xL™ 4204 4T%
TrzanTs (Manage Portfolio)
11 | Anrsdeonsuwsms debuey wasdnmuu fuemrddvirdentg B9 58 53%%
suvssnuuasfuu (Manage Budget and Costs)
12 | Anvrdeonauwss debiey uasdnmsuu Fuemrddvirdentg A% 5304 53%
wineinTysme (Manage Human Resources)
13 | @nvvdieoawu debue uasireuy Furrcnisdentg TO%, 5308 SE%
ATuAuAud (Manage Relationships)
1 | Smrsieaser dedues wasiruy fummddwirdenirionnas B0%, 580 SE%
meWudms (Manage Service Agresmenits)

ITG-Data Collection Phase3d/f1

Page 2 of 4



171

gy mluayussAuge
melden
No. IT Governance Process 1 sehugedn | THfim Business-
padny IT Alignment
15 | dnvsdeonuumn davhue uasdnszuu Fumsudmsianisden 79% 58% 26%
wloduinag (Manage Suppliers)
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APPENDIX D
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